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Foreword

This is a Supporting Document (SD), intended to complement the Common Criteria (CC) 2022, Revision
1 and the associated Common Evaluation Methodology for Information Technology Security Evaluation
(CEM).
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Supporting documents may be “Guidance Documents”, that highlight specific approaches and application
of the standard to areas where no mutual recognition of its application is required, and as such, are not of
normative nature, or “Mandatory Technical Documents”, whose application is mandatory for evaluations
whose scope is covered by that of the supporting document. The usage of the latter class is not only
mandatory, but certificates issued as a result of their application are recognized under the Common Criteria
Recognition Arrangement (CCRA). This SD shall be considered a Mandatory Technical Document.
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Conventions

Citations from CC and CEM are indicated by [square brackets|.
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Document titles and citations are shown in italics.
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Terminology

Glossary

For definitions of standard CC terminology see [CC] part 1.

Term Meaning
ADV Assurance class: Development
AGD Assurance class: Guidance Documents
ASE Assurance class: Security Target
ATE Assurance class: Test




Term

Meaning

AVA

Assurance class: Vulnerability Assessment

Acronyms

Acronym Meaning
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EA Evaluation Activity
EAL Evaluation Assurance Level
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1. Evaluation method introduction

1.1. Evaluation method identifier

Title:  Supporting Document Mandatory Technical Document Evaluation Method for Protection Profile for
Prepare and Measure Quantum Key Distribution Modules

Version: 1.0 En]Jp

Date:  May 2025

1.2. Entity responsible for the evaluation method

Quantum Key Distribution Technology Promotion Committee, Quantum Forum

B74—7 L BREEENHERE S

1.3. Technology area and scope of supporting document

This document defines the refinements of SARs and evaluation activities for Quantum Key Distribution (QKD)
protocol implementation evaluation in accordance with Common Criteria. Currently, this document supports only
the decoy-state BB84 protocol (which is one of the DV-QKD protocols). This document further focuses on a
specific implementation called time-bin encoding, in which a pair of optical pulses are transmitted in each of the
repeated rounds of communication. In some sections, however, other encoding schemes will be mentioned in the
context of discussing general issues in QKD, such as vulnerability analysis. The QKD protocol is a security
functional requirement of the PP/ST for QKD modules and is implemented in the QKD module. This document
provides evaluation method for the QKD protocol implementation. Other security functions implemented in the
QKD module shall be evaluated based on SARs in [CC], [CEM] and other supporting documents.

ZOXEEZ, aEVv I 74 7Y T B2 HALE (QKD) 7'm b a v EEDFio -0 SAR DFH{L.,
KO, G772 74 €7 4 ZEERKT D, BlfE, 2OXETHFR—FIN T3 QKD 7'm + 2k, “Decoy-state
BB84 with time-bin encoding” (DV-QKD ® 1 2) OATH 5, KETIHILIC, 24 vva—T4 v
CIEEN D HEVIRINEBEDK T VY FT—NOHANVAPEEINIFFEDORELICERZY TS, Lo L,
—fDX 7> a v, Mitx v S HT 7R & D QKD IcB 3 2 — i A% U 2 XRIcs W, flhox v 2
— T4V IHRLCOVWTHEKT S, QKD 71 Fa i QKD £ 2 —1d PP/ST Ok * = U 7 1 #REEE T
HYH, QKD =V 2 —icFEHan s, 2oxFEIL, QKD 7'rm b a v EED L OFHE Tk % i+ 2, QKD %
Va— Il EEIN T LMoL F 2 Y 7 4 BEREIZ. [CClD SAR X U[CEMI. fthd 4+ — F CEICH VT
Al T N T NI R D R,

1.4. Evaluation method overview

1.4.1.PP Reference

This document refers to [PP-EAL4] and [PP-EAL2].
ZDOXEIX, [PP-EAL4] & [PP-EAL2] 2 &0 3 %,
This document may be applied to the CC evaluation of TOEs claiming to comply with one of the above PPs. The

developer and the evaluator shall select the content and presentation elements of the required developer evidence

11



and work units that correspond to the assurance components in the assurance package of the compliant PP. Table
1-1 shows the corresponding content and presentation elements and work units to be selected for each PP. In other
words, when evaluating the TOE that conforms to [PP-EAL2], refer to the left column of Table 1-1, and when
evaluating the TOE conforms to [PP-EAL4], refer to the right column of Table 1-1.

The content and presentation elements of the required developer evidence are detailed in Section 3. Evaluation
activities of work units are defined in Section 8.

ZOXHFEE, LD PP owFpic#Ae L T3 L FiRT 5 TOE @ CC FHliic#EH T 5,
PHFEE K ORHili 13, BRI N BPHFAE =T Y ZAONERIRRT L A v b NCHES PP OfRGE Yy 7 —
VORREEa VARV MICWIET AT =27 2=y P ERERL 2T LR 57w, Table 1-1 i, % PP CiEIRT
REMNETINAER MR RZL AV M, T—=22=y bERT, 2% 0, [PP-EAL2]ICHEA L 72 TOE @ FFiffiic
BWTIE, Table 1-1 LM% %S L, [PP-EALAICHEA L 7z TOE O 351> Tix, Table 1-1 D £ fill o
WaeSid 5,

ERINDIFAFKE I T VAONBER IR L A v Mid, 3ECHRT 2, 7—2r2=y rOili7T 774 &
T4 E, SEIERINT WS,

Table 1-1 Correspondence between the PPs and content and the presentation elements and the work units

[PP-EAL2] [PP-EAL4]

Content and presentation elements in Section 3: Required inputs

ADV_FSP.2.1C ADV_FSP.4.1C
ADV_FSP.2.3C ADV_FSP.4.3C
ADV_ARC.1.2C
ADV_ARC.1.4C
ADV_ARC.1.5C
AGD_OPE.1.3C
AGD_OPE.1.5C
ATE_COV.1.1C ATE_COV.2.2C

ATE_FUN.1.1C

Work units in Section 8 Evaluation activities

ASE_REQ.2-11
ADV_ARC.1-2
ADV_ARC.1-4
ADV_ARC.1-5
ADV_FSP.2-4 ADV_FSP.4-5
ADV_FSP.2-5 ADV_FSP.4-6
ADV_FSP.2-9 ADV_FSP.4-11
ADV_FSP.2-10 ADV_FSP.4-12
ADV_TDS.1-7 ADV_TDS.3-15
ADV_TDS.1-8 ADV_TDS.3-16
AGD_OPE.1-3
AGD_OPE.1-5
ATE_COV.1-1 ATE_COV.2-4
ATE_FUN.1-1
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[PP-EALZ2] [PP-EAL4]

AVA_VAN.2-3 AVA_VAN.5-3

The two PPs define equivalent functional requirements, but some SFR identifications are different. The
correspondence between their SFR identifications is detailed in Table 1-2. The functional tests for SFRs defined in
[PP-EAL2] are described in Section 10.

2 20 PP IZAFOREEMFZERL T2 23, —#D SFR AR > T b, ZNZid SFR F#HHI D X5
% Table 1-2 127" 3, [PP-EAL2JICEFRE I N T\5 SFR ORET A 23 10 HEiciibE T %,

Table 1-2 Correspondence of SFR identifications

[PP-EALZ2] [PP-EALA4]
FCS_QKD.1

FPT_ITQ.1 FPT_ITC.1
FPT_EMS.1
FPT_PHP.3

FPT_FLS.1 FPT_FLS.1/Fail

FPT_FLS.1/EoL

FCS_CKM.6 FCS_CKM.6/EXP
FCS_CKM.6/QAK

FCS_COP.1 FCS_COP.1/CClI

FCS_RNG.1

1.4.2.Concept of the evaluation for the QKD protocol implementation

The security of QKD protocols is mathematically proven as information-theoretical security, meaning that the keys
exchanged are secure against attackers who have unbounded computing resources. Security proofs demonstrate
that a QKD protocol remains secure under assumptions on the characteristics of the devices used in the QKD
system and the conditions on processing in the QKD protocol. Security proofs should preferably take imperfections
of the QKD system into account. Unfortunately, however, such security proofs rely on highly precise device
characterization techniques, which still require further research and development. Therefore, it is often the case
that most assumptions represent perfect devices and the ideal conditions on processing. In this document, such
representations are referred to as assumptions of “ideal characteristics”. On the other hand, assumptions that
represent realistic devices and practical conditions on processing are referred to as assumptions of “realistic
characteristics”.

Each assumption of ideal characteristics is usually simpler in its description compared to a corresponding
assumption of realistic characteristics. It is likely that security proofs taking into account realistic device
characteristics and practical processing conditions would require more assumptions than those based on ideal
characteristics. Therefore, it would be reasonable to recognize that each assumption of ideal characteristics defines
an “assumption family”, and each family may include one or more assumptions of realistic characteristics. For the
QKD protocol implemented in the TOE, the assumptions in security proofs (whether ideal or realistic) are not
always completely fulfilled, and there are deviations between the assumptions and the corresponding characteristics

to them in the implementation of the TOE, referred to as “implementation characteristics”. Such deviations may

13



compromise the implemented QKD protocol and should be treated as potential vulnerabilities in the QKD protocol.
Note that the requirements in the PPs and the assumptions in security proofs are different. The requirements in
the PPs are unconditionally fulfilled for any TOE to pass the evaluation, but the assumptions in security proofs are
not fulfilled in some cases.

To conduct vulnerability analysis and testing upon the TOE, it is often necessary to restate, modify, or relax the
assumptions in security proofs to be testable and preferably quantitative in terms of physical parameters or
characteristics rather than remaining in strict and abstract descriptions that current technology cannot implement.
This document addresses the assumptions commonly used in security proofs of many QKD protocols, whose
concrete descriptions are provided in Section 9 and considers their corresponding testable physical parameters or
characteristics, hereafter referred to as “testable parameters/characteristics”. In Section 3, commonly used
assumption families are listed in Table 3-1, and the testable parameters/characteristics are mapped to each family.
Functional tests are derived in Section 10. When designing the functional tests and determining pass/fail criteria,
it is often considered that the achievable key generation rate should be practically relevant and not unnecessarily
restricted by the criteria of the functional tests.

The testable parameters/characteristics mapped to the assumptions in the security proofs can be linked to
appropriate functional test(s) in Section 10.

Regarding parameters/characteristics that are not tested, the developer shall create and provide the guidance to the
TOE user to ensure that the performance of TOE components related to those parameters/characteristics are

adequately maintained.

QKD 7w b aroietEid, HHEEmLEEL L CRFICEE I N Tw 5, Zhid, RiX n 3 s, &
FIROFHAEEFEZ FFOWBEICN L CLEETH LI L E2ERTS, ¥V 7 4ifHIZ. QKD ¥ 27 A ¢l
ENBT A4 ZDOFHER QKD 7 v b a L QWS ICB T 2IED T, QKD 7'v F a Al LeTHE T b
ERTODDTHS, X2V T 4iHIZ. QKD v AT LDORFEEMNEEET L ERET LV, L2 KSR
o, ZOXImtx ) 74T, FEFICTHERE T A4 ZRHEFIEATICKfE L CB 0, S5 R0 L
HKPBBEEINTWE, 20720, % DIREIRTELREE LU FoMBEN kxR L34 v, KET
X, 20 X5 KRB [N R ofOE L WS, —77, RN REECHEN LU 2RI OEL [H
FEHRE ] DIRGE & IS,
TOE icg# 3/ QKD 7'm F 2, Tli, (EEE*EE’JTZE%LI%%E’JT%%) ¥ 2 U7 4 GEBHORGE 23 I e 4
Wi 723 N5 LIRS, KE L 2SI T 5 TOE oFEICEH T 25 ([FERE] LI 5) & olbic
TNBEET 5, 2DXI BT hiF, EEINh/ QKD 7= b+ :/v%fbv KT 20REME2H Y, QKD 7'u k2
N DBTER R MEsItEE LCifbn 3 & CThH 3, PP ICHFA2ERKFIHE F 2 ) 74 FHICE T 3 E IFH
5T EICHERT ST L, PP OERFIHIE, FHliicHE&T 2 & D X 5 7% TOE Tk LT MEFICifzang b
DTH b,
TOE DMesatEntre 7 A P 2 EhiT 27201t £ OGE, REOHMCIFELETE v X ) LE TR
esdio ¥ i3kl %@%&ﬂ7x~ﬂ%%ﬁ@ﬁ£@&7xbﬂ ET, TERIERBNTH S XD,
v ¥ 2V 74 AHOIGE R TR, BIE. 72 3EMT 20823 H 5, 2OETIEH, <D QKD Fm 2
@%#1974ﬁ%@—&%C@%éhéﬁm%ﬁ@kﬁ\%@EW%&E&%9ET%@L\%ﬂ6_ﬁm?
%7 A L AJREIRYIBEIN 8T A — 2 72 13RE (BUT 7R MAfREAR ST X =2 /R L w)) 2Fx %, 3
X, MBI NBIREZ 7 TV % Table 3-1 12V A MLL, TR FA[REZR YT A —2 Fitk & 2 h T h
D77IViCwy ey g5, EEET A M 10 ETEHBINS, BEET X P 2&GEHL. AGHERMEZRES
BER, ERTREARSBAEGEE A FEH EERD 205 X9, 2 LT, HBEET R F OHHEIC X o TRMLEITHI
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[REN2FEDORWEL S ICHET S,

¥ 2 U 7 4RO FIEICHICH T b e T X M AfER 8T A — 2 KRR, 10 EO@EYI R ERET X g ) v
7IEBHILHBTE D,

TALEFML T A =2 SRRSO TR, BRE R LD 8T A =2 FEICB$ % TOE © 2 v R —%
v+ OUWREASEYNICHERF S LD X 5 4 X v A %RAER L. FIRE IRt 5,

Therefore, in the evaluation activity for the QKD protocol implementation:

it> T, QKD 7w b a v REDFHIT 2 7 4 €7 4 Tl -

(1) In ASE class:

The evaluator checks that the QKD protocol linked to the correct security proof already verified is assigned to
the SFR (see Subsection 8.2).

ASE 7 7 AT

Al X, BEICHEE I N EL e X2 U 7 48EHICY v 7 27z QKD 7'm ka2 SFR ICHIY 115 o
NCwdHEE2Fzy 7525 (82HZM),

(2) In ADV class:
ADV 7 7 X T,

3)

(4)

a) The evaluator examines that the behaviour of the QKD protocol described in the security proof is
completely and accurately instantiated in the functional specification and the TOE design (see
Subsections 3.1 and Subsection 8.3).

. X2 ) T4 EHICER SR QKD 7'u b a D3 F b, HERE R TOE it
T, jea, Ho. FRicER b ncw 2 2mEd 2 (3.1 HiKkU 83 HiSH),

b) The evaluator examines that the assumptions of the security proof are completely and accurately described
in terms of the testable parameters/characteristics in the functional specification or the TOE design (see
Subsections 3.1 and Subsection 8.3).

Hii#EE. 2 ¥ 2 ) 7 AAADERIES, TR FE[RER N T A — 2 SRR BlR o, e, Ho, IR
ICHERE(ERR £ 7213 TOE it~k E T 2 Ha A+ 5 (3.1 ik U 8.3 fiZ),

In AGD class:

AGD 7 7 AT,

The evaluator examines that the operational user guidance to provides a routine inspection measure to ensure

the performance of TOE components related to parameters/characteristics that are not tested (see Subsection

3.2 and Subsection 8.4).

A 1, FIFAEBRIETA Z v 2D, TAMEZEMLR\o8 T X — & /FEEIcBi# 4 2 TOE 2 v F—4 v b

DEREZRAES 2 720 DEMRM TR AR L T b 2 L 2l 32 (B.2fiL 8.4 HizH),

In ATE class:

ATE 7 7 AT,

a) The developer tests functional tests described in Section 10 as developer’s tests (see also Subsection 3.3).
FAFEF X, BIFEE T A P& LT 10 EOMAET X b 2 K3 5 (3.3 fHid S,

b) The evaluator examines that the developer’s tests demonstrate the behaviour of the QKD protocol
implementation described in the functional specification and the TOE design (see Subsection 3.3,
Subsection 8.5 and Section 10).

M 1. FAFE O T R b A5, BEEMLERS® TOE ikaticidib L7z QKD 7'm b arFEED L2 T vk
FIELTWw2 Z e emEd 5 (3.3 i 85fHiL 10 EHM),

c) The evaluator examines that the developer’s tests demonstrate the testable parameters/characteristics
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described in the functional specification and the TOE design (see Subsection 3.3, Subsection 8.5 and
Section 10).
A . FAFE O T A b A, BEEEMEAR £ 7213 TOE &Ehiciiii d /= 7 R P alfg7R ¥ 7 X — & /F§E
EFEALL T T LA 5 (3.3 i, 8.5 ik 10 S,
(5) In AVA class:
AVA 7 7 XT,

a) The evaluator assesses vulnerabilities caused by the deviations between the assumptions in the security

proof and the corresponding testable parameters/characteristics, and identifies possible potential
vulnerabilities in the TOE. It is not necessary to determine how this affects the security parameters (see
Subsection 8.6).
AVA 7 7 2, fHliF X, €¥ 2V 74 iEHOIGE &, ZNICKHIET 52 T X PATREZR ¥ T A — & Kk
DT NIRRT 2 g5tz 24T L. TOE CTrIEEMED & 2 B ERIMEss tE 238032, chdeF 2V 7
ARTRA=RICED X HIHET LR RET 2H4E TR (8.6 HiZH),

b) The evaluator conducts penetration testing for the identified potential vulnerabilities.

Al 1, B N ETERIE S TEIC O WTIR AT R P 2T 5,

1.4.3.Approval of security proof

This document assumes that the developer or the sponsor has submitted the security proof associated with the
QKD protocol to a responsible organization prior to evaluation process. Evaluation of the security proofs themselves
is not part of the evaluation for QKD protocol implementation. The security proof shall be approved by the
responsible organization. The responsible organization may take the opinion of experts, such as a standards
developing organization, into account for approval of the security proof. The developer or the sponsor shall provide
the evaluation body with the complete, correct, and comprehensible security proof and a detailed correspondence
of the assumptions in the security proof to the implementation as evaluation evidence.

COEF, FHREEZIEI AR =28, JHMli Yok 20, QKD Fu F aricBEMN T ONneF 2 ) T
4 AFHZ BB 2MMBICIRE L2 L ZHifEE LTwd, ¥ =2V 7 4 aEHAAROFHTGIZ, QKD v b2
REGFHE O CTlE v, ¥ 2 ) 745, BEOH MM L o AR IN BT NE RSB, BEDODH
kT, £ ¥ 2V 7 4R EKRT B0, FERREMMAG COFHETE 2 /v - T OREREZEEICAND
BB, BREELIHEEEIE. BT, EET, BEELLT Ve F 2 ) T 4EEHE, v F 2 ) T 4O
E & DT xf )b % . FHMAEIL & U CRHMiBERE ~ 24 L 22 1 4Lid 7 & 72,
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2. Evaluation method dependencies

This document does not depend on any other evaluation method.

Z OICE M DRI TR ISR L 72w,
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3. Required inputs

The required inputs from the developer are shown in the SARs refinements below.

BIFEE 25 DB AL, LUT D SAR OFffbIic T T w3,

3.1.ADV: Development
3.1.1.ADV_FSP.2.1C, ADV_FSP.4.1C

ADV_FSP.2.1C The functional specification shall completely represent the TSF.

ADV_FSP.4.1C The functional specification shall completely represent the TSF.
FEREILARIT I TSE 28] L RITIUTZR 5740,

Refinement: The functional specification shall completely identify the assumptions in the security proof.
The identification of assumptions should be consistent with the identification of the
assumption families in Table 3-1 and their detailed descriptions in Section 9 of this
document.

B2 k(A BEEHARIZ 2 F 2 U 7 4 BRI BT 2 IRE Z FE2ICHEHI L 2 T il e 57w, IRE DA

1. A3CED Table 3-1 DIREZ7 7 IV BLUZNLDFEMATIR (9 FE) 0FF| 2 BE
LTWBERETH 3,

The refinements of ADV_FSP.2.1C and ADV_FSP.4.1C aim at providing the knowledge for conducting
vulnerability analysis and testing upon the TOE, as described in the AVA and ATE classes, and require that the

assumptions in the security proof are completely identified in the functional specification.

ADV_FSP.2.1C xt* ADV_FSP.4.1C o&ffflft Tlix. AVA 7 7 AKX ATE 7 7 A Cidib X v T3 TOE <Xt
T OMEFIEINTE T A P 2T 2720 DM E 525 L2 HWE LTHEY, ¥ 2 ) 7 4iHICH T 2{0E
DEEREEARIC B W TRERICEHN I N T2 2 L 28K L TWw 2,

3.1.2.ADV_FSP.2.3C, ADV_FSP.4.3C

ADV_FSP.2.3C

ADV_FSP.4.3C

The functional specification shall identify and describe all parameters associated with each
TSFI.

The functional specification shall identify and describe all parameters associated with each
TSFI.

HEREIEARIZ, 75 TSFl IZBIET S TN TDONT X — 5 Zifi il e O L 72217402748 6 7%
b

Refinement:

AL

The functional specification shall identify and describe the testable
parameters/characteristics, which can be mapped to each of all the identified assumptions
in the security proof.

BREAREFIZ. 2F 2 ) T 4B TEN I W T RCORECHBMN TSNS, T
A AR T A — & /REZERAI L. SRR L 20 hiEZ b v,

The refinements of ADV_FSP.2.3C and ADV_FSP.4.3C require the identification and the description of feasible,

concrete, and preferably quantitative testing methods for the assumptions in the security proof. Therefore, testable
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physical parameters or characteristics shall be mapped to the assumptions in the security proof. For example, if the
security proof assumes that "the phase of the pulses are completely random", a good concrete description would be
"the phase of the pulses are indistinguishable from a random state using specified statistical methods". The
description of the testable parameters/characteristics should reflect either design target values or estimated values
based on existing knowledge of them.
In this document, the assumptions commonly used in relevant security proofs of the QKD protocol are addressed
and their concrete definitions are provided in Section 9. Their assumption names and the corresponding testable
parameters/characteristics are shown in Table 3-1. This mapping is provisional and may contain some differences
between the meanings of the assumptions and the corresponding testable parameters/characteristics. However,
identifying the corresponding testable parameters/characteristics in ADV activity and demonstrating them in ATE
activity is useful for AVA activity.
ADV_FSP.2.3C K U* ADV_FSP.4.3C OFHIML T, £ F 2 U 7 4 GEHIORIEIC 2T, FITARET, BRI T,
TEITERN R T A MTEEZREL, sl 3 2 2 ek EINDd, Lo T, 7 A ARG N T A —
SFFEZ. ¥ 2 ) 7 4O FREICNIEN T AT NIE Ao v, BIZIE ¥ =) 7 452 [Sr 20
DB TERIC T VXL TH D] LUEL T 2356, BN ZLGd & LT, v 2oL, f5E & hizfiat
MFEEZHCDE L 7V XLRELIXFITER V] LT 2DHBRGEL S, TAMARER ST A — & Rk DR
diE, FXEFEEEED. 2N 5B 2B OAERICHE D CHEEMEO W2 KRS R E TH 2,
AETIH, QKD 7m rarotFa V) 74 i TMRIVICHEH I N REZIY B, 9 BTZ2OBEMAKNZRE
LTS, ZNODIREDHLHTEMNIGT 57T A FAGERYT A — 2 Rtk % Table 3-1 IC/R33, ZDO=wy vy
FEEN LD DTHY | EDFIRE XIS 5 7 A FAFER N7 A =2 /Flk e ORlICE ToMEDrE L 5]
REMEAH 2, LHAL,ADV T 2774 ET 4B WTNIET 27 A P AHER ST A — X /FE 2R L, ATE 77
TAETARBWCENEZEMT 22 LE, AVAT 277474 ICBWCTHMTH 5,
Based on the mapping, each assumption in the security proof can be identified as either of two types:

(i) the assumption is described quantitatively and verifiable by functional tests,

(ii) otherwise.
If type (i) is the case, no vulnerability analysis is required. Otherwise, an assessment of vulnerabilities against the
attacks identified for the assumption is necessary.
If the security proof requires a privacy amplification ratio based on the assumptions of realistic characteristics, the
developer shall describe the testable parameters/characteristics corresponding to the implemented privacy
amplification ratio.

ORYEVZICEDE, X2 ) TARHICET 2K ER 2 2D 24 7O T I ICHHIND ¢
() OEDERMICEIR X4, HEET A M X > THGEEATRETH 5 T &,
(i) Z DA,
¥ 2 )74, BHENRRIEOHOEICED CENIME 2 L L T 256, SR, REINHE
HEHTRFBICN ST 2 7 A P[RR X T A — &2 SRR R L 22 1 U7 & 7r,
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Table 3-1: Assumption families commonly used in security proofs and testable parameters/characteristics

mapped to each family.

Classification

Assumption family and testable parameters/characteristics mapped to it

QKD

transmitter

Phase randomization

This family involves assumptions of the phase distribution of the light source, which is ideally indistinguishable
from a uniform random distribution. Detailed description is given in Subsubsection 9.1.1. The assumptions can
be tested by observing interference between the light pulses. This measurement tests the phase characteristic
of output from the light pulse source, rather than phase characteristic of output from the QKD transmitter. In other
words, the phase characteristic before attenuating is measured. (Optional) If the phase characteristic is
expressed using statistical characteristics, the statistical method should be identified.

Functional tests are described in Subsubsection 10.3.2.1 (also refer to ISO/IEC23837(2) 7.7).

The related penetration test is described in Subsubsection 11.1.1.

ZO77IVNTUE, SEIEOM AR OE THY | Z AU — 72T & B3 AR LK BIR D20, FEMM 727
1% 9.1.1 HiRB M, ZOEER. b IV AMO T EBIE T L THRAETED, ZORIE TILFE#EN LD H ) O
FRRRMECIL L VARSI N DR EZ T ANT 2, D FED ORI O ARFFEZRIE T2, (A7 T av) L
FRREMEA | SRR MR I L CRBLT 256 TOMEI FIEERET RETHD,

FERET ANT 10.3.2.1 IZFEIRS ATV 5 (ISO/IEC23837(2) 7.7 b DT L),

BRI HRATAME 11.1.1 TGRS TN D,

Photon statistics and intensity

This family involves assumptions of the photon number statistics, ideally such that the photon number in each
encoded pulse emitted from the QKD transmitter follows a Poisson distribution with a given mean photon number
u. Detailed description is given in Subsubsection 9.1.2. For decoy method, the test is sufficient to measure the
ratio of probabilities p(1)/p(2) for signal pulses and decoy pulses, where p(n) is the probability that a pulse
contains n photons.

Functional tests are described in Subsubsection 10.3.2.2 (also refer to ISO/IEC23837(2) 7.2).
ZO77INIHFHHEFOIREE S F», BIAEEIIZIE, QKD BHEEHNOLEFESNDEFF 5L SV AN D SE 74503, 7t
TEDTENAE § ORT VU HIHEOEEBERT 5, FEMA3H T 9.1.2 Hi2 M, Ta1E T, 5 LAk
T aA NV ADRESRE p(L)pR)D IAERETHT ANTH 43 ThDH, 22T, p(n)id, 7VLVAN n HONTEEFTeMERET
Hb,

BERET ANMT 10.3.2.2 IZFRE T4 (ISO/IEC23837(2) 7.2 bB IR DZL)

Degrees of freedom

This family involves assumptions of the degrees of freedom of light used by the QKD transmitter to encode the
information, ideally such that the characteristics of the intentionally unused degrees of freedom for encoding are
independent of the encoded photon state. Detailed description is given in Subsubsection 9.1.3. These
assumptions can be tested by measuring the characteristics of each encoded photon state of degrees of freedom
other than those used to encode the information. For example, if the polarization of photon pulses is used to
encode, the measurement includes the spectrum (wavelength), time waveform, and phase of the photon pulses.
Functional tests are described in Subsubsection 10.3.2.3 (also refer to ISO/IEC23837(2) 7.6).

The related penetration test is described in Subsubsection 11.1.2 (tentative).

77V, QKD HEEHIERER 5L T 2B T 5060 B HEDOUEE & T, FARIIZIT, 5 bD72
R EENAE R SR B U DRRED FF oAb S 7 IR B EITMNLL TOD ZENREFL Y, FEAIS DV TE,
9.1.3 HEZH, ZOMEIZ, FREMF LT DRI T2 8 LSO B B EOFR L IIE T 528 THRIESh
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Classification

Assumption family and testable parameters/characteristics mapped to it

Do BRI, ST VAR SIS NS5 E . MIEIZITE TSIV AD AR T A R) | REFEIE ., AL
R E FND,

FERET AMT 10.3.2.3 IZFEIR STV 5 (ISO/IEC23837(2) 7.6 L&D ZL)

BR T DR AT ANE 11.1.2 H (B E) ISRk & T,

Security and cryptographic boundaries

This family involves assumptions of the cryptographic boundaries of the QKD transmitter, ideally such that no
reading of the internal settings of the QKD transmitter unit can be conducted from the outside, nor any
modification of its internal components. Detailed description is given in Subsubsection 9.1.4. These assumptions
correspond to the assumptions of the PP concerning physical protected environment. If the transmitter
implements a countermeasure against optical injection attacks, its functionality must be verified.

Functional tests are described in Subsubsection 10.3.2.4 (also refer to ISO/IEC23837(2) 7.8, 7.9, and 7.10). The
related penetration test is described in Subsubsection 11.1.3.

ZO7 7, QKD EEHOIE S HEFUCI T HAGEN S EhL, BIARRYIZIE, QKD E{F 2=y hONERRRE DRt A B
DITANIABIE AR RETHY . N R — R MOEFEL RN A RETHD, FMiT 9.1.4 HASR, ZOREIL. ¥
FRANCARES NI BRBEIZBE T2 PP ORMHESRIFICKIIES LD, EEHEDIEIE BB T 25 R A EEL T D35
B ORI MGET DU ENHD,

HERET AT 10.3.2.4 ISFEREN TV 5 (ISO/IEC23837(2) 7.8, 7.9, 7.10 bEIRT524)

BRI HERAT AME 11.1.3 TGRS TN D,

Accuracy of the encoding

This family involves assumptions of the accuracy of the encoding, ideally such that the QKD transmitter
modulates a characteristic of the photon state to the expected value. Detailed description is given in
Subsubsection 9.1.5. This assumption is tested in terms of fidelity or distance between the ideal photon states
and those under examination.

Functional tests are described in Subsubsection 10.3.2.5 (also refer to ISO/IEC23837(2) 7.5).

The related penetration test can be performed by the method described in Subsubsection 11.1.4.

ZO7 7V, FFHALO MM T AICEN & EAL, BAARNITEE L TIREBOREZ R EIC AR 2,
FEICOVWTIE, 9.1.5 HAZMOZL, ZOMEITEAARZOL FIRIEL R A Th O FIRIBL DO 0> K F72 13 R
B BLE D DRRGES D,

HEET AN 10.3.2.5 [CREREAL TV A (ISO/IEC23837(2) 7.5 b & T 52L),

BRI 2R AT AMT 11.1.4 TITFER SV TOD T IEITHES TITHTEN TED,

Independence of adjacent pulses

This family involves assumptions of the correlation between adjacent pulses, ideally such that the intensity of
emitted pulses is independent of the intensity modulation pattern. Detailed description is given in Subsubsection
9.1.6. These assumptions can be tested by measuring correlation of the pulse intensities to the adjacent pulse
states.

Functional tests are described in Subsubsection 10.3.2.6 (also refer to ISO/IEC23837(2) 7.4).

ZO77IVNE, BHET D OV ADO MBI DA E A P BRI IR OV A D BREE IS G0 BE AR GRS 5 — AR AT L72
W, FEMIE 9.1.6 THE SR, ZOMREIL., BEET 5 UL RRREIZHRF 5V A E O A E T 52 & TRAEES L
2o

H¢RET AN Subsubsection 10.3.2.6 (ZFEikEi T (ISO/IEC23837(2) 7.4 B DI L),
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Classification

Assumption family and testable parameters/characteristics mapped to it

QKD receiver

Detection efficiency

This family involves assumptions of the detection efficiency of the detectors, ideally such that it is independent
of each basis or bit value. Detailed description is given in Subsubsection 9.2.1. These assumptions are tested
by measuring the detection efficiencies of the photon detectors. If mechanisms are implemented to counteract
differences in the detection efficiency, a function test should be performed to confirm the validity of the
mechanisms (reference to specification of the mechanisms).

Functional tests are described in Subsubsection 10.3.3.1 (also refer to ISO/IEC23837(2) 8.2).

ZO77IVE, BREEROM B EORE L A, BRI RO RN LR F Iy y MEIKF L
VY, BRI 9.2.1 HAZRRDZE, ZOMUEIR, ST RRIINEROR H R EHE T DL THEES LD, MHZIROZER
BT DA A LN EIESN TODIG A, TDAN =R LD R LB VEEHER T DI2DITERET ANEITIRETHD (£
H =X LOMERE B I) , BEHET ANT 10.3.3.1 IZIR <531 TW 5 (ISO/IEC23837(2) 8.2 bE DT L),

Degrees of freedom

This family involves assumptions of the degrees of freedom of the detection unit used by the QKD receiver,

ideally such that the detection unit reacts always in the same way irrespective of the degree of freedom into

which the quantum signal is encoded. Detailed description is given in Subsubsection 9.2.2. These assumptions

can be tested by measuring the detection efficiency of the photon detectors. In this measurement, photon

characteristics are varied in the designed range for all the degrees of freedom of a photon.

Functional tests are described in Subsubsection 10.3.3.2 (also refer to ISO/IEC23837(2) 8.2).

The related penetration tests on {time, wavelength, polarization}-shift attacks are described in Subsubsection

11.2.1, which can be waived, if the receiver passes the function test described in Subsubsection 10.9.2.2.
o7 7V, QKD ZEMTHEHENMIL 2=y D B R EDIRELE . BANIZIEFE SN EINsA

HEDEGWICEDLL T, Bl o=y MRFICRICHIECTRIGT 5, dEMeBIIE, 9.2.2 HAZ R, ZOREIE. b

TR EROR R ZNET DL TRIES D, ZORE TR, SEFORED, T O ~TOHHEITHL TH

SN TET D,

{RFR . PR L RDE-S 7 MBI B D B DR AT AMIOWTE, 11.2.1 IHTRHS T\, 72720, 10.9.2.2

HTHASILTODHERET AMIZEHA G L T HEEIE, ZNHDT ANIMLATIT RV,

FERET ANT 10.3.3.2 IZFEIRS AL TV 5 (ISO/IEC23837(2) 8.2 L& DI L)

Security boundary on optical channel

This family involves assumptions that no reading of the internal settings of the QKD receiver unit can be
conducted from the outside, nor any modification of its internal components. Detailed description is given in
Subsubsection 9.2.3.

These assumptions correspond to the assumptions of the PP concerning physically protected environment.

If the receiver implements a countermeasure against attacks, such as Trojan horse attack and back-flash attack,
its functionality must be verified.

Functional tests are described in Subsubsection 10.3.3.3 (also refer to ISO/IEC23837(2) 8.3, 8.4 and 8.5).

The related penetration tests described in Subsubsection 11.2.2 can be waived, if the receiver passes the
function test.

ZO77IViE, QKD X5 2=y OWEER EZIMB LR A -T2 W= N — R M EH LD 5283 T
IRNEVIUERE T, ML 9.2.3 HAZ DL,

ZOMGEN WERRNARES BRI 5 PP ORHESIFITHH G T2,
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Classification

Assumption family and testable parameters/characteristics mapped to it

ZEBEP A DRBEHER NI T Ty a W E DR 5T D% K E FEEL TWDLIGE | ZOMRBIEAMRGEL
ADF (N ECA SRR

HERET AT 10.3.3.3 IZRRIREN TV 5 (ISO/IEC23837(2) 8.3, 8.4 BX N85 L, 2RI 524,

ZAEHOFERERBRIC AR LA, 11.2.2 ISFERSH QOB BIE T D2 AT ANIME TIER ),

Accuracy of the demodulation

This family involves assumptions that an ideal receiver can perfectly distinguish the two optical modes used for
encoding on the chosen basis. Detailed description is given in Subsubsection 9.2.4.

The functional test is described in Subsubsection 10.3.3.4.

The penetration test for the attack is described in Subsubsection 11.2.4.

ZO77VE, BRI, BIRLZ REOFF SRIZ AW BIL 20D N FE—RE BRI R TEH LWV
ExETe, (L 9.24 HEBROZL,

BERET AN 10.3.3. 4 JHIZFLR SN TV D,

OB THRAT AN 11.2.4 HITFIR SN TN,

Single-photon sensitivity

This family involves assumptions of the detection efficiency in the context of bright illumination attacks, ideally
such that the single photon sensitivity of the QKD receiver is not controlled by injected bright light. Detailed
description is given in Subsubsection 9.2.5. These assumptions can be tested by measuring the detection
efficiency of the photon detector under the illumination of bright light. A set of the functional tests are given in
Subsubsection 10.3.3.5 and 10.9.1.1 to evaluate the resistance against the bright illumination attack (also refer
to ISO/IEC23837(2) 8.6).

The penetration test for the attack is described in Subsubsection 11.2.3.

ZO7 7L, QKD ZEHED B —H T EENEAS NI Lo THIEISN RN WO R EE G T, FEflliE 9.2.5
HEZ M, ZORET PO R TIckiT 2 B—20F B HZs ORI REIE T 52 L TRAES LD, BIGHEIC
KT DMEZ A 3572012, —EOMRERERIE 10.3.3.5 BL1 10.9.2.1 [ZFE#iE TV 5 (ISO/IEC23837(2) 8.6
HEHRTHIL),

RATANT 11.2.3 HIZFER SN TVD,

Recovery or dead time

This family involves assumptions of the dead time of the photon detector, ideally such that the photon detector
in the QKD receiver always detects a single photon. In other words, the raw data excludes the detection events
during the dead time of any photon detectors. Detailed description is given in Subsubsection 9.2.6.

The test is similar to that for single-photon sensitivity, but attack should be done during the dead-time of the
photon detectors. The tests should consider properly dead-time width, detection window width of the photon
detectors, and gate pulse width for gate-mode detectors (if any). The functional tests are described in
Subsubsection10.3.3.6. (also refer to ISO/IEC23837(2) 8.7).

The penetration test for the attack is described in Subsubsection 11.2.5

ZO7 7V, PN BEO RIS DM R ORE LS 7, BIARRIIZIE QKD ZEROH— M BRI
Bt 232, VAR, 7 =23 B AR O T yRZA L O A~ M RSV 2, 76
X, 9.2.6 THESMR,

ZOTAMIE NIRRT 27 AR BPL TODA, MBI F RSO T v R A L PIATI R EDR S
Do ZOMBRTIL, T yRFA LG, B RILEROMR LT NUlgE, 77— e— R GLU T 2546) 7 —h3
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Classification

Assumption family and testable parameters/characteristics mapped to it

NVANBE YN B BT DNENSHD, FERET AME 10.3.3.6 IZFEdELTVW5 (ISO/IEC23837(2) 8.7 b2 R4
g:)o
BATANT 11.2.5 HIZFLR S TUD,

Whole of the
TOE

Calibration

This family involves assumptions of calibration, ideally such that the optical signals exchanged in the Calibration
phase and the data exchanged in the Post-Processing phase cannot be exploited by attacker to enhance her
attack against the QKD system. Detailed description is given in Subsubsection 9.3.1.

Functional tests are described in Subsubsection 10.3.4.1 (also refer to ISO/IEC23837(2) 9.1 and 9.2).

The related penetration tests described in Subsubsection 11.3.1 can be waived, if the receiver passes the
function test.

This assumption corresponds to the specification of the calibration. The developer should refer the specification
in the functional specification or the TOE design.

ZO77INE, FXVT L —Ta DIRELRE F BABENIE, YT L —1ar 72— XA TRMENDNAZ 5L, hIL
BT 2 — X CRMSINDT — XL, WEE D QKD AT Mkt W B A L T D72 DICRI 352 L TEAnz e
EEWT D, FEMIE 9.3.1 HESBH,

HERET AMT 10.3.4.1 IZREIREN TV 5 (ISO/IEC23837(2) 9.1 BL 9.2 LB L),
SASHEDBERET ANC A L2546 1L.3.1 H TSN TW A BEDR AT AN RBREND,

ZOWREZ, Fr VT L —a DHARIIRHET 5, BIFEE L, BRELERE/21X TOE REDOIHRESRIH&TH
7

o

Stability of the light source and the photon detector

This family involves assumptions of the stabilities, ideally such that the QKD transmitter and the QKD receiver
are typically assumed to remain stable, and the characteristics are the same as when they were characterised.
Detailed description is given in Subsubsection 9.3.2.

Functional tests are described in Subsubsection 10.3.4.2 (also refer to ISO/IEC23837(2) 7.3).

This family corresponds to the stability of the light source in QKD transmitter and the photon detectors in QKD
receiver. The developer should refer the user guidance statement which is required by the refinement of
AGD_OPE.1.5C in Subsubsection 3.2.2.

ZO7 I, BEMDRE LR S ., HARRIZIEL QKD By arth, EEMEZEMITEE . ZELTIREEZHER L,
FEMEEMRE L RIS CTHLIEE BT 5, ML, 9.3.2 HAS M, HEE7T AME 10.3.4.2 IZRRBENTWVD
(ISO/IEC23837(2) 7.3 b DL,

ZoO7 73V, QKD EEHEOETFIRE QKD ZAFHOH —Str M Has DL EMITIS T 5, BIFEEIL, 3.2.2 THD
AGD_OPE.1.5C DFHLIZ K> THERSNORIHE I AL L ART — A M B IRTHRETHD,

Robustness against provoked damage

This family involves assumptions of robustness, ideally such that the light source in the QKD transmitter and the
photon detectors in the QKD receiver works properly. Detailed description is given in Subsubsection 9.3.3.
Functional tests are described in Subsubsection 10.3.4.3 (also refer to ISO/IEC23837(2) 8.9).

This assumption corresponds to robustness of the light source of the QKD transmitter and the photon detectors
in the QKD receiver. But no countermeasures are currently known to completely prevent damage to the light
source or the photon detector. The developer should refer the user guidance statement which is required by the

refinement of AGD_OPE.1.5C in Subsubsection 3.2.2.
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Classification | Assumption family and testable parameters/characteristics mapped to it

ZO77INFB RO EE & # FFEIIZIE QKD HEHO Y TIHE QKD MO B —t 7 /iHigs (ZH
ELTWDI L2 EWRT D, 7ElIT, 9.3.3 HESH,
FERET AMT 10.3.4.3 IZFEIR STV 5 (ISO/IEC23837(2) 8.9 b D),
ZOMGENE, EEHOIETFIRE GO B L F RGO R RIS T 0, Lol BFREHE DL FHHGDRE
% SERIZBA T2 OXPURITBLIRF A TIX S TR, BIFEE X, 3.2.2 THO AGD_OPE.1.5C DOiEffifkiz k-
TERSNADFAE AL LV AAT — AN BRTHRETHD,

Authenticated classical channel

This family involves assumptions of the authenticated classical channel, ideally such that the authenticated
classical channel provides assured identification of the end point from which channel data was sent and
protection of the channel data from modification.

Functional tests described in Subsection 10.2.

ZO7 7 IVERBREFE 2+ b T v R DIE R & 7», BARBNIIFRIER 7 T v 2T TF v RV T —HREEESH
Te U RIRA LV MDOBRFEENIZGA, R OBENSDTF ¥ 2N T — 2 OREEARMET DL THD,

BERET AN 10.2 HilCRER STV D,

Random number generator

This family involves assumptions of the random number generator, ideally such that the random number
generator provides random bits that meets the defined quality metric.

Functional tests described in Subsection 10.6.

ZO7 7 INTEBE KA OB EZ G A, FARRNITE I A S E RSV B OS5 2825 T,
BERET AT 10.6 FilCFLIB ST D,

3.1.3.ADV_ARC.1.2C

ADV_ARC.1.2C The security architecture description shall describe the security domains maintained by the
TSF consistently with the SFRs.
tF=z Ty T—F T FridaiE, TSF ICL o THFSASEF=2 V7 FAL
&, SFR & —HA 7 S/ Taduh LTI 67480,

Refinement: The developer shall describe how to isolate the environment used by untrusted users.
FAAL - FAFE X, BECERVIAEFHER T 2REZ, LORICLToMT 5 02Rd L&l
ik oiwn

Security domains refer to environments supplied by the TSF to separate domains for use by potentially-harmful
entities; for example, a typical secure operating system supplies a set of resources (address space, per-process
environment variables) for use by processes with limited access rights and security properties. Such domains
depend on the SFR described in the ST. For example, in the ST which is compliant to [PP-EAL4], the
Administrator and Maintainer are trusted due to assumption A,Maint. But Key Requester and Auditor may not be
trusted. If the processes run by such untrusted users exist, it may be harmful. So the environments used by such
process shall be security domains.
¥ 2V T4 FAXA VL, TSF GCJ:o'C?/%f INd. BERARREEH LTV T4 T 4 BMEMT 2 VAL v
SHET 2720 OBREERIET, HlAE, Rt F 2T ARARL =T 4 VIV RT LT, T AP F
2 ) T ARESHIR I A7 e RIC X VRSN —HOER(T F L RZER, 7TrtRT L OBREA R L)
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PRREE NG, oL BN AL VI, ST TRlidE T\ 3 SFR ICkfFS 5, fil 21X, [PP-EAL4J#E#ld> ST
T, AifEsfF AMaint ic X b, HHEE LRTFHEYFIIEHETE 2, 2L, #Y 72 LBEEANIFEHTE
BOHREERH 2, b L. TNODEETE R WAHENETT 270 ABFEET 201, ZNIEFHETDH
AR D 5, (o T, ZDXHI BT v A THAINIER ITF 2V T4 F ALV TH D,
On the other hand, in the ST which is compliant to [PP-EAL2], the operator and all IT products are trusted due to
A.OPERATOR and A.IT_PRODUCTS. Since any actions on behalf of users are not allowed before the user is
authenticated, no processes run by untrusted users exist if the developer implements SFRs completely and
accurately. Therefore, security domains are not necessary.
—77. [PP-EAL2]#E#fll> ST Tlk, A.OPERATOR & A.IT PRODUCTS iIc XV, A _L—&x—2t4To IT &
mIIfEHEHCTE 3, FIHEDIRIEE 12 T CHHFICRDb o TEITEINE T 7Y a VIFFFRI I N TR W, B
F# DS SFR #5E@2p DIEMICFHEL T o ol FETELRCHMELIEITT 2 70 v RBFEL RV, D
TV, X2V T4 P AL VBB ERN,

3.1.4.ADV_ARC.1.4C

ADV_ARC.1.4C The security architecture description shall demonstrate that the TSF protects itself from
tampering.
tF2 VT T —F T2 Ty glubid, TSE BEEIA6 H o HSER#ET S 2 &%
LRITIUTZR B0,

Refinement: Active probing attacks via the QKD link are considered as attacks that tamper behaviour of
the TSF. The security architecture that resists such attacks is one of TSF's self-protection
mechanisms. The security architecture description shall contain how the TSF resists active
probing attacks and achieves self-protection.

FEMEAL - QKD V¥ 27 %N L7725 4 77u—vy VKB i3, TSFOBE2RIATIHELE
BENDE, TOXS HBRBICEN TS5 €F2Y T4 T —F77F %k, TSF D HCIR#EA
AEXLD1DOTH5, kF2YT4T7—F77F ¥iddhid. TSFBRLEDORRICLTT 7T
4 77—y KBCENL., BCREEZERT 2052 T0IEE LR,

The self-protection mechanism shown in the refinement is related to FPT_PHP.3 in the PP. Even if the
specifications for implementing FTP_PHP.3 are shown in the functional specification and the TOE design, the
developer shall comprehensively describe which specification resists what type of the attack and how resists the
attack in the security architecture description.

IR T T 2 AR A 7 =X 20%, PP © FPT_PHP.3 <3 %, FTP_PHP.3 % £¥4 2 7z 0fl:
BeAs, HREfLARE TOE BGHIRIN T4 TY, RER, X2 ) 747 —F7 7 F vl T, Lotk
A LD 24 7OKBIHEITIL . L ORRICBIBICIRITS 2 222 @FEICEE L 2 T 0id 72 5 7w,

3.1.5.ADV_ARC.1.5C

ADV_ARC.1.5C The security architecture description shall demonstrate that the TSF prevents bypass of
the SFR-enforcing functionality.
¥z 7 T—F T2 Fgiubid, TSF 5 SFR EREREIEDNA NI < & & F
FE LRI 572000,

Refinement: Side channel attacks over the QKD link are considered as bypass of the SFR-enforcing
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FHMAL -

functionality. The security architecture that prevents such side channel is one of TSF’s
bypass prevention mechanisms. The security architecture description shall contain how the
TSF prevents side channel attacks.

QKDY v 7 L% 4 FF v 2 VIKEIX, SFR EMBED N4 SR L RAREh3, 20k
IBFAFF AN EYILET 22X 2 T4 T —F727F ik, TSF D[ ~2BGIEA
H=RXLD1DTHb, k¥ =2) T4 T —%77F vilahit, TSF B EDORRICH A FF v
ANVBREF S EERTNIERD RV,

The bypass prevention mechanism shown in the refinement is related to FPT_EMS.1 in the PP. Even if the

specifications for implementing FPT_EMS.1 are shown in the functional specification and the TOE design, the

developer should comprehensively describe which specification prevents what type of the attack and how counters

the attack in the security architecture description.

FLICR N T BN SRBfIEA S =X 20%, PP @ FPT_EMS.1 IcBi# L Cw» 3, FPT_EMS.1 % 3%

% e OftkA, REfbEk L TOE BGHIR I N TW 2 HA T, AR, v*2) 747 —F7 7 F v
T, COMMERLED XA TOWEEIEL, & X5 ICKBICHYIT 20 2 AFENICER T2 XETH 5,

3.2. AGD: Guidance documents
3.2.1.AGD_OPE.1.3C

AGD_OPE.1.3C

The operational user guidance shall describe, for each user role, the available functions
and interfaces, in particular all security parameters under the control of the user, indicating
secure values as appropriate.

FIHEHAED 1 572 X T, FIH A RERRERE S A4 > 5 — 7 = — X, FRICFTZ DERETIZ
HESITNTCDEF=2 VT g NTFA =% LB T2 72 Barm L, FIHED
RFY T BN G L 7RI1TFUETR 5720,

Refinements:

AR -

The operational user guidance shall provide a procedure for each user role to limit the value
of the key establishment attempt counter to secure range. If applicable, the guidance shall
contain secure value of the attempt counter threshold. And any security implications related
to the management of attempt counter limit shall be detailed.

MAZRETA X R, BATAY V2 OfEZ € F 2 7 HEHICHIR S 5 720 OFAIHE
REOFEZREE L 2 TR oAV, REUT2HE. TA X VRIZ. BT VXL EW
HEOe* a7 fE2 & a0 Rbk v, ¥, BTHY V2FHIRERCEET 2 ¥
2 Y T4 ~DOEEITOVWTHOFHLAFHINATNIER D R,

3.2.2.AGD_OPE.1.5C
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AGD_OPE.1.5C

The operational user guidance shall identify all possible modes of operation of the TOE
(including operation following failure or operational error), their consequences and
implications for maintaining secure operation.

FIHZEHAED 1 572 R 12, TOE DELED T T D EJERF — MEZHRFZ D D D
E& 510, €6 DFR, RNE F 2 7 REH&HEFRFT 570128270 2 & ikl LR
VTR 580,

Refinements:

FEMIAL -

The operational user guidance shall provide the TOE user with routine inspection measures
to ensure that there is no performance degradation due to aging in and no damage to the
light source in the QKD transmitter and the photon detector in the QKD receiver. The
guidance shall contain necessary user actions to maintain secure operation if any
performance degradation or damage is identified in either component.

MAFRIEST A XV 213, QKD XEMDNIH . QKD REMD Bt FRINARICREER
ftic X 2RSSRV L, BESAV L 2HRET 220 DEHNERETER %,
TOE FIAFICREL 2T hida b v, H4 XV, wInr a0k stE ik
BEISRHINHEIT, X 2 7 RERAZERT 3 O ICRBRAAEZET 7va v b &
ATORIFNIEZE D v,

3.3.ATE: Tests
3.3.1.ATE_COV.1.1C

ATE_COV.1.1C

The evidence of the test coverage shall show the correspondence between the tests in the
test documentation and the TSFls in the functional specification.

TR PN = DL, TR AR 551 S 7 X~ & BERELERIC F517 5 TSI &
DI DS I & s LIRITHUER 5720,

Refinements:

FHL

The evidence of the test coverage shall contain the correspondence between the tests in the
test documentation and the testable parameters/characteristics mapped to the assumptions
in the security proof in the functional specification.

TRAMANL Yy PO, TR FEHAERNC BT 5T R+ L, BREIRRICE TS F 2
Y7 4EADIREICey Y LT R MR T A — & /Rt L OO G2 & %
BRIl d kv,

See Table 3-1 for the mapping between the assumptions in the security proof and the testable

parameters/characteristics.

tF 2 ) TAHDIRE L T A FAJRER AN T A =& Rkt o~y v v 7iconwTi, Table3-1 &Mooz &,

3.3.2.ATE_COV2.2C

ATE_COV.2.2C The analysis of the test coverage shall demonstrate that all TSFIs in the functional
specification have been tested.
TR RGN = DRHIE, BEFEILFRIC 1T ST XTOTSFI ST X pEATHSE D&z
FEAGF LR ITIUTTZ B0,

Refinements: The analysis of the test coverage shall contain the correspondence between the tests in the
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test documentation and the testable parameters/characteristics mapped to the assumptions
in security proof in the functional specification.

FEAI - TAMAANL Y VOSHIE, TR FEERERC BT 2T X b e BRIk TS ¥ 2
Y7 4EEADIREICey Y LT A MAJRER ST A — & /R L O ONIE 2 & %
e F il o kv,

See Table 3-1for the mapping between the assumptions in the security proof and the testable

parameters/characteristics.
¥ a2 ) T AMHADRIEL TR FARER T A =2 SRR O v v v ZIC oW TR Table3-1 22D 2 &

3.3.3.ATE_FUN.1.1C

ATE_FUN.1.2C The test documentation shall consist of test plans, expected test results and actual test
results.
TR PGB FHT, T X FFHE, IS S TR PR, R OVEBED T X PR
S ZFVRITINTZR 5720,

Refinements: The test plan shall include functional tests described in Section 10.
7 A MEHENT 10 ZOBRET X P 2 & T AT NIEAR L RV,
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4. Required tool types

The functional tests and the penetration tests identified in this document require some optical tools. The tools are
listed in Table 12-1. The developer and the evaluator may choose the required tools for each functional test or the
penetration test.
COXLETHAMEINTOBHWEET A P LRAT A MR, WL DDA EGE LI 7 5, HdR13 Table 12-1
ICY R P INTW D, FHFEH & AHEH 12, BAET A P ERRBAT A P S LI BB AR 2B IRL TX v,
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5. Required evaluator competences

The evaluator for the QKD modules shall be able to link the penetration tests shown in Section 11 to the
implementation of the TOE and shall be able to judge the validity of the results of the penetration tests. The
following knowledge is required.
QKD &¥ifig 1. TOE DFEZEIIH LT, 2D SDICRINIZEBAT A ZHUDF 2 B TE, RAT A
N ORERDOZYIEZHWITE R T NIE R DR, RO KD BABILETH S,
1. Basic knowledge of the QKD Protocol
B HEGE 7 0 b a0 EARK) 7 8w
2. Knowledge of CC to understand PP and SD
PP KU SD %S 5 720 D CC DA
3. Knowledge of QKD module
QKD & ¥ 2 — L DA%
A. tounderstand vendor QKD protocol implementation and QKD module security architecture
Ry Z—D QKD 7m b aLFEEL QKD £V a— At X2 VT4 T —F 77 F X 2 HET 5729
B. to select appropriate penetration tests that can test vulnerabilities of the TOE, understanding vendor's
QKD protocol implementation and QKD module security architecture and to build the penetration test
step by step
RYZ—D QKD 7u b arpEHEL QKD €Y a—A+tx 2 ) T4 7T —F 727 F ¥ DHfE 5, TOE
DIfestE% 7 A P TE2RAT AP ZEIRL, X7 v 7 NART vy T TRAT AN 2HETE 2
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6. Requirements for reporting

The evaluation activities in this document start from SARs and are defined in conjunction with CEM work units.
Therefore, the evaluator may include the report of the evaluation activity in the report of the CEM work unit.
COXEDOHET 774 €T 41X SAR2LIHEE YV, CEM YV —72a2=y F e HlAGDETERINT WS, o
T, @Hili#iE, CEM 7 =27 2=y b OREGEIEAFHIT 7 7 4 €7 4 OfEEZ GO TL
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7. Rationale for the evaluation method

A rationale is given at the level of the evaluation method below to show that the derivation of the evaluation
activities in an evaluation method, from the original work units in the CEM, is appropriate.

A 223517 B7Fl 72 7 ¢ 7 4 73, CEM Dap D7 —2 2= > f b1z X 17 = & o8 T 1A%
FIM 250D L~ T T,

This may be given either at the level of the evaluation method, or at the level of individual evaluation activities.
ZUE, FHIED L~k XG4 DFF 72 7o BT D LI DINTANTER S ISR TES,

The following rationale shows that the evaluation activities in this evaluation method are appropriately derived
from the original work units of the CEM at the level of the evaluation method.

KITR TR, COFHliFEICE T 25H0T7 77 4 €7 425, CEM OJtD YV —7 2=y 2 b8 x
N2 ek, FHITED L~ TR,

The evaluation method shall include a rationale that the derivation of the evaluation activities from work units in
the CEM.

FEM 51T CEM D — 2 2= FISBEEl 7 2 7 B o B8 1T 5 72 O DIRI 5 F 21T U706 7000,

That rationale may contain an explanation of why work units were modified for the scope and depth of an
evaluation of a specific technology or TOE type.

F DRI, FFE DL K I1FTOE BEFDZIM DFIPHL NREX DE DIz, WD —2 2= FITED B X770
DHW & 505 = LN TES,

The TOE to which this SD applies is QKD modules that implements Decoy-state BB84 with time-bin encoding,
one of the QKD protocols. The deviations between the assumptions in the security proof and the actual TOE
characteristics corresponding to the assumptions may compromise the security of the QKD protocol and should be
treated as potential vulnerabilities in the QKD modules. Since there is no original work unit that handles such
deviations, the evaluation activity was derived.

2o SD &5 TOE 13, QKD 7'v b 20D—2TdH % Decoy-state BB84 with time-bin encoding % %
L7 OKD £V 2—1rThd, QKD 7B b ar Tk, ¥ =2 7 45EHICE T 2{E &, (RECHRIET 5E
B<o TOE oFitkt oo 2s QKD 7o b ardtF 2 ) 74 2ERICE S HREMERH H, QKD €9
—NMCBWTZ DT NEBENNEIHEL LTSI RETH 2, 20X BnThelrcoy —7a=y MIHE
Liwko, fHii7 774 €7 4 #EH L7,

The rationale shall further state how the evaluation activities it contains address all aspects of the action elements
in CC Part 3 to which they apply.

CORIT, X512, EDFM T2 74 ET 125, #HIHNE CC NP3 DT 2g Tl X fPDOETD
IETIZ & D D IZX T 5 D& b~ 1T U778 5780,

The developer action elements use the elements already defined in CC Part 3 without modification.
FFET 7vavzL XV i, CCPart 3 ICERFADIL AV M 2ZDFEEMHT 5,
The content and presentation elements are defined in Section 3 by detailing the information required for the

evaluation activity.

33




NE R LAY MiE, FHii7 7 74 €7 4 Bzt L < 3FEIERL T2,
The evaluator action elements use the elements already defined in CC Part 3 without modification.

FHiiE 7 7> a v L AV PiZ CCPart 3 ICERFADIL AV M 22D F RT3,

It shall also justify that the manner in which the action elements or work units are addressed is complete with
respect to the evaluation context in which the evaluation method is intended to be applied.

A 5D HPEXK S TO Sl = > 7 F X MCHL T, 72723 T X P RIZT =2 2= P
TS LR TEETH S Z & FIETE LRITILR 5300,

The unique context of the evaluation for the QKD protocol implementation involves assessing the deviations
between assumptions in security proofs and the actual implementation characteristics of the TOE, as well as
evaluating the vulnerabilities arising from these deviations.
Section 1 addresses these aspects by mapping the testable parameters/characteristics to the assumptions and
integrating them into functional tests, ensuring a robust evaluation framework tailored to QKD protocol
implementation. The evaluation framework is structured using assurance classes: ASE, ADV, ATE, AGD and AVA.
Each class provides specific procedures for evaluating the QKD protocol, including identification of a security proof,
examining functional specifications, conducting functional tests, maintaining performance through the operational
user guidance and assessing potential vulnerabilities.
In Section 3, the content and presentation elements are detailed, and the necessary evaluation evidence is identified.
In Section 8, the following evaluation activities are also defined:

identification of security proofs and QKD protocols in the ASE class,

instantiation in specifications and design documents in the ADV class,

demonstration through testing in the ATE class,

maintaining performance through the operational user guidance in AGD class, and

vulnerability analysis in the AVA class.
The developer action element and evaluator action element remain unchanged.
By maintaining these elements, it ensures that evaluators can effectively obtain the necessary evaluation evidence,
assess the deviations between security proofs and implementation, and thoroughly evaluate the behaviour of the
QKD protocol, thereby ensuring that all elements and work units are completely addressed.
QKD 7u b a Ao FEICHT 2o —ERa T3 A M, X2V T4 iHIcE T 3KE & TOE DFEEE
DRIEFE L OO ThEFM T2 2L, BIXOIhooIT N oAU 2MMHELZFHIT 22 L TH D,
1#E T, 7R FATRER ST A — 2 /R R IGEIC~ vy € v 7L, ZNEBEET A PICHid T LickoT,
DAL L, QKD 7ot a v OFEEICEDLELRELRFHE 7 L — L7 — 27 Z{RAET 5, FHili OFLH AR 1T,
ASE. ADV, ATE, AGD. AVA & W5 {RiL7 7 AZ AL TRIE N2, %7 7R, £ F 2 U7 4G O
A, PR RR oA, BEET X b D%, FIHEERIEN 4 £ v 2 X 2 MREMER:, EBTER e Mas9 1k o 1AMl 72 &\
QKD 7o + a v oFffiic Fit L 7= FIE Z2 feft 5 5,
SETIE, WALEBRILAY MCOWTRRAL, B AdHlic T v 2R 25ET 5,
BETIZ, UTOFHIET 7 T4 €7 4 S EXKT S ¢
® ASE 77RiCHFbtx=2V T 4itHE QKD 7'u F a1l
ADV 7 7 21281 & s R OGRS~ B4RL,
ATE 7 2 212313 57 A b ic X 2 3,
AGD 7 7 R EF 2HMERIEN A X v R X 2 MEReEHER. B L O
AVA 7 7 R sF 2 MagstEair.
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INHDILAY MRS 5 2 LT, FHEiE S B AR FHE AL 2 SRS AT L, ¥ 20 7 4G L EED
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8. Evaluation activities
8.1. Objective

Evaluation Activities (EA) aims to support evaluation for the SFRs of QKD protocols associated with security proofs
in the ADV class, evaluation of developer tests in the ATE class and analysing vulnerabilities in the AVA class. The
evaluator performs the work units as presented in the CEM. In addition, the evaluator ensures evaluation evidence
satisfies EAs specified in the following subsections.

EA X, ¥ 2V 7 4% -7z QKD 7’1 b 249 SFR @ ADV 7 7 2D, ATE 7 7 ZAOFRET A T
DM, AVA 7 7 ZDHfagta iz R — b 32 2 L2 HIE LT3, fHiliE i CEM IR I TW3 X HIC
V—2az=y P RETT L, I oIC, Ml E. FHERELO L T O CIRE I N TS EA 2L TWwE T
ZIRALS %,

8.2. ASE: Security Target Evaluation
8.2.1.ASE_REQ.2-11

ASE_REQ.2-11 The evaluator shall examine the statement of security requirements to determine that all
assignment operations are performed correctly.
AT 1%, TN TDOFIHIEPIE L S ETTINE S ZRET SO, tF= VT
BFDR T — p A P EFRE LRI 5780,

Evaluation Activity:  For assignment of QKD protocol, the evaluator shall check the protocol is associated with
to security proofs approved by a responsible organization.

i 727474 QKD Fu bt arodffiFicBL T fHfiE . 7o b aricEFEod 2B X o TH&
BINTex 2 ) TAHARMEo CwEZ 2 F v 7 LTI E LR,

This evaluation activity is related to the assignment for the extended SFR FCS_QKD.1.1 defined in [PP-EAL4] or
[PP-EAL2].

ZOFHET 2 7 4 €7 4 1%, [PP-EAL4] % 72 12 [PP-EAL2] TiE £ & L7z L3k SFRFCS_QKD.1.1 D EIff 13 1 B
LTw3,

8.3.ADV: Development
8.3.1.ADV_ARC.1-2

ADV_ARC.1-2 The evaluator shall examine the security architecture description to determine that it
describes the security domains maintained by the TSF.
1%, TSF 124 o THERFSASEF 2V 7y PAXL 3t F2 7y 7—F 72 F
F RGN L TS =& FRET B7E012, F Dt E 2 L7217 HILR 5720,

Evaluation Activity:  The evaluator shall examine the security architecture description to determine how the TSF
isolates the environment used by untrusted users.

FHEi 7 2 7 4 €7 4 #HlliE X, TSF 25, BECZAVWHAESERT 2REZ. CoRicoMT 202 RET
BRI, ¥F 2V T AT —FT 7 F *xRWBEREL TR0 v,
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8.3.2.ADV_ARC.1-4

ADV_ARC.1-4

The evaluator shall examine the security architecture description to determine that it
contains information sufficient to support a determination that the TSF is able to protect
itself from tampering by untrusted active entities.

A IZ, =2 VT T —F T 2 Fr G, 158 TERVBEBHI T T 71
LBHEADD TSF BH P H G IR#E TES L0 IREZ LFFT S DI R IGHRE 5
ATNEZEFRIET SEDIZ, EDFWEHRE LRITIVULIZR S R0

Evaluation Activity:

M7 TF4ET 4

The evaluator shall examine the security architecture description to determine how the TSF
resists active probing attacks and achieves self-protection.

FHEE 1k, TSE, 7277477 0—v v /7B EORICEIT L, BCRELZERT 5
PRERETDIHRIC, X2 VT 4T —F77FvLBEZREL L TNIE R bR,

8.3.3.ADV_ARC.1-5

ADV_ARC.1-5

The evaluator shall examine the security architecture description to determine that it
presents an analysis that adequately describes how the SFR-enforcing mechanisms
cannot be bypassed.

A1, SFR ERA G = XA Z N4 NI TERINL IIZT S L HEHIIZHITT S
GrEtF2 YTy T —F T Ty @SR L TS S EERET BEDIZ, EDF
WERE LR 1T 520,

Evaluation Activity:

T 2T 4T 4

The evaluator shall examine the security architecture description to determine how the TSF
prevents side channel attacks.

R X, TSF 28, ¥4 FF % ANBEE2 EORICHCLRZRETBRIC, €F2 ) T4
T—F77F ¥R 2REL A THiER bR,

8.3.4.ADV_FSP.2-1, ADV_FSP.4-1

ADV_FSP.2-1

ADV_FSP.4-1

The evaluator shall examine the functional specification to determine that the TSF is fully
represented.

The evaluator shall examine the functional specification to determine that the TSF is fully
represented.

FMHZE 1T, TSF PERICEBI I TS 2 & FRET S/2012, FEREIRZHRE LRI
FUTZRE R0,

Evaluation Activity:

T 72T 4T 4

The evaluator shall examine the functional specification to determine that it completely
identifies all assumptions in the security proof.

T 1. BRREERRDS, ¥ 2 ) T4 HOREZBINL T B 2L ZRET B DIC,
BREAKREREL 2TNIER S v,

8.3.5.ADV_FSP.2-4, ADV_FSP.4-5
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ADV_FSP.2-4

The evaluator shall examine the presentation of the TSFI to determine that it completely
identifies all parameters associated with every TSFI.

A 1E, TSEl DR 3T N TOTSFVICSIET S TN TDONT X=X Z 52l L T
WS ZEERET S/EIZ, CDIETRERE LRITIULR 50,

ADV_FSP.4-5 The evaluator shall examine the presentation of the TSFI to determine that it completely
identifies all parameters associated with every TSFI.
A2 12, TSFl DEER 3T N TOTSEVIZIET S TN TDONT A =L 2552155 L T
WS ZEERET S/EDIZ, CDIETRERE LRITIULR 50,

Evaluation Activity: The evaluator shall examine the functional specification to determine that it completely

T 2T 4T 4

identifies all the testable parameters/characteristics mapped to the assumptions in the
security proof.

A 2, BEERRD, X2 Y T AAOREIC Y 7EINBETRTDOT R M HRER N
AR /FERBRIL TR B 2 LR RET 272010, BEEARARE L 20 il b
W,

See Table 3-1 for the correspondence between the assumptions and the testable parameters/characteristics.
RE &7 A FAEEZR ST X — 2 RHEO IR IC DWW TiE, Table 3-1 3D C &,

8.3.6.ADV_FSP.2-5, ADV_FSP.4-6

ADV_FSP.2-5

ADV_FSP.4-6

The evaluator shall examine the presentation of the TSFI to determine that it completely
and accurately describes all parameters associated with every TSFI.

FEMZ 1%, TSFl DFEF 339~ CTOTSFI (ZBRET 5 TR TDNT R — 5 5 55RO IEREIS
G L TS Z & FRIET B72012, FDIETREHE LRITIUIR 520,

The evaluator shall examine the presentation of the TSFI to determine that it completely
and accurately describes all parameters associated with every TSFI.

A2 1%, TSEl DRI T N TOTSEVIZSE TS TN TDNT A =5 Z 52D IEHEIC
GO L TS Z & FRIET B72012, FDIETREHE LRITIUIR 520,

Evaluation Activity:

T 2T 4T 4

The evaluator shall examine the functional specification to determine that it completely and
accurately describes all the testable parameters/characteristics mapped to the assumptions
in the security proof.

I 3. BEERD, v X2 ) T AHAORE L=y I NTRTDT A AR
SA—2 /e e OTFHCTRL TWE Z LIRET S0, BEEAREZREL 2
Tl b5,

The security proof document contains the security proof and defines the assumptions of the security proof.

Generally, the functional specification document which is created during developing the TOE and the security

proof document are issued separately. For this reason, the developer needs to describe the assumptions in the

security proof in the functional specification document without omission or excess.

¥ 2 7 AREECE, X2 ) T AR IR TE Y, X2 ) T AREHOIRENERI N T 5,
—fi&AIC, TOE FAFERHICIER S Lo RREHEARE & % = U 7 4 BEIASCE L. 22 filfllicR TIN5, 207
O, FFEEI. ¥ 2 Y T A AEHORE ZHEREARRE OB AR 7R (il S 2 L ED D B,
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The accuracy of the descriptions of the testable parameters/characteristics does not mean that the values of the
ideal/realistic characteristics in the assumption of the security proof and the corresponding values of the testable
parameters/characteristics in the functional specification match exactly.

In some cases, the assumption is described with the values of the ideal characteristics, but the corresponding values
in the functional specification are design target values or estimated values based on existing knowledge of the
testable parameters/characteristics. In this case, it is considered accurate if the functional specification describes
the values of the testable parameters/characteristics in Table 3-1.

T A MR N T A — 2 RO D IEfE X 13, & F 2 U 7 4 GEBHORGE IC 313 2 BN, BIFE R A FeE o fiE
&, BRREEERRIC BT 2 7 X FA[REZR X T A — X REDOXIG T 2 A ERIC—ET 5 2 L 2 ERL v,

Beic & o Tt OEIZEER 2RO EcRiiR T B 25, BRREMARIC I 1T 20T 2 EIE, RRGTEREEEE 213
7 A MABEZR YT A — 2 RHEICBES 2 BEHF O AERICHE O KHEEETH 5, 2 o5h. HEAEILERIC Table 3-1 @
T A MA[REZR N T A — 2 JFRHEOESER I T, EfECH L L hhIND,

On the other hand, the assumption is described with the values of realistic characteristics (especially when
determining the privacy amplification ratio), the corresponding values in the functional specification shall be
consistent. For example, in the case of phase randomization, if the privacy amplification ratio is determined by
assuming that the deviation between the realistic phase and the ideal randomized phase is 10, the deviation between
the realistic phase and the ideal random phase shall be described also in the functional specification, and the value
shall be within 10.

—77. BIEM R CRrc MR 2 ET 2350) 2IEICRCE S 25613, KEEHAROXIET 2 HZ
BEIERINERo v, BIZE, fH T v X 2 LoGha, HENLAGHE L BEN L 7 v X okl oFh
% 10 LUE L CHAE MR 2 e 3 2 556, BIENRAH & BRI 7 v X L fifH & o 3 2 Re RS
ICHECB L, ZOfEIF 10 UIN TR TIER S R,

8.3.7.ADV_FSP.2-9, ADV_FSP.4-11

ADV_FSP.2-9 The evaluator shall examine the functional specification to determine that it is a complete
instantiation of the SFRs.
FIMZ 1%, FERE(LF#7Y SFR DSELRAMIE Th S Z & FRIET 72012, FDIFEF
BELRITIUIZ 6720,

ADV_FSP.4-11 The evaluator shall examine the functional specification to determine that it is a complete
instantiation of the SFRs.
FIMZ 1%, FERE(LF#DY SFR DIELRBMIE Th S Z & #RIET 72012, FDIFEFH
BELRITIUIZ 6720,

Evaluation Activity:  The evaluator shall examine the functional specification to determine that it is a complete

instantiation of external behaviour of the QKD protocol described in the security proof.
T 774 €7 4 FHEEIT. BEEERS e F 2 ) F 4 HCER SN QKD 7u P a L ONEHLD 5B F »
DELEEFCTHE L ERET 5010, ZOMREREL 2T iEbkw,

8.3.8.ADV_FSP.2-10, ADV_FSP.4-12
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ADV_FSP.2-10

The evaluator shall examine the functional specification to determine that it is an accurate
instantiation of the SFRs.

FIMZ 1%, FERE(LF#DY SFR DIERER BN Th S Z & #RIET 72012, FDILFZ 1
BLRITHUTZR S8,

ADV_FSP.4-12 The evaluator shall examine the functional specification to determine that it is an accurate
instantiation of the SFRs.
FIMZ 1%, FERE(LF#DY SFR DIERER BN Th S Z & #RIET 72012, FDILFF
B LRITINLZ 57300,

Evaluation Activity:  The evaluator shall examine the functional specification to determine that it is an accurate

T 2T 4T 4

instantiation of external behaviour of the QKD protocol described in the security proof.
FHAEE 3. BRREERR S 2 ) T 4 EEBHICEE R X 7z QKD 7a FaroNED L5 F
DIEHREMETH 2 Z L ERET B 20IC. ZOAREBREL ATk o kv,

8.3.9.ADV_TDS.1-7, ADV_TDS.3-15

ADV_TDS.1-7

ADV_TDS.3-15

The evaluator shall examine the TOE security functional requirements and the TOE design,
to determine that all ST security functional requirements are covered by the TOE design.
AL, T XTD ST tF=2 V7 o EREEND TOE KHZ G ENS Z & ERET S
Wiz, TOE tF= V7 ¢ HEREZFER OFTOE Kl e & L 173U R 5720,

The evaluator shall examine the TOE security functional requirements and the TOE design,
to determine that all ST security functional requirements are covered by the TOE design.
FIE L, T XTD ST tF=2 V7 ¢ EREEND TOE K G ENS Z & ERET S
WIZ, TOE F = V7 ¢ FEHELEK ONTOE &Kl &y L 7ITdUE7R 5720,

Evaluation Activity:

T 2T 4T 4

The evaluator shall examine the security proof and the TOE design, to determine that all
behaviour(s) of the QKD protocol described in the security proof are covered by the TOE
design.

FHfiE 1. X2 ) T ABHICER I NZTRTCDO QKD 7u tairnls3 T3 TOE
REHCEINBZZLERET DI, ¥ =2 ) T 4HARY TOE REt2REL 2 Th
bk,

8.3.10.ADV_TDS.1-8, ADV_TDS.3-16

ADV_TDS.1-8 The evaluator shall examine the TOE design to determine that it is an accurate instantiation
of all security functional requirements.
FIZ 12, TOE Kl d NTDEF =2 V7T o FEIEZNFDIERERREIE Th 5 = & & RE
T S/E0IZ, TDTOE Kl &4 LRITIULR 580,

ADV_TDS.3-16 The evaluator shall examine the TOE design to determine that it is an accurate instantiation
of all security functional requirements.
A 1T, TOE RGP T NTDOCF = VT o BIEEFDIERHER BIEE T 5 Z & ZRE
T S/E0IZ, TDTOE Kl 48 LR ITIULR 580,

Evaluation Activity:  The evaluator shall examine the TOE design to determine that it is an accurate instantiation

of all behaviour of the QKD protocol described in the security proof.
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FHEE T 7 74 €7 4 FHEE X, TOE REMP¥eF* =) 74 HICREER E W7z QKD e b arpdRTDs3
FVWOEHARMLTH S Z L ZRET B720IC, 2D TOE HiH2HREL 2Tk
7\,

8.4. AGD: Guidance documents
8.4.1.AGD OPE.1-3

AGD_OPE.1-3 The evaluator shall examine the operational user guidance to determine that it describes,
for each user role, the available security functionality and interfaces, in particular all
security parameters under the control of the user, indicating secure values as appropriate.
FIME 1L, FIHEHIED T 5 X3, FIAJRER T F =2 U 7 o BEREIE &+ > 5 — 7 = —
X, FHEFYHEDEPETIZH ST XTDEF 2 YTy NI A= 5 #OIZEF=2 T8
1BZ R LT FIHEDORE T EICHED L TS = EFRETSE0IZ, TDYL XX
ERE L RITFUTZ 500,

Evaluation Activity:  The evaluator shall examine the operational user guidance to determine that it describes for
each user role, a procedure to limit the value of the key establishment attempt counter to
secure range. If the TSF provides management function of the attempt counter threshold,
the evaluator shall examine that the description contains secure value of the attempt counter
threshold.

FHET 2 74 €7 4 FHEE X, FIAERENA XV R, BTV v 2 0fE% ¥ 2 7 hEEICHIRT 32 F)IHE
Z, FIREREICLICERLTWEZ L R2RET 24D, ZOHA XV RAEREL &
hiZZ b, TSEFBRRETA Y v £ L 2 VEOEERE 2 Rt T 254, FHMEZE X, 20
HRBRCETAYVVEZLEVWHEOEF 2 T RESGENATVI L 2REL ATNIEED
R\,

Evaluation Activity:  The evaluator shall examine the operational user guidance to determine that it details
security implications related to the management of the attempt counter limit.

FET 7T 4 €T 4 FHEE X FIABERENA XV R0, BT A Y VAHIREBRICEEST 22714 ~0D
FEEZF L(BHAL TR LERET DI, ZOHA XV AEZREL A TNIEED
R\,

8.4.2.AGD_OPE.1-5

AGD_OPE.1-5 The evaluator shall examine the operational user guidance and other evaluation evidence
to determine that the guidance identifies all possible modes of operation of the TOE
(including, if applicable, operation following failure or operational error), their
consequences and implications for maintaining secure operation.
FIZ1Z, FIHEHAED 4 57> X 3TOE DEED T~ T D A ERF— N ZITIN C T,
PR FE (T 1RF7E D DEE DIRIEZ 517), €415 DT RE N F = 77038/ & /775 72
DIZREERZ & Zf L TS ZEERET BEDIZ, EDYA 52 R EE DD
FFLE B L 7R 1TFUTR 57000,

Evaluation Activity:  The evaluator shall examine that the operational user guidance provides the TOE user with

routine inspection measures to ensure that there is no performance degradation due to
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FHET 2 7 4 €T 4

Evaluation Activity:

FHET 2 7 4 €T 4

aging in and no damage to the light source in the QKD transmitter and the photon detector
in the QKD receiver.

FHEE &, FIRERIES A X v 255, EEHONIR & ZEROL TN ICRELLic X
HERAILB R &, BEIRVC L 2R T 3 -0 DEHNREFE%Z. TOE F|
REICREL T3 2 L 2RELETNIERL B,

The evaluator shall examine that the operational user guidance contains necessary user
action to maintain secure operation if any performance degradation or damage is identified
in either component.

FHEE k. W pOEROWREILE IIBESBRH I WL RBiC, v ¥ 2 T RER%
MRS 2 -0 I BBEAMPET 7> a v MIREREST4 Fv RicgEhTnwso L%
BELAZThIER SR,

8.5.ATE: Tests
8.5.1.ATE_COV.1-1

ATE_COV.1-1

The evaluator shall examine the test coverage evidence to determine that the
correspondence between the tests identified in the test documentation and the TSFIs
described in the functional specification is accurate.

FIE 1L, 7R P AR FHI ) S F TS 7 R p EFERELARIZ 7l X T 3 TSFIL
[IDIISPIERE TH S = & ZRET S72012, 7 X PN — g i a e L2217 iud
RHERY,

Evaluation Activity:

T 2T 4T 4

Evaluation Activity:

M7 2 TF4ET 4

The evaluator shall examine the test coverage evidence to determine that the
correspondence between the tests identified in the test documentation and the actual
characteristics corresponding to the assumptions in the security proof described in the
functional specification is accurate.

AR X, 7R FEEERICEI S h T B TR T & BRERICEER I h T d e ¥ =
Y 7 4 SOOI T 2Rk & OO EMTH 5 Z LIRET 5720, TAF AN
L—VRHLZBRE L R TN bk,

The evaluator shall examine the test documentation to determine that functional tests
described in Section 10 are performed by the developer.

LA X, 10 BRI N T IBEET A P FAREBEIC X o TETINTnwE T LR
ETD70IC, TRMEHERNEZREL TR bk,

8.5.2.ATE_COV.2-4

ATE_COV.2-4

The evaluator shall examine the test coverage analysis to determine that the
correspondence between the interfaces in the functional specification and the tests in the
test documentation is complete.

A 17, FEBETIRIC 1S4 5 — T =2 — X &7 X PGB 5175 7 X F DD
SIPTEE TS ZEEFRET E7E0IZ, 7T X PN = e e LRITIUTR 5
R0

Evaluation Activity:

The evaluator shall examine the test coverage evidence to determine that the
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FHET 2 7 4 €T 4

Evaluation Activity:

FHET 2 7 4 €T 4

correspondence between the tests identified in the test documentation and the testable
parameters/characteristics mapped to the assumptions in the security proof described in
the functional specification is complete.

FHEE 1. 7R FEFUERHCEBAI S hTWwB TR b L, BRERIcERIhTwE ek 2
Y7 AADIREIC Yy 7ENTT R FARERNNT A — & Rtk L ONICHTELTH B
CLEWETH7DIT, TRMANLV—=VEHLZRE L 2T N0ER O RV,

The evaluator shall examine the test documentation to determine that functional tests
described in Section 10 are performed by the developer.

HEE 1L, 10 BICEBREIN TV 2HET X FSFREC L o TEITIhT 0BT L 2R
ETB7ewic, 7R MIHHMEMEREL AThITR ok,

8.5.3.ATE_FUN.1-1

ATE_FUN.1-1

The evaluator shall check that the test documentation includes test plans, expected test
results and actual test results.

FIME 1T, 7 X AR 7 X P GHEL BRI E 7 R Pig R, Kk OVEEED 7 X g
RRGFNTNSEZEET 2 LRITAIZTR 520,

Evaluation Activity:

T 72T 4 €T 4

The evaluator shall check the test plan includes the functional tests described in Section 10.
FHEE 2. 10 BRI TWAEET X B TF X FEHEICEENTWEZ L2 F 2y 2
LTl bk,

8.6.AVA: Vulnerability Assessment
8.6.1.AVA_VAN.2-3, AVA_VAN.5-3

AVA_VAN.2-3

AVA_VAN.5-3

The evaluator shall examine sources of information publicly available to identify potential
vulnerabilities in the TOE.

FEMZ 12, TOE DB rERINGEGHEZ kil 7372012, DL TR TE SIFHIR &1
LRITIUTZR 5200,

The evaluator shall examine sources of information publicly available to identify potential
vulnerabilities in the TOE.

FEMZ 12, TOE DB ERINGEIHEZ ik il 7 37012, DL TR TE S IR & e
LRITFULTZR B30,

Evaluation Activity:

FH T 2 74 €T 4

The evaluator shall examine Section 9 in this document to identify potential vulnerabilities
in the TOE.

FHifi& 1. TOE OEIEMMETELFAT 2 -0ic, AXF IEELREL A ThiEh bk
Wy,
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9. Identifying potential vulnerabilities in the TOE

The assumptions in security proofs (whether of ideal characteristics or realistic characteristics) are not always fully
met, and there are deviations between these assumptions and the corresponding implementation characteristics of
the TOE. Such deviations may compromise the security of QKD protocol and should be treated as potential
vulnerabilities in the TOE. This section addresses commonly used assumptions in security proofs of many QKD
protocols, identifies known attacks (see Section 11 in detail), and provides vulnerability assessments. To conduct
vulnerability analysis and testing upon the TOE, the testable parameters/characteristics are mapped to the
assumptions as shown in Section 3.

If an assumption is described quantitatively and can be verified through functional tests, no vulnerability analysis
is required. This is because these functional tests ensure that appropriate countermeasures are implemented
completely and accurately, and by reflecting the corresponding testable parameters in the privacy amplification
ratio, it can be proven through a security proof that the identified attacks do not compromise the security of the
QKD protocol. Otherwise, an assessment of vulnerabilities against attacks identified for the assumption is necessary,
based on the corresponding testable parameters/characteristics.

¥ 2V 7 A4EHICE T 2 0E (AR ZRFHESBEN 2FE2 b o 3) 13, FicERiilizIns L3R
53, ZNoDEEE TOE DRSS 2 FEFHE L DRICTNDBLEL 2500855, 2D X5 T hid QKD 7
ok anzfs { §5uEEEDH Y TOE OBIERN 25t L L Tifibn 2 & TH 5 KHiTIE. %< D QKD
e rarotF ol 74 iHT BRI SN TORRELZID B, BEAIoXE GEHlliz 11 22 2R)
ZREE L. MesgthEatE 2 fefit 3 5, TOE iIcx 3 255 tEmir s X U7 X F 2 Ffid 27201, 7R FAJfgle-~ 7
A=, 3EIORIN TV X KREIC~Y y v v 7 Ehd,

H BPUEHERMICER E A, BEEET R MIC X o THRGEET ¥ 2856, MESEEIITIIAETHZ, Zhnid, 2h
O DOWEET A M XY @Y R RAERICIEMEIC T T 5 & L MREE X AL, WISd 5 7 X L a[RER ¥ T A
— X HRBEMEERRIC R T ¢ 5 2 LT FE S NAWRIC K - T QKD 71 b+ aro@etsfaiat Ly
TlEeXa Y TARPICL o TREATE 2720 TH B, ZNLULOGER, EH L TRE S W7z KB IC
o9 2 MasatkE DRz . WIS 2T A P AREIR N T A — X CRHEICEE DWW TIT ) T LS E L 7 B,

9.1. QKD transmitter

9.1.1.Phase randomization

Description of assumption family:

It is assumed that a pulse (or a pulse pair) emitted by an ideal QKD transmitter is phase-randomized. As a result,
the quantum state of encoded pulses is invariant under optical phase shifts. In the case of polarization encoding,
the quantum state of an emitted optical pulse is invariant under any amount of polarization-independent optical
phase shift. In the case of time-bin encoding (i.e. phase encoding) on a pulse pair, the quantum state of an emitted
pulse pair is invariant under any amount of common optical phase shift applied to both pulses. A security proof
involves assessment of how much the attacker may learn about the information encoded on an optical pulse (e.g.,
bit, basis and nominal intensity of decoy-state) by measuring the pulse. If the security proof adopts the above ideal
assumption, it amounts to assume that the attacker can gain no more information from attack strategies sensitive
to the common optical phase.
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Description of the attack method:

Source attacks with phase information: An attacker prepares a light source that emits pulses whose optical phases
are correlated to those of the pulses emitted from the QKD transmitter. They send the target pulse from the QKD
transmitter and another pulse from their light source to an interferometer to acquire a measurement outcome. If
the QKD transmitter does not satisfy the ideal assumption, the outcome may depend on the optical phase difference
between the two pulses. The attacker can then estimate the information encoded on the target pulse based on the
measurement outcome. This knowledge may allow for a higher probability of QKD key estimation. For example, if
the phase of the pulse encoding bit "1" is not random and has a unique phase, the attacker can estimate in which
pulse bit "1" is encoded.
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Assessment:

If the security proof specifies relevant quantitative assumptions and those assumptions can be verified by functional
testing, no further analysis is required.

If it is not the case, assessment of vulnerabilities against the attack described above is necessary, which is detailed
in the following.

bL.e¥ =l 7 4GP, Bl 2 E R ZIEE L. £ OHIEEEET X MC X o> TIRAETE 2 72 51,
ZNU LD I LE TR,

Z 9 Cirwihaix, LRI T 255k ORIl AL TH V. Z OFFlNIE AT ICEEIE T 5,

The known attacks assume that the attacker can prepare a light source that emits pulses whose optical phases are
correlated to those of the pulses emitted from the QKD transmitter. If the light source used in the QKD transmitter
is a gain-switched laser or other pulsed lasers in which the laser oscillation ceases after emission of each pulse,
penetration tests are not necessary because preparation of such a light source is not possible with current technology.
There has been no demonstration of injection locking with a single seed pulse that contains only one photon or less
on average.

If the light source used in the QKD transmitter is a laser that keeps laser oscillation continually, such as a mode-
locked laser or a CW laser followed by light intensity modulation, the source attacks with phase information
described above using a phase-correlated light source may be performed with current technology. It is necessary to
conduct and pass penetration tests. The penetration test for the attack is described in Subsubsection 11.1.1.
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9.1.2.Photon statistics and intensity

Description of assumption family:

It is assumed that the photon number contained in each of the encoded pulse emitted from an ideal QKD
transmitter follows a Poisson distribution with a given mean photon number u. This is an assumption on infinite
number of parameters p(n), which are probabilities of the pulse containing n = 0,1, ..., 0 photons. Some security
proofs adopt relaxed assumptions. Some assume that the mean photon number u is unknown but satisfies p, <
u < uy, where u, and p,; are known lower and upper bounds. Others directly assume a set of inequalities fulfilled
by p(n) instead of requiring an exact Poisson distribution.
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Description of the attack method:
Photon-number-splitting (PNS) attack: Although the BB84 protocol was originally designed to encode information
on a single photon, most of the current QKD transmitters use lasers which may emit multiple photons at the same
time. The attacker can exploit such an occasion to extract one photon and store it in a quantum memory, while they
let the remaining photons be received by the QKD receiver possibly with a better efficiency than the transmissivity
of the actual quantum channel to enhance the effectiveness of the attack. Since the quantum state of the photons
received by the receiver is not disturbed, this attack causes no increase in the bit error rates. After the basis used
for each pulse is announced, the attacker can measure the stored photon to know the bit value encoded in the
photon.
P HGE (PNS) B# :BB84 7'm b anit, b &b &t iciiRE a3 2 & 5 IKEkEh S h w225,
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The decoy-state BB84 protocol counters this type of attacks by monitoring the detection rates for emitted pulses
with different intensities. Since the amount of the trace that should be inevitably left by the PNS attack is estimated
under the assumptions of Poisson distribution for the emitted photon number, unexpected deviation from Poisson
distribution opens a risk of making the PNS attack effective.
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Conditional beam-splitting attack: A weaker version of the PNS attacks implemented by linear optical devices
(optical switches and beam splitters), photon detectors and feed-forward electronics. This attack cannot implement
the heralded extraction and storing of a single photon in the PNS attacks, but the extracted photon must be
immediately measured in a basis. Otherwise, the function provided by this attack differs from the ideal PNS attacks
only quantitatively depending on the internal losses and efficiency of optical devices and the bandwidths of the
detectors, the switches, and the electronics.
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Assessment:

If the security proof specifies relevant quantitative assumptions and those assumptions can be verified by functional
testing, no further analysis is required.

If it is not the case, assessment of vulnerabilities against the attack described above is necessary, which is detailed
in the following.
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The PNS attack described above is possible in principle, but this is not feasible with current technology. Therefore,
penetration test(s) are not necessary.

The conditional beam-splitting attack described above can be performed with current technology. However, there
is no known detailed strategy to make it work on the decoy-state BB84 protocol. Therefore, penetration test(s) are
not necessary.
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9.1.3.Degrees of freedom

Description of assumption family:

It is assumed that pulses from an ideal QKD transmitter leak no information on their encoding to any degrees of
freedom of light other than the degree of freedom that the protocol uses for encoding (e.g. polarization or time-
bin).
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Description of the attack method:

Intercept-resend attack with side information: The attacker intercepts the encoded pulse(s) by detecting a photon
that is in a specific mode of the proper degree of freedom and matches to a mode description in other degrees of
freedom at the same time. When detection succeeds, the attacker resends another photon in the same mode of the
proper degree of freedom. For example, in the case of time-bin encoding when the pulses from the transmitter
nominally have V polarization, the attacker may detect a H-polarized photon in the time-bin mode corresponding
to the Z-basis and the bit value 0. When detection succeeds, the attacker resends a V-polarized photon in the time-
bin mode corresponding to the Z-basis and the bit value 0. If the pulses from the transmitter have nonnegligible H
polarization components only for the Z-basis state, this attack causes no bit errors in the X basis.
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Side-channel filtering attack: The attacker places in the optical channel a linear optical transmission filter whose
transmissivity does not have dependency in the proper degree of freedom but has dependency in other degrees of
freedom. For example, in the case of time-bin encoding, the attacker may place a spectral filter. If the two Z-basis
states with bit values 0 and 1 have different transmissivity, the bit recorded upon successful detection at the QKD
receiver will be biased. If the same filter does not affect the X-basis states, it causes no bit errors in the X basis.
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Quantum nondemolition measurement (QND) attack: There is a quantum process called QND measurement
which, when applied to an input photon, produces a measurement outcome and leaves a photon with minimal
backaction of the measurement. A variant of this type of measurement may provide a wider variety of input-output
relation than the intercept-resend attack, which the attacker may exploit to acquire larger bit information with a
smaller increase in the bit error rates.
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Photon-number-splitting (PNS) attack and Conditional beam-splitting attack: See the description in
Subsubsection 9.1.2. The decoy-state BB84 protocol counters these types of attacks by monitoring the detection
rates for emitted pulses with different intensities. Any leak of the information related to the intensity of the pulses
through other degrees of freedom opens a risk of making these attacks effective.
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Assessment:

If the security proof specifies relevant quantitative assumptions and those assumptions can be verified by functional
testing for a degree of freedom, no further analysis is required for the degree of freedom.

If it is not the case, assessment of vulnerabilities against the attack described above is necessary, which is detailed
in the following.

The intercept-resend attack with side information described above can be performed with current technology. It is
necessary to conduct and pass penetration tests.

The side-channel filtering attack described above can be performed with current technology. It is necessary to
conduct and pass penetration tests. The penetration test for the attack is described in Subsubsection 11.1.2.

The QND attack described above is possible in principle, but this is not feasible with current technology. Therefore,
penetration test(s) are not necessary.

The PNS attack described above is possible in principle, but this is not feasible with current technology. Therefore,
penetration test(s) are not necessary.

The conditional beam-splitting attack described above can be performed with current technology. However, there
is no known detailed strategy to make it work on the decoy-state BB84 protocol. Therefore, penetration test(s) are

not necessary.
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9.1.4.Security and cryptographic boundaries

Description of assumption family:

It is assumed that an ideal QKD transmitter allows no reading of its internal settings and no modification of its
internal components.
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Description of the attack method:

® An attacker reads/writes internal settings of the QKD transmitter.

® An attacker modifies internal components of the QKD transmitter.

® An attacker reads internal confidential data from internal components of the QKD transmitter.

® An attacker observes internal states of the QKD transmitter.

W E 1, QKD X GO N EREZmirEHE X T 5,

KRF L, QKD EEHONE = v F -2 v F 2KET 5,

WF X, QKD X EHONEEa v F—4 v b2 b, WEOWE T — 2 2 Hs s,

VEFE, QKD A fEH D NERIRREZ BI 5 2,

An attacker uses these adverse actions to disclose the QKD key or compromise the QKD transmitter.
WBEICNLORERT 7y avEBHL T, QKD RZE L2 Y. QKD #EHEEHRILLZ+ 3,
One well-known attack method is the Trojan horse attack. An attacker injects light into the QKD transmitter via
the QKD link, observes the reflected light, and estimates the status of modulation optics in the QKD transmitter.
From this, the attacker guesses the basis, the bit value, and the intensity choices made by the QKD transmitter.
IKHIONTWBRHEHED 12k, befOoREKETH 2, WEHIZ, QKD Vv 7 %4 L CGEERICOLE
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Assessment:

The security and cryptographic boundaries of the QKD transmitter are physically protected due to the assumption
of each PP. i.e. A.SecureOp of [PP-EAL4] or A.PHYSICAL of [PP-EAL2]. So an attacker cannot access internal
components of the QKD transmitter directly.

The internal settings of the QKD transmitter are protected by user identification and authentication functions and
access control functions via user interface(s). So an attacker cannot access internal settings of the QKD transmitter
via user interface(s).

If above assumptions are achieved and above functions are implemented completely and accurately, no potential
vulnerabilities exist in above point of view.
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However, the QKD link is not physically protected and not access controlled. An attacker may observe internal state
(e.g. choice of encoding basis) of the QKD transmitter via injecting probing light through the QKD link (Trojan
horse attack). An attacker may also attempt to modify the characteristics of internal components (e.g. laser source)
via irradiation through the QKD link.
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Trojan horse attack countermeasures are implemented in several steps.

1. A light injection monitor is implemented that monitors the light intensity injected into the QKD transmitter.

2. When the light injection monitor detects strong light, the TSF will automatically respond to prevent
information leakage due to light reflection. e.g. the TSF performs "emergency stop of the QKD link"
(FPT_PHP.3).

3. When light is injected below the detection limit, the maximum reflected light intensity is estimated based on
the transmission and reflection characteristics of the QKD transmitter components.
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If the security proof specifies quantitative assumptions on the reflected light intensity and those assumptions can
be verified by functional testing, no further analysis is required on the Trojan horse attack.
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If it is not the case, assessment of vulnerabilities against the Trojan horse attack is necessary, which is detailed in

the following.
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Among variants of the Trojan horse attacks, one that estimates the choice of pulse intensity must accompany the
PNS attack or its variant described in Subsubsection 9.1.2. The PNS attack is possible in principle, but this is not

feasible with current technology. The conditional beam-splitting attack can be performed with current technology,
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but there is no known detailed strategy to make it work on the decoy-state BB84 protocol. Therefore, penetration
tests for this variant of the Trojan horse attack is not necessary.
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Variants of the Trojan horse attacks that estimate the choice of the basis and the bit value can be performed with
current technology. It is necessary to conduct and pass penetration tests. The penetration test for the attack is
described in Subsubsection 11.1.3.
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On the other hand, assessment of the threat of light irradiation altering the characteristics of internal components
is given as the following. If a light injection monitor is implemented, strong light injection will be detected. In other
words, the intensity of light injection is limited by the detection threshold of the light injection monitor. It has not
been reported that the characteristics of linear optical components are affected by light injection with the intensity
below the detection threshold. On the other hand, a laser can be affected by injected light due to its nonlinear
dynamics. The effect of nonlinearity is most significant when the frequency of the injected light is the same as that
of the laser. This situation has been analyzed as the effect of feedback light on a laser. It is reported that the feedback
effects are negligible when the light is reinjected into the laser as a fraction smaller than one 10 of the emitted
light. Therefore, the effect of the injected light does not need to be considered if the estimated intensity is less than
the above criterion. Otherwise, the TOE should be tested using the test specified in Subsubsection 10.3.2.4.
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9.1.5.Accuracy of the encoding

Description of assumption family:

Encoding of the QKD transmitter is performed by modulating the assumed degree of freedom of light. An ideal
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QKD transmitter carries out the modulation accurately as implied by the QKD protocol and by the chosen values
of protocol parameters. In the case of the decoy-state BB84 protocol, a degree of freedom formed by a pair of optical
modes, such as the polarization and the time bin, is used for the encoding of the four states of the BB84 protocol.
A set of values for the pulse intensity are specified as protocol parameters of the decoy-state BB84 protocol.
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7'a b and 4 ODREDOFFFLICER X5, decoy-state BB84 Yu b a o 7w bair N7 x—xL LT,
SN ZIREDED €y FBREEI N T 5,

Description of the attack method:

Intercept-resend attack on the monitoring basis: The attacker intercepts the encoded pulse(s) from the QKD
transmitter and makes a photon detection to distinguish the two states for the basis used for monitoring,
determining a bit value. When the detection was successful, the attacker prepares a stronger optical pulse with the
proper modulation corresponding to the determined bit value and sends it to the QKD receiver. This attack
introduces no additional errors, but the determined bit value may partially reveal the bit value chosen by the QKD
transmitter on the other basis if the encoding is not accurate.

EEAELE~ D Intercept-resend ¥ : WEEFH X, QKD EEH 2 6 OfF 5k v 2% 5% L, BEHICER I
LERICH LT 2 DDIREZ XHF 26 FRH 21T\, €y MEZRIES 5, BHPHRIIT 2 & BWREHITIE
ANy MEICHISST 2 Y 2L 2L 72 X VA e s 22 L. Zhie QKD ZERICEET %,
OB L > THTe L 7 —=EL 5 2L B0 FFR AR TR GG RES N Y MEIK X - T,
b 5 —H OEJET QKD K EHANER L 72 € v MEDSEHNICH 5 221072 2 AIREMED B %,

Photon-number-splitting (PNS) attack and Conditional beam-splitting attack: See the description in
Subsubsection 9.1.2. The decoy-state BB84 protocol counters these types of attacks by monitoring the detection
rates for emitted pulses with different intensities. Unexpected deviation of the modulation intensity opens a risk of
making these attacks effective.

KT BT E] (PNS) BBk X UG v — 250 FIK 8 0 9.1.2 IO %2 S0 2 &, decoy-state BB84 7o | =
Vit B 2BEOME AN ZOMMEEAERT 2 2L T, 2o OWBEPIHT 2, ZAFHEEO T bl
X, INLOBBEEARN LD DICT Y R 7% b T,

Assessment:

If the security proof specifies relevant quantitative assumptions and those assumptions can be verified by functional
testing, no further analysis is required.

If it is not the case, assessment of vulnerabilities against the attack described above is necessary, which is detailed
in the following.

¥ 2l 74 AEICBIE S 2 E B R BUEEE T, £ DICEDPFERET X M T X o THREET % 2856, 20l
L ORI EE TR,

Z 5 ThwGaiR, Lo BN 2 st o H = TH Y £ ORI T ICFEHME T 5,

The PNS attack described above is possible in principle, but this is not feasible with current technology. Therefore,

penetration test(s) are not necessary.

b > QND BB 3R ICIZ A RE72 28, BIMEDBANTIZFEITAARETH 5, L7zdio T, RAT R M ILE
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The conditional beam-splitting attack described above can be performed with current technology. However, there
is no known detailed strategy to make it work on the decoy-state BB84 protocol. Therefore, penetration test(s) are
not necessary.

LIRSt & v — 2B, RAEOHM TH EITARETH b5, LA L. decoy-state BB84 7' 1 + 21 CTH
BES & % 720 ORI AR IZA STk, Lzdio T, AT R P R4 E R,

The intercept-resend attack on the monitoring basis can be performed with current technology. It is necessary to
conduct and pass penetration tests. The penetration test for the attack is described in Subsubsection 11.1.4.
LA ELE~ D Intercept-resend WEIZHIE O HEAMT CHEITRIRETH b, RAT A P2 E L, A% T 2481 H
5, WRIKHTZ2EBATA L, 1LI4AETHHI AT 3,

9.1.6.Independence of adjacent pulses

Description of assumption family:

The internal states of light source and the modulation components of an ideal QKD transmitter in one
communication round are statistically independent of those in the other rounds.

HIRER 72 QKD XG0 & 2385 7 v v Fic k1T 2 6 E L OEFFETFONEIREIZ, oo vy Fozns
arHICHNZTH B,

Description of the attack method:

If the internal states such as the choices of bases, bit values, and pulse intensities in one communication round are
correlated to the optical pulses emitted in other rounds, the latter pulses serve as a side channel from which the
attacker may extract information on the encoding.

bLl. H28ET7V Y MBI 2HEE, ©y MA, ~SVREDFERO X 5 NERIE2, i 7 7 v FCiki
INTHANREMBEER O L, ZDHANREHA FF v AN O&E 2 RizF 2 Lickh ), WEFEHFF LI
DWTOERZ L] & M AREEDR S %,

Assessment:

If the security proof specifies relevant quantitative assumptions and those assumptions can be verified by functional
testing, no further analysis is required.

If it is not the case, assessment of vulnerabilities against the attack described above is necessary, which is detailed
in the following.

¥ 2 ) 7 4RI BE S 2 E B R BUERE T . Z DIESTERET X M IC X o THEET % 28556, 20l
L DT I E TR,

Z 9 CiwhaiR, EROBBICHN T 2 st OFHli AL E TH Y . % OFFEIZ AT IC LS 5.

When there are correlations between the internal states of a round and the emitted pulses in other rounds, an
attacker may measure the pulses and estimate the status of modulation optics in the QKD transmitter in the former
round. From this, the attacker may guess the basis, the bit value, and the intensity choices made by the QKD
transmitter. This threat is equivalent to that of the Trojan horse attack on the transmitter described in Subsection
9.2.3 except that the role of the reflection of the injected pulse is substituted by the emitted pulses in the other
rounds. This attack can be performed with current technology. It is necessary to conduct and pass penetration tests.
The penetration test for the attack can be designed as a modification of the one described in Subsubsection 11.1.3.
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H5L7v v FONEIREEL, DT v v FORMAVZAPMHEZ RO L & WBFIZ D VAZHET L L
T, HIED 77V Fickl) 5 QKD XEHROZFER T OIREBEZHET 20d Lk, Zhick by, KEE
IZ QKD EEHD T o 728K, vy ME, AV ATREOERZHEH T 2200 L, TOBBIE. FADK
HoEER Mo 77 v FOREAVRACED o 2 L2 RTIE, 9.2.3 filcilid I -k EHicdTsbato
KERZLFAETH L, ZORBIEIBEOHEMCETARETH L, BATAM2FEML, AKT 2 0ELH 5,
ZOWBIT2EATA M, 1LI3HICEBREINTVE TR M 2WET L L TiXil T 5,

9.2. QKD receiver
9.2.1.Detection efficiency

Description of assumption family:

It is assumed in most security proofs that the detection efficiency of the detectors is independent of each basis or
bit value.

%< De¥x a2l 7 4tATIE, RIBSROMHEIRIIZRIEE 23y MEIIKEFEL W e HEI NS,
Description of the attack method:

An attacker can eavesdrop on the bit value transmitted from the QKD transmitter using man-in-the-middle attack
with a certain probability. This certain probability is taken into account in the privacy amplification and the
eavesdropped bits are removed from the final QKD key, so this attack method is ineffective.

WEF X, PRIEBRE AR L <. EERr SEEI Ny Mix —EOTERE T 2501 TcE 5, 20—
TEDHER I EERB CEEI N I ey b R QKD e DHBIZH Y fR 2 L A3 TE 3720,
Z DWESTEE R TR0,

However, if the detection efficiency differs depending on the basis, an attacker optimizes the eavesdropping
strategy for each basis, he may succeed in eavesdropping more than a certain probability.

LA L, BEIC X o TRHIZIERE R 2 7 6 13, BORE I & ICH RIS 2 Soffl L, —EMEREL Lo i
TN E R 5 Db HNTR 0,

Or, for example, if the detection efficiency of bit 0 is lower, the attacker can estimate with high probability that the
raw key is bit 1 without even eavesdropping.

Ed PlzIE By b0 ORERIEREMRGIGA, HRBEIZ, BT FIcEuiEET [y y P 1ThH
5] LHEETE B,

Passive attack based on sifted key inference:

7 M EOHENICHD < ZBI B

If the probability for a sifted key bit to have one value, say, 0, is larger than that for the other value, say, 1,
distribution of the sifted key is not uniform, and the attacker may exploit that information for guessing the value of
the QKD key. This involves no active intervention on the quantum channel and hence leads to no increase in the
observed bit error rate.

7 MYy F23H A, Bl AL 0 BFEOMERA, fofE, HIAIE 1 ZROMERID S REVEGE, 7 Mo
DA —RETIE R, WBEIZ QKD SO HENT 2 72012 DIEHREFHTE L8 TE 3, 2070, K
BEIZOEREZFHL T QKD oo fEZ T2 2 L3 TE 5, 2OHA, BT T v AV ~DOREHINRIRA
fTbhhwzo, BlllIns vy FRYBEFHEML 0,

Assessment:

If the security proof specifies relevant quantitative assumptions and those assumptions can be verified by functional
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testing, no further analysis is required.

If it is not the case, assessment of vulnerabilities against the attack described above is necessary, which is detailed
in the following.

bL.eF a7 4G B 2 E R RBUEZIRE L. Z OFUEDEEET A M X o THGEET & 2 72 513,
ZNU LD LT TR,

Z 9 Ciwha iR, LRI T 2 st OFHli AL E TH Y . % OFFEIF AT IC LS 5.

If the two photon detectors for bit values 0 and 1 used for generation of sifted key bits have different detection
efficiencies, the probability of a sifted key bit to have one value is larger than that of the other value, leading to
potential vulnerability against the passive attack based on sifted key inference described above, can be performed
with current technology. The TOE may adopt some mechanisms to cancel out the difference in detection
efficiencies, such as inserting an optical attenuator before a detector or randomly changing assignment of the bit
values to the two detectors. Since these mitigating mechanisms involve physical means, the cancellation should still
be imperfect.

7 My POARICEHEI NS Y ME 0 & 1 @ 2 Do oOREMERREAL L, 7 b
ey BT OMEEFOWERIMTOMEZROMWRL Y O RELC AV, ko v 7 M#ERICHES < BED
Bt © b FEHPTRE 7= ZEIRVBCER 10 U CETERINESITE & 70 2 ATREMEA S 2, TOE (X, MR O FNICCIRRS %
ALY, 2 o0& ~DE Yy MEDHI DV YT I VX LA LV T240E, RHEMEDOEEZF ¥ VL
NTBANZALERNT 5 LB TEDL, TNODEMA N =R LFYENZFEREEEL2D, F vV et
FEATEETH S,

If the TOE passes the functional test described in Subsubsection 10.9.2, the probability that the passive attack
based on sifted key inference will succeed is expected to be extremely low, based on the rationale provided in
Subsubsection 13.2.1. Therefore, the penetration test for this attack can be waived.

TOE 5 10.9.2 JHICFUR X N7-HHET 2 MIC B L 72854, 1321 HTHH S n-Bliciko %, © 7 Mo
MICEED Ny v TR I T 2 HER IR TRV & PRI NS, Lzdio T, ZOKRBICHT2EZAT A b
IZEIEARETDH B,

9.2.2.Degrees of freedom
Description of assumption family:
An ideal detection unit reacts always in the same way irrespective of the degree of freedom into which the quantum
signal is encoded. For polarization coding, for example, the detectors monitoring the various polarization modes
are assumed to behave the same for all the pulses” degrees of freedom, such as timing, wavelength or spatial mode.
BN 2=y M3, B ES08fFabah s BRECER R, BICRIL X KT 5, Flzid, Wt
I—T A VvIOEAE, TEIE T FEEAET IMMEGEE. 24 v ER, EHE-FARE, $RC
DANVZAOHBEICHN LCTREU X ICEIfFT 2 L lEI NS,
Description of the attack method:
The attacker modifies the degrees of freedom of the optical pulse on the quantum channel.
WBEI, BFF v AN BT, AV ROHHERZSZET 5,
For example:
® delays the optical pulse;
® shifts wavelength phase of the optical pulse;
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® shifts polarization of the optical pulse.
Bl 218

HrSN R BIET B ;

HANZADERES 7+ B

Ko 2DFHTTEE S 7 P 5,
If detection efficiency of the photon detector changes depending on these degrees of freedom, in the extreme case
the QKD receiver will be unable to receive bit 0, the attacker can presume that all raw key is bit 1. Even if it is not
so extreme, if detection efficiency for bit 0 of the detector decreases, the attacker can estimate with high probability
that the raw key is bit 1.
o0 HHEICN L TR REG OBIILRIR SRS 2356, Minaflcid, ZEKEY Y F 0 2%EFT
), WBHIIT_TOLRI Y P 1 THLEMETE S, ZZETHIHTALS &b, MliGROE Y |
0 DRRHAIRAMETF 2 & KRR, melERc Ry 1 Ths ] LfETE 2,
Assessment:
The degrees of freedom of light pulse include polarization, spatial mode, timing, and wavelength. However, since
the spatial mode is defined by the input single-mode fibre and there is only one spatial mode incident on the photon
detectors, it is impossible to attack using the difference in detection efficiency depending on the spatial mode.
JHOHME L LR, e —F. KiE, ER2AS 2, HL, ZfHE—FNEIATOL Yy 7 rE—FT7 7473
IC X > THE SN, BT RHBICART T 2 EME=—F i3 —2oTh 2720, EE— Fic X 2RHMEDEN
ZHAL 2B BIIAAIRETH %,
The time-shift attack, wavelength-dependent attack, and polarization--dependent attack described above can be
performed with current technology. The penetration tests are described in Subsubsection 11.2.1 for the attacks.
However, if the TOE passes the functional test described in Subsubsection 10.9.2, the probabilities that the TOE
will not pass the penetration test for the time-shift attack is expected to be extremely low, based on the rationale
provided in Subsubsection 13.2.1. Therefore, the penetration test for these attacks can be waived.
ERlo x4 607 PR WRKFECE, RBRGEBIIBHEO BN CEMEAIRETH 5, AT A ME, 11.2.1
HicgdhEn<Twad, 7272L, TOE 25 10.9.2 HHICFELAR I A HEEET A M ICAK T 256G, TOE & 4 L v 7
FEBEORAT A MCEM L RWHERIT, 1321 H ORI NZHEBICHE S, o Ukwe PHINE, Lz
2T, TNHLDHEICHT 2RBAT R MEHIRTE 2,

References:
B. Qi, C.-H. F. Fung, H.-K. Lo, and X. Ma, “Time-shift attack in practical quantum cryptosystems”, Quantum Inf.
Comput. 7, 73-82 (2007).

9.2.3.Security boundary on optical channel

Description of assumption family:

It is assumed that an ideal QKD transmitter allows no reading of its internal settings and no modification of its
internal components.

BIAER 7 QKD ZEHONEHEZ AN - 720, WEa v R—F YV F2ZE L7052 2L i3TE R0 EE
TN,

Description of the attack method:

® An attacker reads/writes internal settings of the QKD receiver.
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An attacker modifies internal components of the QKD receiver.

An attacker reads internal confidential data from internal components of the QKD receiver.

An attacker observes internal states of the QKD receiver.

W, QKD MO NIERRE L HAEE T3,

WEEHIZ, QKD ZEHONHa v R—F v P 2EHT 5,

WL, QKD ZEHONEa v K—% v b 2o, NEHOME T — X ZHiAiHd,

W, QKD ZfEH0 NERIRRE 2 B 3 2,
An attacker uses these adverse actions to disclose the QKD key or compromise the QKD receiver.
WBEINLORERT 7y a v AL T, QKD RFEL 720, QKD ZiEH L EHRILLZ0+ 3,
Assessment:
The security and cryptographic boundaries of the QKD receiver are physically protected due to the assumption of
each PP. i.e. A.SecureOp of [PP-EAL4] or A.PHYSICAL of [PP-EAL2]. So an attacker cannot access internal
components of the QKD receiver directly.
The internal settings of the QKD receiver are protected by user identification and authentication functions and
access control functions via user interface(s). So an attacker cannot access internal settings of the QKD receiver
via user interface(s).
If above assumptions are achieved and above functions are implemented completely and accurately, no potential
vulnerabilities exist in above point of view.
QKD ZEH o+ * 2 U 7 4 55T, & PP OFiRSEMFIC L - T, VI REIN TS, DF Y, [PP-
EAL4]® A.SecureOp, %713, [PP-EAL2]® A.PHYSICAL T» %, % D7=%, WEB¥ 13 QKD Z =D L 2
YHR=FV MCEET 72 ATE R,
QKD 5D WEIEE (2. FIFZBAIGEEMEE L 7 27 v AHIHBEREIC X > CTIREI LT3, 2Dz, KE
HIIHHEA v 2 —7 2 — 2% LT QKD ZEHONEHKEICT 7 A TE e\,
LR ORI ER S, FRLOBRER T2 O IEMEICEE I N TWw 22 b iE, Eido#ls coFENMaTE
BFEL 72\,
However, the QKD link is not physically protected and not access controlled. An attacker may observe or modify
internal state of the QKD receiver via the QKD link, e.g. choice of encoding basis.
L22L, QKD V v 7 3WBiicifi#E I n<s o, 727 2#Hf#lld ShTwniav, K8EFHIZ, QKD Vv 7 &4
LT, OKD Z{EHONERIRIE 2 I £ 721305 2 AlREEDS & 5,
The attack method that exploits modification of the internal state is used in some attacks. An example is bright
illumination attack described in Subsubsection 9.2.5.
WEREE DU % EM T 2 WBFE IR, W20 Tlibhd, —20fliE 9.2.5 H Tl T 7z Bright-
[llumination Attack T® %,
One of attack method that exploits observation of the internal state is Back-flash attack. This attack is applicable
when different detectors are implemented for each photon state. It is known that detectors emit weak light by
themselves in response to detection. If the emission varies depending on detectors, an attacker can obtain
information on detector detection events by observing the emission. The Back-flash attack can be performed with
current technology. It is necessary to conduct and pass penetration tests. The penetration test for the attack is
described in Subsubsection 11.2.2.
WEREE OB % BT 2 WBEFED 1 2Ny 7 77 v v a BN H 5, ORI, KA PIREFICE R 2/
HERAREIN T EAICETE 2, BIEGIZ. RHISCTHOHIIEHET 2 2 BT w5, F
TP IC T2 2 2 01X, WBEIZ, ZOFL2BE T 2HIC L > T, NGO A ~ v b icBd 5 1H®R
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ERETES, Ny 777y aRBIIBEORM CEITAETH Z, BRAT AP 2EML, AT I2LELDH
3, WBICNTERATAMT 1122 HICERINTW S,

Another attack method that exploits observation of the internal state is Trojan horse attack. This attack is applicable
when the modulator is used to select the basis and same detector is used for all basis. An attacker injects light into
the QKD receiver via the QKD link, observes the reflected light, and estimates the basis state.

WEIREED B Z EH T 23 5 1 DOKBTHEF, tnfOoRERBETHZ, COXEIT, ZRMmAERHL <’
B2 #ER L, RCoERICHUREGZENT 256 1CENTE 2, KBHIZ, QKD Y v 7 2/ L TREKIC
KA L, KEDEZ B L CRIRIREZHEE T 5.

Trojan horse attack countermeasures are implemented in several steps.

1. A light injection monitor is implemented that monitors the light intensity injected into the QKD receiver.

2. When the light injection monitor detects strong light, the TSF will automatically respond to prevent
information leakage due to light reflection. e.g. the TSF performs "emergency stop of the QKD link"
(FPT_PHP.3).

3.  When light is injected below the detection limit, the maximum reflected light intensity is estimated based on
the transmission and reflection characteristics of the QKD receiver components.

F A ORBEHEDOXPIKIZ, W 2pDRT vy I THEEINS,

1. ZEMICEATIN I BEZER ST 2UEAET= 223 TIN5,

2. HFEAT=Z D ERIT 2 L. TSF ZHBIMICSE L, o RKEIC X 21E8RRE i <. iz TSFE

iZ. TQKD V v 7 o8&iFik] %5173 % (FPT_PHP.3),

3. MRHRFLUT DEAEA T N GG RARNADUBE R, ZEK 2 v R —F v t o@EdRE & KRR Ic 5o

WCHERE TN 5,

If the security proof specifies quantitative assumptions on the reflected light intensity and those assumptions can
be verified by functional testing, no further analysis is required on the Trojan horse attack.

¥ 2T 4G RO DR ICBE S 2 E BRI AEEZREL TV, ZOEEVEAET X F THEETZ 2485
Ald, Pe A OKREKBICET 2 X 57455003 E kv,

If it is not the case, assessment of vulnerabilities against the Trojan horse attack is necessary, which is as follows.
The Trojan horse attack can be performed with current technology. It is necessary to conduct and pass penetration
tests. The penetration test for the attack is described in Subsubsection 11.2.2.

Z 5 ChrwEAEIE, RRROBEICH T 2 XD X 5 Mg tEo i AL ETH 5,

b a A DOKRELRIIRIEO M CEITRETH 2, RAT A ZEL., AT 2 0ENH 2, BEEICHNT 2142
AT AMI 122 HICER T T 5,

9.2.4.Accuracy of the demodulation

Description of assumption family:

The decoy-state BB84 protocol dictates that the receiver chooses between the two measurement bases. A

measurement basis is usually determined by a set of optical components in front of two photon detectors. An ideal

receiver can perfectly distinguish the two optical modes used for encoding on the chosen basis.

decoy-state BB84 7't b 2 v (L, XAEHED 2 DDHUERIED 5B UL D&EIRT 5 2 & 28KT 5, #H. HIE
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HIEKIZ, 2200 FRINGOFRNICE,» N 1 HOFERTFIC X > THRIES N S, BB RZERKIT, ERLZ
BREOFFFLICHwb NS 2 DD EE— FEERICHHITE 5,

Description of the attack method:

Intercept-resend attack on the monitoring basis: The attacker intercepts the encoded pulse(s) from the QKD
transmitter and makes a photon detection to distinguish the two states for the basis used for monitoring,
determining a bit value. When the detection was successful, the attacker prepares a stronger optical pulse with the
proper modulation corresponding to the determined bit value and sends it to the QKD receiver. This attack
introduces no additional errors, but the determined bit value may partially reveal the bit value determined by the
QKD receiver on the other basis if the measurement bases are not accurate.

B ELE~ D Intercept-resend ¥ : WHEHF 13X, QKD EEH 2 O OffF 5k v 2% 5% L, BRI
ZIJLITH LT 2 20REZR XAFT 2T HEEfTV, €y MERZRET 2, REBEIHT 2 &, WRFIFIE
INizey MEICHIGT 2@ AR L 72 X VB e sy 22 #E | L. 2 e QKD ZEKICEET 2,
COBBICE o Tz 7 =L 2 2 & idhvs, MIEREAIEHEChR WA, IREINE Y MAIC X 5
T, b9 —HOEET QKD ZfEHMARE L7 vy MEDE NI S 201072 2 A[REMED B 5

Assessment:

If the security proof makes no assumption on the accuracy of measurement bases, or if it specifies relevant
quantitative assumptions and those assumptions can be verified by functional testing, no further analysis is required.
If it is not the case, assessment of vulnerabilities against the attack described above is necessary, which is detailed
in the following.

¥ 2 )T 4G HIERIKD EHEEIC O W TOREZ VTR D, 25\t BES 2 EBI & RE D
EIN, ZDIENKEET A M iC X o THEET 2 256, WU LD IZ4E R,

Z 9 Ciwihaik, LRI T 2 stk OFHli AL E TH Y . Z OFFNIF AT ICEEIE S 5,

The intercept-resend attack on the monitoring basis can be performed with current technology. It is necessary to
conduct and pass penetration tests. The penetration test for the attack is described in Subsubsection 11.2.4.

B HFEE~ D Intercept-resend BB ZBUED AN CRITARECH 5, RAT A M2 Ffi L. AT 2 LE1H
5, WRICHT ZEBATA T IL24 GBI AT 3,

9.2.5.Single-photon sensitivity

Description of assumption family:

It is assumed that the single photon sensitivity of the QKD receiver is not controlled by injected bright light.

ZEWOHBDETREIL. FAINEHIWHICX - THlffl N s F T EIND,

Description of the attack method:

An attacker injects bright light to the QKD receiver at the timing when the light pulse of the QKD transmitter

should be received. After that, the attacker injects trigger light that encodes his own bit values. If the detection

efficiency of the single photon detector in the QKD receiver decreases due to the injected bright light, the QKD

receiver will not be able to receive the photons transmitted by the QKD transmitter. In this situation, the attacker

can force to receive intended bit value to the QKD receiver using own trigger light at a later timing.

WEFIL, REERONANZAEZETNEXA IV I TZERICHLZ WEEZTAT S, Z20% KEFIZAZD

vy Mz vy a—FLAaMYEEEAT S, HE WHEEA SN CRZERKRO Bt TR O Bz #E MK
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7T, BEO M)At Efio T, RERICEM LYy MEZMEHIWICZEIE 2 LA TE 5,

There are two distinct types of bright illumination attacks. In the ideal case, those attacks are described as follows.

(Here we assume a decoy state BB84 protocol in which the sifted key is generated from the Z basis only and the X

basis is only used to monitor eavesdropping.)

NKIRICIZ 2 20X 4 7935 2, B ALG, SO 0RBEHUTO LS it nd, (22 TiE, ¥ 7 b

WD ZHIED B O ARSI, X BEIIEHEORRICoAfFH IS, decoystate BB84 7’1 b a v % {KiET 5)

1). Bright light puts all detectors in linear mode. When a strong control light with the same optical mode as a

signal light used in the Z-basis is injected, all the light in the Z-basis is incident on the corresponding detector.
The intensity of the control light is chosen so that the intensity at the incidence is slightly above the threshold
of the linear mode detector. In this case, no detection occurs in the X-basis, as the control light is equally
divided between the two detectors.
HPEIc XY, I XCTofitisz ) =7E—-Ficd 5, Z BKDESELFUNFEE— F2RiomeilEbe
EAHT 5L, ZEKRTRFFEDHRIEGRICT RTONB AN T 2, ZORD ARIREL Y =7 € — FRiligs
DLEWEL VDL Licx 2 X5 cHlfibtofEZi# s, ok, X KT 2 >olHEICE S I N TA
W27z, BIPRS00,

2). This attack is only valid for devices with passive base selection. The passive basis selection device uses a pair
of photon detectors for the measurement of the X-basis and a pair of photon detectors for the measurement of
the Z-basis. Bright light reduces only the quantum efficiency of the detectors in the X-basis to zero. When the
control light with the same mode as a signal light used in the Z-basis is injected, all the light branched to the
Z-basis detection is incident on the corresponding detector and only that detector causes detection. The X-
basis detectors do not cause detection due to the bright light.

C ORI RZEHILCERDILE ICDLFNTH 5, PPFELEERDLEE 13, X HEOHEHIC 1 XD H—)
g, Z BRROHEMIC 1 o e Bilidsvon s, BPtic Xy, XEKOBRdEkDO &R 13
RKiZTwEnicd s, ZEEDESNHEFUE— F 2otz A3 5 & Z HECiFiE ot ic
TRTONBAK L, 2 OB AR 2R 3, X EREOMRIHEGIIIDLOE TR 2 C 3 7xw,

By using attack type 1) or 2) at the resending step of the intercept-resend attack, the attacker can learn the value

of the sifted key in the Z basis without increasing the bit error in the X basis.

WL A7 1)F 7213 2)%, Intercept-resend D resend FFICHW 2 2 & T, WBEFEI X EEoL Yy T —

ZEAIEFTICZEED Y 7 MROMEER DL LA TE D,

Assessment:
One of countermeasure against bright-illumination attack is to implement a light injection monitor in the TOE.
The light injection monitor is a function implemented inside the QKD receiver, which detects and alarms when
bright light is input. If no countermeasures are implemented, FPT_PHP.3 is not fulfilled, and ADV activity of the
evaluation will be failed. Based on the rationale provided below, a set of the functional tests in Subsection 10.3.3.5
and Subsubsection 10.9.2.1, instead of a penetration test, can suffice to evaluate how well the TOE withstand
bright-illumination attacks.
BB 4 3 O e D DRI IE, HEAE=X2D TOE ~DOEETH 2, JFEAE= 21T, QKD Z{EHED A
BRICEIEIN TV ERAETH VIHZ VR AN INZHEICEZENERBLCTY 7 — L2835, dL, oD
MR D FEe X N T T L, FPT_PHP.3 (37 éim“ Z DOFHlio ADV 7 77 4 €7 4 1% FAIL 3%, Tad
WORITRICH S X, BAT A PobYIc, 10.3.3.5 Hiks L 10 10.9.2.1 ICFlEE N TV 5 —EHDOBERET R b IC
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Feasibility of attack type 1) can be evaluated from the functional test in Subsubsection 10.9.2.1. When a detector
goes to the linear mode under illumination of a bright pulse with an intensity u, it is no longer sensitive to a small
signal input. It follows that if the intensity of the bright pulse is increased from zero to u, a significant decrease of
sensitivity to a small signal input should be observed. On the other hand, the functional test requires that there be
no loss of sensitivity in the intensity range at which the light injection monitor is not activated. Hence, if the TOE
passed the functional test of Subsubsection 10.9.2.1, the attack type 1) should fail because it is impossible to make
the detectors transition to the linear mode without triggering the light injection monitor.

WEE2AT 1) O7 4 =YY T 410, 109.2.1 HOMRET A b 2 LFHliT& 2, 50 u OO AGTCitg
BV =TE—PFICRDLE, MEFANCNFT 2REREIIRDNTNE, 207D, HROEBEEZXYe2H 1~
AL TR, IMEFANICN T 2130 % ) LZREORTREMEI N2 IETTH L, —J7. BEET A L,
HFEAT = X 2MEB L 7 IR HIP CRE DK T 287 2 & #FRL T B, 6o T, 10.9.2.1 THOMHET = b
ICEME L7z TOE K L Cld, ZDNFEAE= 22 FE) 342 L LICHMidRZz Y =7 E— PicT3 €5 C
ERTERND, 247 DORRIINT 23T TH S,

The attack type 2) may still effective even if the detectors are not switched to the linear mode. This attack can be
performed with current technology, and the penetration tests described in Subsubsection 11.2.3 can be identified
for the attack. However, if the TOE passes the functional test described in Subsubsection 10.9.2.1, the probability
that the TOE will not pass the penetration test described in Subsubsection 11.2.3 is expected to be extremely low,
based on the rationale provided in Subsubsection 13.2.2.

WZ AT 2, RABRS) =T E- PV Exonm TOHMTH D, Z OBERIIBED Bl ¢ FEATv]
BECH Y, 1123 HTHMEINIRAT A M T OBEICH L CRIIATRETH 5, 7272 L. TOE 2810.9.2.1 JH
IR I N TV IHERET X MICAIE L T 2 5A. 1123 HTHMINTW SR AT X Mic TOE 28&H L 7\
fERIE, 1322 H ORI NABPIcEo &, O TRV DL FHIND,
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9.2.6.Recovery or dead time

Description of assumption family:

It is assumed that detection efficiency of the photon detector is not affected by past detection events.

This assumption can be seen as a subset of the assumption on single photon sensitivity. After a detection event, a
single photon detector takes some time to recover (referred to as dead-time). During this time, it loses its single

photon sensitivity.

BRI AR OB AR IIRT ORI A XV F O EEZ T b HEI NS,
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Description of the attack method:

An attacker injects blinding light to the QKD receiver outside the detection window of the QKD receiver and

aiming at the timing when the transmitted pulse arrives in the dead-time of the detector. The timing should be a

little before the detection window.

If the blinding light is encoded a specific photon state used in the TOE, the light blinds a specific photon detector.

For example, when the blind light is encoded bit “1” with Z-basis , the QKD receiver will not be able to receive bit

“1” with Z-base. As a result, the bit "1" is lost with in Z-basis, and an attacker can predict that the bit in the sifted

key is "0" with high probability.

Experiments show that this attack is successful even with blind light of 20 photons or less.

WEBEHEIL, KMEASVABPREEROT v XA LCEET 244 I v 7 2Ho T, ZEROWRIEY 4 v Fvodbc

ZEWCTIA VY ENEFEAT S, ZOXA IV 73BT 4 v FY A LETIICAR S 13T TH 2,

TOE M I N EDHTRENR T F4 v FRiIczy a—FIRTWwEEA, ZORIIEE 0BT

METIAVIET S, Iz 2, ZDOT7 AV AR ZEECTCE Yy Ml va—-FInTw i, ZERK

FZEETE Y MU ERRETERLA RS, ZOMR, vy MUpkbh, WEEIL, GuiERTy 7 Moy

v ME"0"TH B & THITE 5,

FERCTlE, COWBIZ20TUTOT T4 VY FHTHEINTEZexmInTn s,

Assessment:

Some TOEs implement countermeasures to ensure that the photon detector is not blinded.

For Example,

(a) The QKD receiver monitors the terminal voltage of the detector. Since the terminal voltage is temporarily
dropped due to photo detection, if a terminal voltage of one detector drops, the QKD receiver disables all
detections until the terminal voltage recovers.

(b) If a gated mode photon detectors are implemented, the QKD receiver controls the gate signal to not detect
photons before the detection window.

WL Oo0D TOE I X o TiE, B-DEFRIBERAE 7 74 v F I WHEZRIET 2 1WA FE I N 2560

b5,

a) ZERIIMHEOWHTFELEZERT 2, RIBICX Vi FERIZ—RIK T3 5720, 1 DoilidE Db
TERIEMMET L2 b X, ZEKRIZZ Ol EEAEET 2 £ T, 2ColtizE\ELs s,

b) 77—t E— FHESEFRHEGRSREI LTV 355G, ZEKIT, RV 4 v Py ORI 2RI L v X
YT — MaszhliEs 5,

However, even if (a) is implemented, the terminal voltage drop width and the dead-time width may not be exactly

same. The time of descent may be shorter than the dead time, and the detector may be activated during the dead

time.

If (b) is implemented, an attacker may inject strong blind light to force detection and blind the detector. To counter

such attacks, light monitors can also be implemented to detect the stronger light. However, the sensitivity of the

light monitor may not be sufficient to detect the blind light and fail to prevent blinding.

Therefore, the penetration tests shall demonstrate the TOE counters such attacks. See Subsubsection 11.2.5.

LA L (@ REINEGATH, WnTEEICHTIBTRHIES 7 F &4 Lf3ERIC—HL 2w b AR

o BETIRIIEDST v F 2 A4 AR VEWEAERH Y, T v F XA LOBICRIEGESEIML SN 25605 5,

D) FEEINHETH KEBEPE T 74 Y FREFEAT L L, ok ZEd L., Bligezt 774 v
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9.3.Whole of the TOE
9.3.1.Calibration

Description of assumption family:

It is commonly assumed that the optical signals exchanged in the calibration phase cannot be exploited by the
attacker to enhance her attack against the QKD system. However, a slack execution of these phases, lacking
coordination between the users or leaking more information than strictly necessary to the eavesdropper can
compromise the security of the whole QKD system.

Fr )7L —va v 72— XTI NZNESIZ. QKD ¥ 27 AICHd 38 %584 2 72 0 ICBC8BE 5]
M3 2actidcedhnt—fRICHEINTVS, 2E L, TNHD7 =2 —XORTHENTZY, 2 —F —HDOH
BHBARLEZY, BHHCHE CHE LR EOHERPIWER LY $25 &, QKD Y27 4 8Kk02F 2 Y 7 1458
fafRicE b I N B A[REEDR H %,

Description of the attack method:

For example, if the QKD receiver uses two detectors, the detection timing is adjusted using two pulses, one to
adjust the detection timing of detector-A and the other to adjust the detection timing of detector-B. An attacker
imposes a time delay only on the training pulse for detector-A. Then the detector-A is adjusted to non-optimal
detection timing. If this reduces the detection efficiency of the detector-A, an attacker may succeed in the detection
efficiency mismatch attack shown in Subsubsection 9.2.1.

PrAE, ZEHS 2 ooiGREfAL T 5G, RINZA Iy 732 20 VX2 AL TSNS, 1
DFBHER A ORI A Iy R L, bS5 1 o3kRiG B ol x4 I v e BT 5, WBHEIE Bl
tr A OFEEAN 2O AEEEZEH T 25, 375 &, Bids A ZIFmBERRNZ 4 Iy 7IciliiInsg, <
i XY BEs A ORI MET 32 &, WEE T 9.2.1 IR THRHEMEA BB IR T 2 il H
%o

Assessment:

The penetration tests shall demonstrate the TOE counters such attacks. See Subsubsection 11.3.1.

BATAME, TOERZD L) BB T 22 L2 EEL AT bhwv, 1131 HEZSHOZ L,

9.3.2.Stabilities of the light source and the photon detector

Description of assumption family:

The light source of the QKD transmitter and the photon detectors of the QKD receiver are typically assumed to be
stable and the characteristics are the same as when they were characterised. However, in practice, the light source
and the photon detector may deteriorate over time and the security of the TOE cannot be guaranteed with the

deteriorated characteristics of the device.
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Description of the attack method:

If the light source of the QKD transmitter deteriorates over time, in extreme cases, the optical phase will become
skewed, making it easier for attackers to predict the transmitted optical phase.

If the photon detector in the QKD receiver deteriorates over time, in an extreme case, the QKD receiver will be
unable to receive bit 0, the attacker can estimate that all raw key is bits 1. Even if it is not so extreme, if detection
efficiency for bit 0 of the detector decreases, the attacker can estimate with high probability that the raw key is bit
1.

QKD X fEHOEHIRELL L 725E . MinZafl<ld, SR b . BB LAE I Witz TRL ST
{725, XEEROEDLTRIBGPRESLL 256, Minaplcid, ZEKRIYy 0 2ZETE R ARD,
BWBHEZTXTOERPE Y 1 THELHETE 2, ZZETlIRTAL &b, Bt FilitGcory 0o
BRI IMET 32 & WBEIL, meiERc By P 1 Ths ) LfEETE 2,

Assessment:

The developer shall provide a routine inspection measure to ensure that the light source of the QKD transmitter
and the photon detectors in the QKD receiver is no performance degradation for the TOE user. If the performance
of the light source and photon detector are maintained through the regular inspection, penetration tests are not
necessary.

FAFEE X, QKD XfEH LIRS QKD ZER DBt FRRIIIER ICPERES LA v T & 2R T % 7230 D E IRy
BRETFER%Z. TOE MM ICREE L 20 0E7%e o kv, ERBEFERIC X VLR & -t B o the
PR E TR, RAT R MIBE R,

9.3.3.Robustness against provoked damage

Description of assumption:

It is assumed that the light source of the QKD transmitter and the photon detectors in the QKD receiver works

properly.

QKD X fEHMN DI & QKD ZEMN OBty Bitides1IEL CEIfET 2 L BE I N5,

Description of the attack method:

An attacker injects strong light to the QKD receiver or the QKD transmitter via the quantum channel.

If the photon detector for bit 0 in the QKD receiver is permanently damaged due to the attack, in an extreme case,

the QKD receiver will be unable to receive bit 0, the attacker can estimate that all sifted key is bits 1. Even if it is

not so extreme, if detection efficiency for bit 0 of the detector decreases, the attacker can estimate with high

probability that the sifted key is bit 1. If the modulator in the QKD transmitter is permanently damaged due to the

attack, in an extreme case, only the unmodulated state is sent from the QKD transmitter. The attacker predicts the

bit values in the sifted key with a high probability.

WREIZ, BFF v A2/ L CRERE IR ERICEVEZEAT 5,

WERIC K > CRIEHD ey b 0 OBt TR 2MEARNICIRE L 72356, Mli ek, ZERITe v

FOZZECTERL A, KEHFEFIITXRCOv 7 MRy b 1 THEEHEETZ S, 2 Cimcil &

b, MO Yy b 0 OMRIEAERMET 2 &, WEEHE, SR c [y 7 MiZey P 1TH B LHEET
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Assessment:

No countermeasures are currently known to completely prevent damage to the optical devices.

Theoretically, for example after injecting very strong light into the QKD receiver, a penetration test can be
considered that demonstrates that there is no significant difference in the detection efficiency of bit 0 and bit 1, but
this test means a fracture test. Therefore, it is difficult to ensure that the TOE counters this attack method
completely.

At the least, the developer shall provide a routine inspection measure to ensure that the optical devices in the QKD
transmitter and QKD receiver is undamaged for the TOE user. If the performance of the light source and photon
detector are maintained through the regular inspection, penetration tests are not necessary.

BUR, SR r oaf 2 e CRPURIZA S LT vz,

BEmAEICiE, B2, ZERICOEFICEVOLZEALZE, €y 0 e ey b 1 OBREMRICHEEEN R L
ERTRATAIBEZONDD, COT A MIEET 2 F % EWS 2, fit> T, TOE 2 OBBEICTEAIC
WHT 2 e RS 5 LIXRNEETH 5,

Pie L b, FFEE L. QKD XfEH S QKD ZEMDIER T ICIRE S 7\ C & 2R % 7 0 O EMIR iR
FB %z, TOE FIHEICREE L 2 T id 7 5 v, EBI RBREFBIC X 0O & it FBHigR D MERE DS HERE
IhTwhE, RAT R MILER W,

9.3.4.Authenticated classical channel

Description of assumption:

The authenticated classic channel is assumed to assure the identification of the endpoint that sent the channel data
and to protect the integrity of the channel data.

WAL AT v AV iE, T ANVT — X2 XELAT Y FAEA ¥ PO ZRIEL . MU T ¥ AT — X DI5E
SR RET 2L EEL TS,

Description of the attack method:

There are various methods of attack for authenticated classical channel. For example, an attacker could install a
packet sniffer on the classical communication channel between the QKD transmitter and the QKD receiver, and
then impersonate the QKD transmitter and QKD receiver to eavesdrop on or tamper with the communication
content.

AREA A HIT v AT B BT, BRA RIRBOTTER S 5, Hlz X, BEE D QKD kfEH & QKD ZfEH 0
MO WHHGEEIRIC ST vy P A=y 77 —%KE L. QKD X5 - QKD ZEHIc e v 3 L THIENE 2 EIEL
OV RETALZY T 5,

Assessment:

The penetration tests shall demonstrate the TOE counters such attacks. For [PP-EAL4] and [PP-EAL2], the
protocol to be implemented in the authenticated classical channel is not specified, and the TOE developer decides
the protocol. The evaluator shall search for vulnerabilities in the implemented protocols and conduct penetration
tests in accordance with [CEM].

RAT A I, TOE 23Z D X 5 RBBIHI$ 5 & & 2 RAEL %2 F 1E 7 b 72\, [PP-EAL4] & [PP-EAL2] T
FREGEE A E T » AV ICFEEET 7w b aridiko b T3, TOE fIFER 7R b arZRET 5, &F
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9.3.5.Random number generators

Description of assumption:
It assumed that the random number generator provides random bits that meets the defined quality metric.

BLBAEERITER I NMEICAET 2 7 v Aoy Fefitfad 2 LIEI N T 5,

Description of the attack method:

® An attacker reads raw random bits from internal components of the QKD receiver or the QKD transmitter.

® An attacker modifies raw random bits in internal components of the QKD receiver or the QKD transmitter.

® An attacker reads digitized random numbers from internal components of the QKD receiver or the QKD
transmitter.

® An attacker modifies digitized random numbers in internal components of the QKD receiver or the QKD

transmitter.

K8 FIE, QKD ZfEWE 7213 QKD X EMONEa v A —F v b2 bAED T v XLy P AT,
WEEFIE, QKD ZEHE 721X QKD A EHONE 2 v -4 v FNOAED T v XLy F 2 ZEET 5,
WEF X, QKD ZEHE 721X QKD £ EHONH 2 v R —F v b 25T V2L L 8L E Hi a3,
WEHF X, QKD ZEHE 721X QKD £ EHONH 2 v F—4 v PNOT VXML L 6L ZEES 5,

An attacker uses these adverse actions to compromise the QKD receiver or the QKD transmitter.

WBFZINoDEHELRT 7y a v 2 ML T, QKD ZfEH % 7213 QKD *iEH %2 fEiLs 5,

Assessment:

The QKD receiver and the QKD transmitter are physically protected due to the assumption of each PP. i.e.
A.SecureOp of [PP-EAL4] or A.PHYSICAL of [PP-EAL2]. So an attacker cannot access internal components of
the QKD receiver or the QKD transmitter directly.

If above assumptions are achieved, no potential vulnerabilities exist in above point of view.

QKD %{E# L QKD Xf5Hix. & PP ORifesEMfic k- T, YHIcR#EI N T b, $74bb, [PP-EAL4]
D A.SecureOp, F 7213, [PP-EAL2]® A.PHYSICAL TH» 2%, ZD7=0, WBE X QKD Z{EH £ 7213 QKD #
EHRONE 2 v R —F v MICEET 7 2 2R TE R\,

FEEOFMHRSGEVER I N T2 H1F, FEL OB T OBTERINETIVE X FE L 72\,
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10. Functional Tests

This section describes the functional tests that developer shall conduct. The functional tests described here have
been deemed necessary by experts in the context of the related SFRs for testing upon the TOE. Additionally,
functional tests that are required to be conducted in the process of identifying vulnerabilities in Section 9 are
outlined in Subsection 10.9. The evaluator examines that the developer conducted the functional tests in this
section according to the evaluation activity in Subsection 8.5.

ARETIE, FAREDPEML 20 NER 0 R WHERET A P Zidid 3 5, ZZ Tl T 288067 X b, B
3% SFR OXIRT TOE LB 27 X P BRETH 5 L HIARKPHWT L7z b DTH B, T HiC, I HDOMHHEZ
Al 2 BRICEWTHEET 2 2 L 2ROONT L EHAEET X MIF, 109 flcHEI T3, FHlE I, 8.5
FoFHI T 7 7 4 €7 4 1ICfEv, FARE D COROMHET A P 2R L 722 & ZMAET 5.

10.1. FCS_QKD.1

Test 1:
This test demonstrates the establishment of identical QKD keys according to the QKD protocol (FCS_QKD.1.1).
ZDOT A M, QKD 7'm b 2 vt o 7z[H—d QKD $#ofifir % 5EaE 3 % (FCS_QKD.1.1),
Step 1. The tester shall start QKD session.
ABEE 1L QKD & v v a2 vERMHL R ITNIE7R 57\,
Step 2. The tester shall continue the QKD session until 200,000 bits or more QKD keys are established.
B (X, 200,000 £y FLAED QKD $#23ME. X 115 £TOKD & v v =2 v EMHE L & T iEa bk v,
Step 3. The tester shall retrieve the QKD keys from the QKD transmitter and the QKD receiver.
BT E, KGR L ZEHS O QKD #IZ SR L 2 i by,
Step 4. The tester shall compare the QKD keys retrieved from the QKD transmitter and the QKD keys retrieved
from the QKD receiver.
ARBRE X, IXERD O S L 72 QKD it & Z 580 SIS L 72 QKD $#% Hl L 7 T 4LiE 72 & 72\,
Step 5. If the QKD keys match, the test result is PASS, otherwise the test result is FAIL.
OKD $#23—E T 256, 7 A MERIETPASS TH Y, £ 5 THRIFULT A MGRIE FAIL TH 5,

Test 2:

The developer shall demonstrate that post-processing consistent with the functional specification is correctly
implemented based on each post-processing algorithm assigned to FCS_QKD.1.4 and each privacy amplification
algorithm assigned to FCS_QKD.1.6. Actual functional tests depend on the assignment of the SFR and description
of the functional specification. The functional tests might be as follows in a typical case where the raw key are
sequentially converted to sifted key through a sifting scheme, to reconciled key through error correction scheme,
and then to QKD keys through a privacy amplification scheme.

BAFH 12, HEREMREE —E L 7220 A, FCS_QKD.1.4 icEffF o2 N FROBUBT AT XL L
FCS_QKD.1.6 IZEIff I 5Nz 2 NFNOMEMIGET AT ) X LICHESWTIEL S EEI RT3 2 & 2 %ET
LT iz o\, FEER @Tﬁ%%?x I 1% SFR D &It 1T & BEREM AR DEC IC X o TR R 5, ERIZER, 550
FIAF—LICKoTEZVHIIC, BRYFTIERF — A1 X o TEIIEFAHIC, & OICHEMEEEA ¥ — L ko
T QKD HIc&Ha T 5 & 5 BRI 551013, BRRET XA M IRBITORICR 5725 5,

Step 1. Sifting scheme
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The correctness of the implementation of this scheme shall be demonstrated by verifying that bits whose basis
does not match are removed after sifting for raw key.
20T AF— L
TDAF—LOREDIEL I iF, —BLRWEEERIC K o TERINAAERNOE Y b3, S50IChT
bieey MR LHIBRE TV Z LI ko THEIFL RTRIER S 7\,

Step 2. Error correction scheme
The correctness of the implementation of this scheme shall be demonstrated by verifying that the erroneous
bits are corrected after error correction under situation where the communication errors of basis-matched raw
key occur. Note that too many errors may cause the QKD session to be re-executed based on FCS_QKD.1.2,
making it impossible to observe error correction behaviour. The error correction scheme may be followed by a
process of the consistency check of the pair of the reconciled key. In such a case, the correctness of the
implementation of the consistency check shall be demonstrated by verifying that the same hash value is
obtained when the same string is input into the implemented hash function and that different hash values are
obtained when different strings are input.
i O RIEAF — 24
COAF—LDOFEHEDEL I, HES—FL BB T 2fF T 7 -8R E L2861, MYVETES N
TRICER 728y PMBIEINSEZ L HMGEET 52 S IC KXo CTHIEL AT NIE RO, =7 —H%TE 5
& FCS_QKD.1.2 icf25 T QKD & v & a2 Y AHFE T I, RVFTIEDLS T E2BRTE R kb Ak
MDD 5B ZLITHEET %, at VRl IEXAF — 405, FIIEFAENO—E 2T 5 7ok XicHi v TiThbi
2GR H5, 205G, —HWET = v 7 DFREDIEMEMIL. EEI LT3y v 2 BBUCFE LRSI %2 A
NULZBRITIEFE oy & 2 flERE O, B2 RN AT L BRI RGBS~y v 2 HR RO NS 2 L 2R
AES 5 C LT X o THEEL 2T MIER B R,

Step 3. Privacy amplification scheme
The correctness of the implementation of this scheme shall be demonstrated by verifying that the reconciled
key is shortened by privacy amplification according to the privacy amplification ratio that is deduced based on
FCS_QKD.1.5.
MAE PR IR R % — L
CORAF—LOFEEDIEL Ik, EERRIC X > CETIEFA# 2, FCS_QKD.1.5 it w I x /-
AR IR I > TR I N TV B T & 2T 2 T LiC X o THALL RITNIE R 5 T\,

Test 3: This test demonstrates the function of repeated executions of key establishment by the QKD protocol and
the behaviour of the attempt counter for all attempts for key establishment (FCS_QKD.1.2).
ZDOTAMEQKD 7'm b anic X 28 O D IR L EITHRE L S O -0 o2 fTIc oot A v v
2D 55 FWEEET % (FCS_QKD.1.2),
Step 1. The tester shall query the key establishment attempt counter and record the value.
AEBRE I, ATy v 2 eEaE, HREERL 20 NERL R0,
Step 2. The tester shall start QKD session and attempt the key establishment multiple times.
B IZ. QKD 2 v v a vaRAR L. O 2 EEREITL 20 b e,
Step 3. The tester shall stop QKD session after the key is established.
PR I N, REBEIZQOKD vy v a vaEILLATNIER S R\,

Step 4. The tester ensure that value of the attempt counter is incremented by the count of attempts.
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REE X, ITH Y v 2 OMERRITREE NS 2 2 & 2R L 2Tk 5k,
Step 5. If the value of the attempt counter is incorrect, the test result is FAIL, otherwise proceed to the next step.
AT AT v ZDEHBIEL K Rvifa, 72 P RERIE FAIL TH 0 Z Ut o8ié ik, Ro FIEICED,

Step 6. If the TSF supports the function of automatic repeated executions of key establishment if the QKD

protocol is aborted or sufficient key length is not established, the tester shall also perform the following steps:
QKD 7'm } arphibIniHE. 3o a#RAHEL I T wWiGEIc, TSE A HBI 2
MESZ DRV IR L 2V K — b T 2856, SBEIZUTOFIED ET LR TNIEE SR\,

Step 7. The tester shall configure conditions in which repeated executions of key establishment are required. In
order to support this step, the developer may provide a test function dedicated to fulfilling the condition. For
example, the TOE forces to abort the first key establishment attempt.

AR 1, PEHEZ DR VIR L RITHLE L SNIFMZHEL 2T NIE bR\, ZOFIHEZET %
T, BHRE R, KMz 0 07 2 P HAKEZRE LT v, #lzid, TOE 3, &k¥DH#
FESZ DFAIT 2 iR I k3 5 7 &

Step 8. The tester shall start QKD session and attempt the key establishment.
A E. QKD & v & a v EFIG L. B2 AR TNIE R b kv,

Step 9. The tester shall stop QKD session after the key is established.
BT I N, REBEIZQKD vy v a v aEILLATFIER S 0,

Step 10. The tester ensure that value of the attempt counter is added by automatically repetitions count.
B, BT A Y v 2 DEPEHEI RV ELEEDY, IMEINS 2 2ERL 2TNIE R L R,

Step 11. The tester shall iterate step 7 to 10 until all the conditions in which repeated executions of key
establishment are required are covered.

ARBRE 13, SO VIR LETHLE L INS TR TCOEFZM@ET 2T, X7y 7 7TH510%
BEORLETLARTNIE R SR,

Step 12. For all iterations, if the value of the attempt counter is correct, the test result is PASS, otherwise the test
result is FAIL.

ETOHRVBELICHLTEITA Y v 2 DEXIEL WS, 7 X MERIZI PASS TH b . Z S ogE
. 7 X MERIE FAIL T 5,

Test 4:

This test demonstrates the behaviour of the FCS_QKD.1.2 functionality when the threshold of the attempt counter

is exceeded.

D7 A MFEFCS_QKD.1.2 DREMTH 23 ITH Y v 2 DBEZEA - L 2D 5L EVWEFEIET 5,

If the TOE does not support the management function that modifies threshold of the attempt counter, in order to

support this test, the developer shall provide a test-dedicated interface to force any value to the threshold of the

attempt counter.

TOE 25587 h v v 2 OREZZH T 2 EMEREZ PR —F LT AWVWESE, ZOT A M 2SR —F 357201,

FFE L. BT Y v 2 OEICERE OB T 272007 A VHEHO 4 v 2 —7 2 — 2% L 21T i

CRAEN

Step 1. The tester shall modify the threshold of the attempt counter to lower value. If multiple QKD key
establishments are performed in parallel within one QKD session, the threshold value shall be set such that

the attempt counter reaches the threshold plus one when below all QKD key establishments fail.
AR X, RITH T v 2D L EWEER /NS REICAE L 2T TR S v, #HE0 QKD #2512
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D QKD v v a vAHNTIHTL CTETINSGGE, LE WX, Taco4To QKD H#fEZRKL 7-
ERICEMTAT VY ZBR L EWEIC L ZMATMEIET 3 X5 KEREINRTNITR SR,

Step 2. The tester shall start QKD session.
BRI, OKD vy v a vEFIB L2 TNIE RS v,

Step 3. The tester shall force to fail key establishment and repeat key establishment until the attempt counter

reaches the threshold plus one.

B IL, O 2 EEIIC R T ¢, BT AT VAL R W+ 1IGET 2 THOML 2D K
AIRIFNIER D R\,

Step 4. The tester shall ensure that the QKD protocol execution is no longer allowed.
B X, QKD 7'u F a VO FETHF A I N Bo e T e MR L BT NIE R 570,

Step 5. If the QKD protocol execution is denied, the test result is PASS, otherwise the test result is FAIL.
QKD 7u F a v OETHER S NAGE. 7 A MERIZPASS TH O, zhlstogs, 72 MER
X FAIL T&% %,

10.2. FPT_ITQ.1

Test 1: This test demonstrates the behaviour of the authenticated classical channel (FPT_ITQ.1).

DT A MFRIFAEIT ¥ AL D53 F whEHS 3 (FPT_ITQ.1),

Step 1. The tester shall start QKD session.

AERE X QKD & v v a3 VR L R TR 5 7R,
Step 2. The tester shall modify information to be protected on the classical channel during the QKD session.
AEEE X, QKD v v a vHICHHMT ¥ 3V ECREI N REEMEZRE L R ITNIE R D R0,

Step 3. The tester shall ensure the TSF detects the modification and takes action after detection to be
implemented.

AR L, TSF 32 DSBE R L, ERETNERDEOT 72 a v 2R T T2 2 L 2R L 20T
RH7R,

Step 4. The tester shall iterate step 1 to 3 until all information to be protected, such as bases information and
error correction information are covered. For example, exchanging bases and exchanging error correction
information. If the information is transmitted in both directions, the integrity check of the QKD transmitter
and the integrity check of the QKD receiver shall be tested respectively.

AERE 1T, BEEHR LR VETIEERD & 5 REI NI RE TR COERB I N—IND LT, ATV
71206 3%V IRI LT NIER O R, flZ X, BIEDZH L FR Y FTIEER O & C°H 5, 1HH
BRI TIREI NS 5 6 1E, EEEROTLNT = v 7 EZEROTEREF = v 71k, ThZEh T X b
INRITNIETR D R0,

Step 5. For all iterations, if the action is consistent to the functional specification or the TOE design, the test
result is PASS, otherwise the test result is FAIL.

LTOBVRLICHLTT 7 v a v BRI E 7213 TOE &ite —HL W 3HA, 72 MERIT
PASS T&® Y. xhbHoha, 72 MERid FAIL TH %,

10.3. FPT_EMS.1

10.3.1.Overview of functional tests of assumption families
If the assumption in the security proof is described with the values of realistic characteristics, the corresponding
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values of the testable parameters/characteristics shall be demonstrated by the functional tests. The functional tests
corresponding to the assumption family are shown in Table 10-1. The developer may use one or more tests shown
in Clauses 7, 8 and 9 in [ISO/IEC 23837-2] for the above purpose. The threshold values (expected values) of these
tests in developer’s test plan document shall be consistent with the functional specification or the TOE design and
with values of realistic characteristics of the assumptions in the security proof.

LRVEREH OE IR EN R FHEOE TRl E T 2 A, 7R PAMRER YT X — 2 /Rt o3t ie 3 2 il 134
BET A MCX o THIEI N AT NIE RO R\, RED 7 7 IV ICxHGT 2 HEET 2 % Table 10-1 10K, FilF
Fix, LiLo HD 72912 [ISO/IEC 23837-2] D 7,8, 9 IR INTWE 1 DU EDT A P ZEHL TH X\,
FFEE DT A FEHESCENO N O DT X F D L & Wil GHFHE) (3. BRAEMARE 7213 TOE &Gt MU, &%
2V 7 4 AEHDBCE DBREM L FHEE L —H L T iz s v,

Table 10-1 Correspondence of assumption families and functional tests

QKD transmitter

Assumption family

Phase randomization

Functional tests

Subsubsection 10.3.2.1, [ISO/IEC 23837-2] 7.7

Testable parameter(s)

The difference between the probability distribution of the measured intensity after passing through an
asymmetric Mach-Zehnder interferometer and the theoretical probability distribution
HERIFR~ NV = B — TR 8o T2 I T E SAUVT T8 B D R /AT L PR DRy D72

dphase

Assumption family

Photon statistics and intensity

Functional tests

Subsubsection 10.3.2.2, [ISO/IEC 23837-2] 7.2

Testable parameter(s)

Deviation between the measured value of k-th order correlation function and the theoretically expected
value
k R OFA BB O W E & BRRR B TARS D IEE O IR 24

A

Assumption family

Degrees of freedom

Functional tests

Subsubsection 10.3.2.3, [ISO/IEC 23837-2] 7.6

Testable parameter(s)

The maximum absolute value of the difference in time of arrival, spectrum, azimuthal angle and ellipticity
of the polarization between two encoded states

2O xA—RNSHIRRER DO BIE R A7 ML AR EOD J5 07 LAE 2RO ZEDHEHED i KB

6max,tv 8max,}u 5max,9r 6max,£

Assumption family

Security and cryptographic boundaries

Functional tests

Subsubsection 10.3.2.4, [ISO/IEC 23837-2] 7.8, 7.9, 7.10

Testable parameter(s)

The minimum value of isolation measured under different conditions (input power and wavelength) in
the isolation component being tested
TANT DT AV —varar iR — R MIBWT, AR5 (NIRRT =R E) TSN T /L —
2> DR D/ ME
Pminlso

The maximum values of injection power for CW light and pulsed light indicating exceptional events
BISAA R MR CW B KOV LA DOTEA T — D i KfE

PmaxCWcont» PmaxPulse

The maximum values of deviations in intensity, spectrum, and phase induced by laser injection
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L—TFDOEANZL - T EEIEINDIME | ATV AAHO T KAE

dmaxlntr dmaxSpeC! dmaxPhase

Assumption family

Accuracy of the encoding

Functional tests

Subsubsection 10.3.2.5, [ISO/IEC 23837-2] 7.5

Testable parameter(s)

The minimum fidelity between the measured density matrix and the ideal density matrix assumed in the
QKD protocol
BIE S EATHE QKD 7 a bV TIRE SN A BRI R B EEATH L D7 4 T VT 1 D/ ME

F

Assumption family

Independence of adjacent pulses

Functional tests

Subsubsection 10.3.2.6, [ISO/IEC 23837-2] 7.4

Testable parameter(s)

Deviation of the average intensity of light pulses prepared with the same intensity setting
] U3 BE 3% E CHEH ST 0G LV AD IR E D $ 4L

Or,ji

QKD receiver

Assumption family

Detection efficiency

Functional tests

Subsubsection 10.3.3.1, [ISO/IEC 23837-2] 8.2

Testable parameter(s)

The maximum value of detection probability mismatch between two encoded states

2oDxra— NSRBI O R A — B D F oKl

Omax

Assumption family

Degrees of freedom

Functional tests

Subsubsection 10.3.3.2, [ISO/IEC 23837-2] 8.2

Testable parameter(s)

The maximum value of detection probability mismatch between two encoded states

250 x A= NEPTTIRREM OB IR AR —E DR K fE

Omax

Assumption family

Security boundary on optical channel

Functional tests

Subsubsection 10.3.3.3, [ISO/IEC 23837-2] 8.3, 8.4, 8.5

Testable parameter(s)

The maximum value of back-flash probability
NI T Ty 2 MEERO R KIE
PraxBF
The minimum value of isolation measured under different conditions (input power and wavelength) in
the isolation component being tested
TANT DT AV —2ala R—RMIBW T, BRLGEME(AIT =R R) CHlESh 2T VL —
2 DR O/ IME
Pminlso
The maximum values of injection power for CW light and pulsed light indicating exceptional events

BISA R M ETRT CW B IOV UL ZNEDHEANT — D KA

PmaxCWcont: PmaxPulse

Assumption family

Accuracy of the demodulation

Functional tests

Subsubsection 10.3.3.4

Testable parameter(s)

The maximum guantum bit error rate in each basis

FIEICBI BB YAV RO KL
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QBERmax

Assumption family

Single-photon sensitivity

Functional tests

Subsubsection 10.3.3.5, [ISO/IEC 23837-2] 8.6

Testable parameter(s)

The ratio of photon detection efficiency with and without blind light
Blind Jt& A L35G E AT LZRWEE O R HZh Db

K

Assumption family

Recovery or dead time

Functional tests

Subsubsection10.3.3.6, [ISO/IEC 23837-2] 8.7

Testable parameter(s)

None. Verify that no detection signals are output during dead time.

2L, Ty REALPITHIE B2 SNV e iR 4%

Whole of the TOE

Assumption family

Calibration

Functional tests

Subsubsection 10.3.4.1, [ISO/IEC 23837-2] 9.2

Testable parameter(s)

The maximum value of basis bias and bit bias when a tampering device inserted into a quantum channel
causes temporal shifts in the detection efficiency

BT ¥ RV AS DB E I Lo TR HRICR RI R T ha B ST Ro, BRERVEE YR
R D5 KAE

bmaxOr bmaxlf Bmax

Assumption family

Stabilities of the light source and the photon detector

Functional tests

The light source: Subsubsection 10.3.4.2 , [ISO/IEC 23837-2] 7.3

The photon detector: None. The TOE user shall periodically inspect the photon detector for
performance degradation.

721, TOE FIAHZE T, H—X TR 2N L2 EHIIC AT 5,

Testable parameter(s)

The light source: Mean photon number at each intensity

B HREE TN 15

The photon detector: None

Assumption family

Robustness against provoked damage

Functional tests

Subsubsection 10.3.4.3, [ISO/IEC 23837-2] 8.9

Testable parameter(s)

The maximum value of the mismatch in detection efficiency of each photon detector after injecting light
into the receiver
ZARBIEATEALTIZR O e P& O MR OIR~ v F DR A fE

OmaxMis

Assumption family

Authenticated classical channel

Functional tests

Subsection 10.2

Testable parameter(s)

None

Assumption family

Random number generator

Functional tests

Subsection 10.6

Testable parameter(s)

None

10.3.2.Assumption families of the QKD transmitter

10.3.2.1.

Phase randomization
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The test of this assumption family may be conducted according to [ISO/IEC 23837-2] 7.7 EA to test the uniform
distribution of the global phase of optical pulses.

When conducting this test, unattenuated light may be used.

COIRED7 7 2 VDT A FiE, [ISO/IEC 23837-2] 7.7 EA to test the uniform distribution of the global phase
of optical pulses ICfE > CTEITT LI LA TX 5,

TAFDEITICE W TRBHEI LRV EZHCTD L,

10.3.2.2. Photon statistics and intensity

The test of this assumption family may be conducted according to [ISO/IEC 23837-2] 7.2 EA to test the photon-
number distribution of optical pulses.

ZOIRED7 7 1Y DT A FiE, [ISO/IEC 23837-2] 7.2 EA to test the photon-number distribution of optical
pulses IZfE > TEITTEZ LA TE S,

10.3.2.3. Degrees of freedom

The test of this assumption family may be conducted according to [ISO/IEC 23837-2] 7.6 EA to test the
indistinguishability of encoded states.

When conducting this test, unattenuated light may be used.

ZOIRED7 7 2 Y DT A X, [ISO/IEC 23837-2] 7.6 EA to test the indistinguishability of encoded states (T
Mo TEITT LI LHTE D,

TAFDFETICBWTREEI TRV TS L,

10.3.2.4. Security and cryptographic boundaries
The test of this assumption family may be conducted according to following tests.
[ISO/IEC238737-2] 7.8 EA to test the degree of optical isolation of the TX module
The developer only needs to measure the characteristics of the isolator.
[ISO/IEC238737-2] 7.9 the sensitivity of the injected light monitor in the TX module
The developer only needs to measure the characteristics of the light injection monitor.
[ISO/IEC23837-2] 7.10 the robustness of the TX module against laser injection
The developer measures that the characteristics of the transmitted light do not change even when light is

injected into the QKD transmitter. When conducting this test, unattenuated light may be used.

CORED7 7 IVDTAME UTOTA MRS TEITT L LNTE D,
[ISO/IEC238737-2] 7.8 EA to test the degree of optical isolation of the TX module
FIRE I T A VL =2 DFpER M % 720 T X,
[ISO/IEC238737-2] 7.9 the sensitivity of the injected light monitor in the TX module
FRFEH 1EA T = 2 DFHEZ HAIE K v,
[ISO/IEC23837-2] 7.10 the robustness of the TX module against laser injection
FAFEF 2. QKD X ERRICEDTEALZ L THRENRORUENR LD oW L2 ET 2, 7R FOFETICE
WTIHEE IRV R VT X,

10.3.2.5. Accuracy of the encoding
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The test of this assumption family may be conducted according to [ISO/IEC 23837-2] 7.5 EA to test the accuracy
of state encoding.

When conducting this test, unattenuated light may be used.

CZOIRED7 7 IV DT A FiE, [ISO/IEC 23837-2] 7.5 EA to test the accuracy of state encoding IZfi€ - THAT
THILNRTE S,

TAFDEITICE W TRBHEI LRV EZHCTD L,

Note 1

[t is necessary to estimate the density matrices of the photon states at the transmitter output to perform [ISO/IEC
23837-2] 7.5 EA. This application note provides a method for the density matrix estimation.

[ISO/IEC 23837-2] 7.5EA % 4T3 2 I XX B O B BT 2 TIREOEEITIEZHET 2081 H 5.
DT 7V r—vav /) —r3EEIIMEED —2D)jik%e 525 bDTH 5.

HEATHORDITIIRDHEY TH 5,

This method requires transmitting optical pulses with a fixed quantum state from the QKD transmitter. The

developer shall provide a function dedicated for this transmission.

ZDJTikIE. EEED SEED R FIRETHANZAZRET 2HENRDH 5, HIEH L. Z OREHHOKEZ

FREL 2T IR &7\,
This method also requires a reference receiver that outputs correctly for inputs in the correct state. The receiver
measures the states in X-, Y-, and Z- basis. The tester shall prepare such a receiver.

ZOWFEFER, ELWANICH LTIELS O3 2 BERER 2 4E L 5. ZoZEKIT XY, Z EE TR
REAHECE RTNE RS, SBEIZIZ D XS aZEREHERL 2T NE7R 0 0,

Method (state tomography):

Jitk R+ 77 4)

In the following, the TOE is assumed to use X basis and Z basis to perform the BB84 protocol. The tester selects
one of the four states ®; (® € {X,Z},i = {0,1})) and outputs it from the transmitter.

The transmitted light is measured in the X,Y,Z basis using a reference receiver to obtain the detection rate
P(¥1®:), (¥ € {X,Y,2},j = {0,1])) .

UTFTIETOE X BB84 7' m b anaEITT 270 XHEEL ZREEZH VWS DD LIRET 5, sl it 4 K
DS HbD 1 20, (¢e{X,Z},i={01}) ZERL TEAEH2OHIN T2, BBHE IDLORELZ EEZEHET
XY, Z HECHIE L, BEP(Y|0;), (Y e {X,Y,2},j = {0,1}) 215 5.

Then, the density matrix on the basis & can be calculated. For example, the density matrix on X basis is

reconstructed as a linear expansion with Pauli matrices )'s as

123 Si,\
= — _O’,
=3 i=0So

where
So = 2n,
S1 =2(ny —np)
Sy = 2(n; —ng)
S3 = 2(n3z —ny)
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N
ny = 3((0|PX|0) + (1lpx|1)) = P(Zy1Xo) + P(Zo|X1) + P(Z11Xo) + P(Z11X4)

ny = N{O|px|0) = P(Z|Xo) + P(Zo1X1)
ny = N(X1lpxlX1) = P(X11Xo) + P(X11X,)
nz = N(Y;|px|Y1) = P(Y11Xo) + P(Y11X1)
The accuracy of the encoding is characterized by the fidelity between the intended state and the emitted state.
Ric, BES LOFEETIZFHEST 5 2 3 CE 5, flzid, X BELEOFEETIIE, X7 V1{THle & LT
PIZER & L R T 5,

I S
P=35 1_05—001.
ZZT
So = 2ny
Sy = 2(ny — o)
Sy = 2(n; —no)
S3 = 2(n3 —no)

N
ny = 5((0|Px|0) + (1lpx|1)) = P(Zo1Xo) + P(Zo|X1) + P(Z1|Xo) + P(Z11X4)

ny = N(0|px|0) = P(Zy|Xo) + P(ZolX)
n, = N(X1lpxlX1) = P(X1|Xo) + P(X11X1)
nsz = N(Y;|px|Y1) = P(Y;1X,) + P(Y|X;)
oL oM IF, B L 72 RE L N I N7 REBD KR IC X - TRETIT b 3,
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10.3.2.6. Independence of adjacent pulses

The test of this assumption family may be conducted according to [ISO/IEC 23837-2] 7.4 EA to test the
independence of the intensities of optical pulses.

When conducting this test, unattenuated light may be used.

ZOWRED 7 7 IV DT A i, [ISO/IEC 23837-2] 7.4 EA to test the independence of the intensities of optical
pulses ICE>THEITT 52 LA TE 2,

TAFDETICBWTIHEI TRV HCTD L,

10.3.3.Assumption families of the QKD receiver

10.3.3.1. Detection efficiency
The test of this assumption family may be conducted according to [ISO/IEC 23837-2] 8.2 EA to test the consistency
of detection probability in the RX module.

When conducting this test, the developer also measures wavelength dependency and time dependency.
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ZOWED 7 7 IV DT A i, [ISO/IEC 23837-2] 8.2 EA to test the consistency of detection probability in the
RX module I > TEITTEH LR TE 5,
T A DOETICE T, RS IIBRARGE & R S HE S %,

10.3.3.2. Degrees of freedom

The test of this assumption family may be conducted according to [ISO/IEC 23837-2] 8.2 EA to test the consistency
of detection probability in the RX module. In addition, the developer conducts the functional test described in
Subsubsection10.9.2.2. However, it is not necessary to carry out each test separately, and it is acceptable to
standardize them as long as the same information can be obtained.

ZOIRFED7 7 1Y DT A X, [ISO/IEC 23837-2] 8.2 EA to test the consistency of detection probability in the
RX module iICfif > CTHEITFT 22 LB TE 2, MAT10.9.2.2 KB N T 2HEET A P b EfET 5, 2L %
NEZNDT A b &2 I FEfEiT 5 48137, FUHERBFON SR Y@L L TH L,

10.3.3.3. Security boundary on optical channel

The test of this assumption family may be conducted according to following tests.

CORED7 7 IV DT AMIRDT R Mo TEML T I,
[ISO/IEC 23837-2] 8.3 EA to test information leakage of back-flashes from the RX module
[ISO/IEC 23837-2] 8.4 EA to test the degree of optical isolation of the RX module
[ISO/IEC 23837-2] 8.5 EA to test the sensitivity of the injected light monitor in the RX module

10.3.3.4. Accuracy of the demodulation

This test demonstrates the accuracy of the demodulation in the receiver.

DT AP TIIRERICE T 2 ERHORE L2 KIS 5,

Input the signal transmitted from a transmitter that has passed functional testing 10.3.2.5. (Accuracy of the
encoding) or its replacement into the receiver under test. From the measurement results of the receiver, calculate
the quantum bit error rates QBERy and QBER, for each basis. The larger of the two is designated as QBER,;,4y-
10.3.2.5. (Accuracy of the encoding) DFEHET A M ICEIE L 72X EHD LA X2 oRBM» bk EInET%
T AN ROZEHICATI T 2, ZEETOHER- R 5, KILEICE T 28T ¥y M3 YK QBERy,QBER, %
HHE$2, 20 BKENWH%E QBERp & %0

10.3.3.5. Single-photon sensitivity

The test of this assumption family may be conducted according to [ISO/IEC 23837-2] 8.6 EA to test the robustness
of the RX module against bright light blinding. In addition, the developer conducts the functional test described in
Subsubsection 10.9.2.1. However, it is not necessary to carry out each test separately, and it is acceptable to
standardize them as long as the same information can be obtained.

ZOIRFED7 7 1Y DT A Fix, [ISO/IEC 23837-2] 8.6 EA to test the robustness of the RX module against bright
light blinding ICfE > TEITTE A TE S, MAT10.9.2.1 iICiEE TV 2 HEET 2 P b EMT 2, 7277 L
ENENDT APl 2 ICFEMT 20T, RUHERPEONLRY H@ElL T L,

10.3.3.6. Recovery or dead time
The test of this assumption family may be conducted according to [ISO/IEC 23837-2] 8.7 EA to test the
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appropriateness of dead time settings of SPDs.
COIRED7 7 I VDT A FiE, [ISO/IEC 23837-2] 8.7 EA to test the appropriateness of dead time settings of
SPDs icfiE > THITT 5 2 LA TE 5,

10.3.4.Assumption families of the whole of the TOE

10.3.4.1. Calibration

The test of this assumption family may be conducted according to [ISO/IEC 23837-2] 9.2 EA to test the inducibility
of detection probability mismatch.

ZOWRED7 7 VDT A i, [ISO/IEC 23837-2] 9.2 EA to test the inducibility of detection probability
mismatch I > THITT 2 2 L3 TE %,

10.3.4.2. Stabilities of the light source and the photon detector

The light source

The test of the light source of this assumption family may be conducted according to [ISO/IEC 23837-2] 7.3 EA
to test the mean photon number and stability of optical pulses.

When conducting this test, unattenuated light may be used.

CZOIRFED7 7 1Y DONIFEDT A b ix, [ISO/IEC 23837-2] 7.3 EA to test the mean photon number and stability
of optical pulses ICfif > TEITTHZ LB TE %,

TAPORITICHEOTRBHEI LR WHEH TS L,

The photon detector

There are no tests for the photon detector for this assumption family. The TOE user shall periodically inspect the
photon detector to ensure that there is no deterioration in their performance to guarantee their stability.
ZORED 7 7 1Y DE—LFHIBERICOVTDOT R Mdav, TOE FFHE L H 7 Huilids 0 %€ M & fREE
570, Bt ICIERES L n v 2 LIEIIICRE T 5,

10.3.4.3. Robustness against provoked damage

This assumption family does not require functional tests. The developer shall provide the guidance document for
consumers to regularly maintain and inspect the QKD receiver and the QKD transmitter. Contents of the guidance
are evaluated for appropriateness by the work units shown in section 3.2.

COREDT7 7 T VICHIERET A F 2B L Lavy, BHFEE L. HEFRTITENIC QKD Z{EH. QKD X
BREZRTART 2L, WA XV AZR L ZTNIEER O R, A XV AONREIR, 3.2 filRInd Y —
7a=y Mo THEYID LS iz h s,

10.3.5.Functional tests for assumptions other than assumption families

Characteristics that are not subject of tests of assumption families described above, but that corresponds to the
assumptions in the security proof, shall be also demonstrated by the functional testes. The developer may use one
or more tests shown in Clause 7, 8 and 9 in [ISO/IEC 23837-2] for the above purpose. The threshold value
(expected value) of these tests in developer’s test plan document shall be consistent with the functional specification
or the TOE design.
FRHICBRONTWERED 7 7 TV DT A PR TIEAG, ¥ 2 7 4 GEHOEEICHIET 2R . BEAE
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FAMCXoTEIHEINAZTNITE S\, HFKE X, FdoHMWD =9 I1c, [ISO/IEC 23837-2]D 7,8,9 #=ic
RENTWE 12U EDOTF A FZFHEHALTH v, BAREDOT X FHEXENOINLDT A DL & Wil (A
FrE) 13, BEREMEAR E 7213 TOE %Gt —H L T s irn,

10.4. FPT_PHP.3

This test demonstrates the behaviour of the light injection monitor (FPT_PHP.3).

ZO7 A ME FPT_PHP.3 ORRENTH 2 IEAET=2 D5 T EFET 2,

If a light injection monitor or filter is implemented for these SFRs, its actual characteristics shall be demonstrated
by the functional test. If the light injection monitor is implemented, the test demonstrates power of injected light
detected by the light injection monitor. If the sensitivity of the monitor changes with parameters such as wavelength,
the sensitivity shall be demonstrated by changing the parameters. And more, the test demonstrates that the TSF
automatically responds to monitor detection consistent with its functional specification. If the filter is implemented,
such as a wavelength filter, the test demonstrates attenuation characteristics of the filter. In this case, filtering out
itself is automatic responses of the TSF, so no additional testing that demonstrates automatic response is required.
The developer may use one or more tests shown in Clause 7, 8 and 9 in [ISO/IEC 23837-2] for the above purpose.
The threshold value (expected value) of these tests in developer’s test plan document shall be consistent with the
functional specification or the TOE design.

INH®D SFR ORBICHFEAE=ZR T AN ZPREIN TS5, HKEET A MKk o T2 D2 FEEL 7
FNEZE DR, HEAT=APFLEINTHE 4 6IE, TR M, BEAE=XIC X o TRIHI N EARD
M EFIET %5, TR DEERERERED AT A —2ICX > TENT2HEIE, N7 A =2 52Z L3¢ CRE
BHEIAT S, Hic, 7 A ME, T2 ORISR L <, TSF 2 et e —E L BB E 2 T2 FH 2 HiEd 5,
WRZANZDEI T ANEBPERLEINT 25 0IE, TA NI, 74 VX OWERHEZ RIS 2. 2 DIHA,
7 ANRICXBREAS D TSF OABIGETH 5720, HENIGEZFILT 28MD 7 2 MISE 2\, BAFEE
X, EERoHMD =91, [ISO/IEC 23837-2]D 7, 8, 9 HIC/RENTWE 1 DU EDOTFT X 2L TH L\,
FAFEE D7 A FRHESCEND N L D7 A P D L & WlE (WIFHE) (&, HEEMAARE 7213 TOE &Gte —HLTw
TN B T,

10.5. FPT_FLS.1

This SFR requires that a secure state is preserved when some types of failures occur. In [PP-EAL4] case, state
control is also required, but in [PP-EAL2] case, no state control is required. The common test scenario may be as
follows, but if the TOE claims [PP-EAL4] compliant, the test scenario should be more refined in the developer’s
test plan document in order to demonstrate the state control.

ZD SFR 1Z. W 20D X4 7OREENFKAE L L TR RIREOMF% TRk T2, [PP-EAL4]DEE 1 A
7 — Ml D Ek X 2 23, [PP-EAL2|0BG & 13 A7 — Ml Zz ZRk S e v, o7 X b o F U A idR o
D CTH 22, TOE 23 [PP-EALA#EML A FiR T 2556, A7 — Mz EIET 57201, 7A P F IV AIFEH
ChHFEE DT X P EHHESCGE CRME S s ~ETH 5,

Test 1:
This test demonstrates the FPT_FLS.1 functionality of maintaining the secure state when the failures occur.
Z D7 A NI FPT_FLS.1 ORREN:TH 2 FEERLERF O € ¥ 2 TIREEDHERF 2 FALT 2,

Step 1. The tester shall reproduce the situation in which each failure occurs.
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B L, BREEPFEEL IR ZHE L 2T iR 5 v,
Step 2. The tester shall verify that the defined secure state in each PP is preserved.
AT X, & PP CERI N REIRESHF SN 2 L 2R L T NIE RS R,

It is expected that the developer shall provide test tools (e.g. debugger) or dedicated test interfaces that can access
TSF data in order to reproduce the failure situation such as authentication failure of the classical channel.
Depending on assignment of self-test SFR, the failure situation cannot be reproduced even if test tools or test
interfaces are provided. For example, it is so difficult to reproduce the failure of the physical random number
generator. It is acceptable to exclude such failures from this test. Assurance for such self-test function and secure
state preservation function are provided only by document examination.

PHFEE 3, BEERI (HHTF v AV OFBREAM A &) 2T 2 7c0Ic, TSF 7 —XICT 7R ATELTA MY
=V (TN HARE) FREFEHOTA M V=72 -2 %R L AT Rbhvwe PHINE, HOCT A
b SFR Q#EIffFIc ko TE, 7A MY =ARTRA MM VY2 =7 2= 2RI T, EHEORILZHHT S
TEiFTE R, il iE, PHEBERGRORERZHRST 3 2 LR ICNETH 5, 2ok REERZZOT
AFBORINTZ L BFAEINDE, 2D XD RACT A MERE & KR IRIEHERFFRAE O IREEIZ. SCERATIC X
>TOAEfEIN B,

10.6. FCS_RNG.1

The developer shall test the random number generator according to the random number generator standard
associated with the SFR. For example, the standard may be AIS31 or SP800-90B.

PHFEE 12, SLECE KR %2 SFRACBIEN 1 & N 7= S REEHEICE > T 7 A P LT i e o v, fl2iE, 12
#E|% AIS31 % 7213 SP800-90B TH v 1525,

10.7. FCS_COP.1 and FCS_CKM.6

Depending on certification scheme, specific algorithm verification program may be required for crypto algorithms
specified in FCS component. The developer should contact each certification body for the required algorithm
testing.

ARREA ¥ — LICKAF LT, FCS a v A=A ¥ P CIREI NS T AT Y XL E, FEDT V=3 ) X LKGEET
077 LRERINDGEDRD D, FFEEIL BERINEZTATYXLTZAMCOWT, ZNEN O IC
b & Thd,

The test for the destruction of the cryptographic keys specified in FCS_CKM.6 can be tested with reference to the
supporting documents [DSCSD] or [HCDSD].

FCS_CKM. 6 CTHHE S NG5 #OWED 7T X ik, ¥+ — FGE[DSCSD], [HCDSD]#&#ICLTT A b3
5 ENTE D,

10.8. Other SFR in the Functional Package

Functional tests of the identification and authentication specified in FIA_UIA_EXT.1 and the secure channel
protocol specified in FTP_ITC.1 shall be tested with reference to the supporting document [NDSD].

The use of trusted channels specified in FDP_ETC_EXT.2.1 is included in the tests for FTP_ITC.1.
FIA_UIA_EXT.1 CHE S N7z38HEREOMEET A b &, FTP_ITC.1 THREI Nzt F 2T Fxx L7 L
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DOHERET 2 MW F— F LE[NDSD|#Z#Ic LTCF A FT 5,
FDP ETC EXT.2.1 CHEEIN-EHINZF ¥ 2O, FTP ITC.1 o7 X MZEH TN B,

Test 1:

This test demonstrates the FDP_ETC_EXT.2 functionality that is exporting QKD keys and that the exported keys

are not re-used.

DT A it FDP_ETC_EXT.2 O#RENETH %2 QKD DT 7 AR —+ & 7 AR — b L#AFAH S 1Lix

WZ EEERET 5,

Step 1. The tester shall start QKD session.

A X QKD vy v a VAR L RIF X o kv,

Step 2. The tester shall ensure that the TOE automatically exports the QKD key to the key manager during the
QKD session. The export shall be done only once and it shall be ensured that the exported QKD keys are not
re-used.

AERF X, QKD £ v ¥ a2 v TOE 23~ 4—Y ¥ i QKD & HEIMIC= 7 AR - b T3 2 L 2R L 7%

bR, TZAR—FE—FEDOATHY, =7 ZAFK—1+ L7z QKD #AHAH I RN & 22L&

TR b 7R,

10.9. Functional tests related with vulnerability analysis
10.9.1.QKD transmitter

At the moment, functional tests related with vulnerability analysis on the QKD transmitter have not been identified

yet.
BFE. QKD A EREDMegg ot ic B 3 2 8Ae 7 X M iE. ERFEI N TV,

10.9.2.QKD receiver
10.9.2.1. Single-photon sensitivity

Purpose of test

The test of this assumption family demonstrates the countermeasure against the bright illumination attack.

ZOREDZ7 7 I Y DF R MIPNEEONTIHR A EiIET 5,

Target of test
A set of receivers used for the TOE.
TOE ffHINTw2XEH T £ b,
Test equipment and configuration
® QKD transmitter QKD iX{5H%
TOE QKD transmitter or its replacement.
TOE DiEfE88H 5 Wik Z o U .
® Fiberspool 7 7 4 XX 7' — v
Fiber spool for the distance envisaged, e.g. 50 km
50km 7z &, BET SO R Y 7 7 43
® Optical coupler Y74 75
For 1550nm
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1550nm H

® Laser for blinding Blind L —#
Light source capable of outputting pulsed and CW light in the 600-2000 nm range.
2L, CW S % 600-2000nm D #ipH < H ) © % 2 HR

Fiber spool
- QKD
QKD @ Optical .
transmitter > coupler > f?%%l\é?r
A
Laser
for blinding

Figure 10-1 Test for bright illumination attack

Test method
Step 1. Establish a QKD link.
QKD V v 7 %L 5,

Step 2. Record the difference R;(0) between the photon detection rate when no Blind light is input to the
receiver and the photon detection rate when the signal light from the transmitter is input to the receiver. i
indicates the index of the multiple implemented photon detectors, typically i = 0,1 or i = 0,1,2,3. The
photon detection rate refers to the number of photons detected per unit of time. The input signal light shall
be of the intensity and state used in normal key generation.

Blind Jt% A1 L 72 WIKRE T, &fEHD 5 DfE 52 ZERICATI L Tw 2550 Bitiv — F & fF
FHEAN LR HEON B L — P DESR(0) &Lk T 5. IFEBEE I TV 2 BT
WwWOA VT Yy 7 A% RL, HIABIRICIE i =01H Lk i =0123TH5%, T THFHEEHL—FL
3.1 77 Y P70 e rRINHER 2 ER S 2, StrfRiiL— PRI, 77 v F v U X
VIESMLI N7 7 v FIIMER Lo ANT 2550613, i QA KIFIC i 3 2 5P IRRE & 5
%,

Step 3. The Blind light source is set to CW (continuous light) mode. Set the Blind light intensity and wavelength
to minimum values according to Table 10-2. The intensity is gradually increased and the difference R;
between the photon detection rate with signal light input and without signal light input at each intensity is
recorded. The upper limit of the Blind light intensity shall be limited to the maximum value that is not detected
by the light injection monitor implemented inside the QKD receiver.

Blind St % CW (G#ifie) £— F& 35, Table 10-2 icfiEvs Blind DB & R % fR/IMEICERE 3
5, MEZIRAZICHEME &, FMECFESLEANL T2 HEDTRINL —F EEFEE ALK
WA DONTFIH L — F DR ZFEIRT 5, Blind XoiEE D ERIZ, QKD Z{EMNEcFEES L
TV HFEAE= X TR I N WRAEETLT 5,

Step 4. Gradually increase the wavelength and repeat step 3.
KREZIRAZICHEMEE, ATy 73 %2V RLETT 2,

Step 5. The Blind light source is set to pulse oscillation mode. Set the Blind light intensity, wavelength, repetition
frequency, pulse width and pulse incidence timing to minimum values according to Table 10-2. The intensity
is gradually increased and the difference R; between the photon detection rate with signal light input and

without signal light input at each intensity is recorded.
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Blind i % SV AFRIRE— F & F %, Table 10-2 iICfE\> Blind 60 5iE, R, #0R LUK, 3
WA, NAANB ZA LY TR R/MEICERIES 5, BEEZIRAICHNE ¢, FRECESHEEATIL
TG HEONTHRIEL — F EESE AN LG EONTRIEL — F DESR LT 5,
Gradually increase the wavelength and repeat step 5.

BRERZCHEME ., A7 v 75 %20V RLETT S,

Gradually increase the repetition frequency and repeat steps 5 and 6.

0B USRI R A ICmE &, A7 v 756 %#ViIRLETT S,

Gradually increase the pulse width and repeat steps 5~7.

SNVAMEERAZICHEINE &, AT v 7 5~7 2 VIR LETT 5,

Gradually increase the pulse injection timing and repeat steps 5-8.

NVANPFIRA IV T RRAICHMEE, AT v 7 5~8 2V IRLETT 5,

. Repeat 1-9 in all modes permitted by the administrator.

1~9 ZEHHIC Lo CEFA[I N T2 R TOE— F TV IET,

The various parameters to be varied in steps 6-9 do not necessarily have to be varied in this order and the
order may be interchanged.

BB, ATV 7 6~9 TSI LEMEIT A= FLT LD ZDIHF LT 205137k <, HF
EANBEZTHRY,

Table 10-2 Parameter of blind light

Iltems Description

Minimum 600nm

Wavelength

Maximum 2000nm

Step

10nm

Notes Evaluation of the transmission characteristics of the QKD receiver (e.g. filters) in advance, for wavelengths with

Minimum 1/10th of the inverse of the APD bandwidth. Ex: 0.1ns

losses <30 dB.
HANZZEHOFTRFE (7 4V 2728) ZREHML , $5<30dB O FEAZ DV TR

Pulse width

APD #lsk#i$o> 1/10. Ex: 0.1ns

Maximum Up to the reciprocal of the clock frequency Ex: 0.5ns

a7 O ET Ex: 0.5ns

Step At least 3 points per digit (e.g. 1, 2, 5 times).
1 #7720 3 mLLE(1,2,5 f572L)
Notes +"Up to the reciprocal of the clock frequency” is not a problem.

a7 ERE RO ET ) TRIER D

Repetition frequency

o
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Minimum -

Maximum Clock frequency (Ex. 1GHz)

Step --

Notes --
Minimum Minimum pulse energy of received light assumed by the device (distance dependent)
Ex: 0.5 Photon/pulse

-10dB(Assume 50 km) =0.05 Photon/pulse = 6.4e-21[J]/pulse

LEENRE T DZAZ D/ SNV AT RNF —D s/ ME (FEEEKAF)

Ex: 0.5 St/ LA

-10dB(50km #87E) =0.05 31/ VA= 6.4e-21[J)// VA

Maximum Up to the light injection monitor detection threshold (see also Notes).or
Until they are failed.

JEENE =1 FNEE E T (Notes H#lH 2 1R)

or

NEMITIRDET

Step At least 3 points per digit (e.g. 1, 2, 5 times).

1Ao7l 3 L 1(1,2,5 f57eL)

Notes If the light injection monitor bandwidth is wide, the clock frequency is taken into account and evaluated up to the
effective light injection monitor detection threshold.
HAEANE=FMIENRNG AT vy 7 8 A B B L T, ERI70EAN T =2 B E £ TEFHE 75

Timing of incident

Minimum Ons (basis)

Maximum clock cycle Ex: 1ns

Step 1/10th of a clock Ex: 0.1ns

Notes --

Acceptance criteria
Indicator:
fateE

k :The ratio of R; to R;(0)
R/(0) I T 2R DM

k =R; /R;(0)

For «k calculated from all R; obtained in steps 3~10, 0.95 <k < 1.05
ATy 7 3~10 THROLNEZETORPLHEHEEIN S cIZDOWT 095 <k<1.05

10.9.2.2. Degrees of freedom

Purpose of test
The test of this assumption family demonstrates the countermeasure against the time shift attack.

COIREZ 7 IVDTFRAMIZA LY 7 FXEDOWTE A EIFT 3,
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Target of test

A set of receivers used for TOE

TOE IcfEHIN TV AZE#K L vy T

Test equipment and configuration

® OKD transmitter
TOE QKD transmitter or its replacement. TOE @ QKD X fE# % 72 13 % O b,
The configuration for this test is shown in Figure 10-2.
D7 A+ OWEAIT Figure 10-2 1R85,

QKD
> receiver
(TOE)

QKD
transmitter

Figure 10-2 Test for time shift attack

Test method
Step 1. Establish a QKD link.
QKD V v 7 %l i3 5,

Step 2. Record the photon detection rates, denoted as Ryq(t), Rx;(t), Rzo(t), and Rz, (t), for each basis (X, Z)
and each bit value (0, 1) while varying the timing t of the gate pulse in the receiver or the incidence timing
of the signal light. Here, the photon detection rate refers to the probability of photon detection per round.
Both dark counts and photon detections are included in the photon detection rates without distinction.

ZEBICBT 27— XV ROHME A4 IV 7b LFEFHROAREZA I v 7 ¢t 2B 2B o&HE
€ (X,2), %€y M (0,1) oL —F 258 L. 2RZH Ry(t), Rey (t), Rzo(t), Rz (1) & F
5, TZTHTFBmBL—P X, 1 7V v FE ) N FRIBERZEWR T 5, ZORX—2Ah v v}
LTI S, WO A ~ v 2Rl L — g g 5,

Step 3. Calculate the ratio r¢(t),r7(t) of the two photon detection rates in the same basis at each timing t.

BR2AIV 7 ¢ T, FW—HEED 2 00N F L — F DI my(8),m,(8) ZEHRT %,

_ Rx1(D)
x(6) = Rxo(t)
_ Rz ()
() = 200

Step 4. Let the maximum and minimum values obtained from the two bases and all timings t above be 7,,,, and
Tmin, T€SPectively
2ODEEBLUVORTOXA I VI t hpofgbhd LilofED b, ZOoRKNEE R/NMEZ ZNE N
Tomaer Tmin © 3 Do
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Table 10-3 Parameters of the time shift attack

Iltems Description

Gate timing

Minimum Ops (basis)

Maximum Clock frequency Ex. 800ps

Step Below 1/10 of clock frequency Ex. 25ps

Notes Evaluate the satellites (and possibly have them pick up the satellites).

BT IR (BT T M e a5 TRt b H oD T)

Intensity

Minimum 0

Maximum Strength at normal operation or just before Bob side strength light injection monitor

1 E IR O GRE or Bob TR L IEAE =2 DHIELH]

Step None (only the above two)
L, (Bt =»oDH)

Notes The evaluation of the minimum is based on the smallest difference in dark counts.

T/ NTOFAML, & — 27 T DFERINENZEEFTHL TV,

Acceptance criteria
Pass at 7,4, < 1.2 and 1y, > 0.8.
Tnax < 1.2 22D 1in > 0.8 THNITEKE T 5,
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11. Penetration Tests

This section outlines penetration tests to exploit vulnerabilities in the TOE for the assumption families. These
penetration tests are derived from attacks which have been known in literature.

ZDx7¥avTlE, RED7 7 I Viextl T TOE Otk 2 EM T 2 20 0RAT A OB 2T 5,
INHDRATA M, XA CREM OB FiE 2 RIcfFR T iTw 2,

11.1. QKD transmitter

11.1.1.Exploitation of imperfect phase randomization

Test 1: Source attacks with phase information

This test requires an auxiliary laser source that emits pulses in the same mode as the pulses from the QKD
transmitter.

This test composed of the following two phases:

ZOTAMTIZ, QKD EEH» L DNV RALFELE— F TV RERT ML —FHIERLETH 5,
ZOTAMI UTD22007 2 —XTHKIN TS,

Phase 1: Using a train of pulses emitted from the QKD transmitter, the tester adjusts the phase of the auxiliary
laser source via injection locking or a feedback loop with a relative phase measurement.

7 = —X 1: QKD #%EHKD OFE b Nz 282 L, BB I, HRAHRENE i< X 2 AR E 7213
74— FNy I =T % LTl — POLIR DA 2 R 5

Phase 2: Using the auxiliary laser source, the tester carries out attacks on the rest of the pulses from the QKD
transmitter as described in the References.

72— 2 MBI —RIEELEH LT, SEEICEHBM I N T3 X9, BB 13 QKD XG5 DIk Y
DN RN T D W E R TS %,

After Phase 1, the tester should verify whether any correlations are made between the phases of the pulses from the
QKD transmitter and those from the auxiliary laser source. If no correlations are observed, the test result is PASS
with no need for proceeding to Phase 2.

7z —X 1 0%, AEE . QKD %G S DS 2 LIV —F N2 S DAV ZDEK 7 = — XM BERY
BBDLDPLE D DEMRTNETH L, MBEBERPBEEINATNE, 72— X2 1TECMBER AR, TR M
RiIAKL 2,

References:

H. -K. Lo and J. Preskill, “Phase randomization improves the security of quantum key distribution”, arXiv:quant-
ph/0504209.

H. -K. Lo and J. Preskill, “Security of quantum key distribution using weak coherent states with nonrandom phases”,
Quant. Inf. Comput. 8 431-458 (2007).

Y. -L. Tang et al., “S Source attack of decoy-state quantum key distribution using phase information”, Phys. Rev. A
88, 022308 (2013).
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11.1.2.Exploitation of degrees of freedom not intentionally used

Test 1: Intercept-resend attack with side information

(Tentative)

The following procedure is used when the TOE uses time-bin encoding and the pulses from the QKD transmitter

nominally have V polarization.

Step 1. The tester shall place a polarization filter that only passes H polarization followed by a wave plate to change
the polarization to V.

Step 2. The tester shall distinguish the bit value in the Z-basis state through photon detection using the same
apparatus as the QKD receiver.

Step 3. When the detection has been successful. the tester shall prepare a weak laser pulse in the Z-basis with the
observed bit value and send it to the QKD receiver. The tester shall record the observed bit value. When the

detection has failed, the tester shall send no light to the QKD receiver.

TOE B2 4 L€ v et AL CH Y. QKD &G, b D VAN E V [t Td 28546, T OFIES

i XN 5,

Step 1. #MEE X, H WA E@EIRLT 1 V2 ZECE DRRICHEER ZELE L CRYt% V RHICZEZ
5,

Step 2. #ER#F 13X, QKD Z{EHL R UEEZMHH L Ot 217w, ZEEREO E Y MEZHFI T2,

Step 3. MHHINL 7254, T A2 -3l Y MAET ZHEREDH L —F L2 ZHEH L, Zh
% QKD ZERICXET 2, dlF T ey MEZERL 210 Ud7%s 6 v, 2R L 256, HBE ik
HEIEEET. QKD ZEMITTDED 2\,

Acceptance criteria

The tester shall use the criteria described in Subsection 11.4.

AEBRE T ILA BICEHBINT D 27 747V T2 L 2T L7 5 7m0,

Test 2: Side-channel filtering attack:

(Tentative)

The following procedure is used when the TOE uses time-bin encoding.

Step 1. The tester shall prepare a transmission filter (for polarization/temporal modes/spectral modes) that has
different transmissivities for the two Z-basis states with bit values 0 and 1.

Step 2. The tester shall insert the filter in the quantum channel between the QKD transmitter and the QKD
receiver.

Step 3. The tester shall record the bit value with the higher transmissivity.

TOE 23kl e v b 2R3 2856, UTTOFIHEIHA o125,

Step 1. #RBA#FIZ. €y MEO & 1D 2250 Z BJERIRBICH L TR 2 EER AL FEOLE 7 4 v 2 (fFik/ Rl
E—F/ A7 trE—FH) ZRET 5,

Step 2. #B&# X, QKD AEHE L QKD ZEHHDOETF ¥ AT 7 A VX 2T 5,

Step 3. BERFIX. XV EVEHEFOLY v MEZ RS 2,

Acceptance criteria

The tester shall use the criteria described in Subsection 11.4.
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AEE I ILABICEHBINT S 7 747V 72 EHL 2T L7 5 7m0,

11.1.3.Exploitation of invalid security and cryptographic boundaries

Test 1: Trojan horse attack

The following procedure is used when the TOE decoy-state BB84 protocol generates sifted keys from the Z-basis
only and the X-basis is only used to monitor eavesdropping.

TOE @ decoy-state BB84 7' 1 b a3 ZIHIKDO B D5 > 7 FEAZER L, XFERELPBEFEOE RO ZHH I
256, UTOFIEAEH TN 5,

Step 1. The tester prepares a light source (probe light source, henceforth) for probing the internal state of the
QKD transmitter to learn its choices of the basis and the bit value.

B X, QKD XfEHOoNEIREZ 7o —7 LT, ZDREDFER L vy MEZITES 2 720Dt (MU
e =7 2HET 5.

Step 2. For each of the M rounds comprising a QKD session, the tester shall inject light from the probe light
source to the QKD transmitter and make a measurement on the reflected light to obtain an outcome (probe
outcome, henceforth). Then, depending on the outcome, the tester shall choose one from the following options.
(Some options may not be available for a high-speed TOE).

QKD+t vy a v T 2a2M oYY FOZNEFNICOWT, REEF 1L 7 1 — 7N 5 QKD %EH I
ZEAL, RAPERHENE LTRHR (Fr =785 2IE Ladhida oy, R, #RICEC T, R
FEUTOF Ty avrs 1 DEERT 2, (F#E TOE Tit, —Hot 7y a vHAFATE RWBEansH
%),
i) Block the encoded pulse(s) the QKD transmitter sends out for the round and send a brighter encoded
pulse(s) instead to the QKD receiver.
Note that this option is effective if, from the probe outcome, it is highly probable that the QKD transmitter
chose the Z-basis and the encoded bit value can be guessed with high confidence.
i) QKD %(EH2 %2 D 77 v FTRET A5 zx% 7 uy 7 L, b Yic QKD Z{EHITHH 5 »
BtV R ERET B,
LoATvavid, Tu—T70RRES, QKD AEHK Z B EER L 2 nlfetErm <. fFafban
ey MiEZ S EBECHEN T 258 ICAMTHL Z LICEET S 2 L,
ii) Measure the encoded pulse(s) the QKD transmitter sends out for the round on the Z basis. If the bit
value was successfully determined, send the corresponding bright encoded pulse on the Z-basis to the
QKD receiver. Otherwise, sends no light to the QKD receiver.
Note that this option is effective if, from the probe outcome, it is highly probable that the QKD transmitter
chose the Z-basis.
i) QKD %z 07 v v F Tk T 2 P51 b sV R % ZHRKCHE T 2, © v MEIEH ICHRE X
NG, W3 225 WiFEll sV 2% Z KT QKD ZEHIGEE T %, £ 5 ThWwigEiE, QKD
ZAEWICHZIRE LR,
ZOFATvavid, 7ue—T70fR»5, QKD EEHA Z HEZER L 20tk @mwiG&EIcaz T
HBHILICEETS L,
iii) Let the encoded pulse(s) from the QKD transmitter pass through for the round.
Note that choosing this option over the next option is effective if the encoded bit value can be guessed

with high confidence from the probe outcome.
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lii) QKD %{EH 5 DFFSL Vv 2% 57 v F OB X & 2,
COFTF avEROA T avii)bERIEIDIF, Tu—ToRErOES{LENZE Y MEx
EWEE CHEHI TR 258 ICHEMITH S C LICERET S L,

iv) Block the encoded pulse(s) the QKD transmitter sends out for the round and sends no light to the
QKD receiver.
QKD #EWSZ D T 7 v FCEET /5L v 2% 7y 7 L, QKD ZEKICITNEEZEEL R\,

Step 3. After following the procedure described in one of the above options, the tester shall determine a bit value

which is more likely and record it.

AR E LA T a v o FEML 2R, AREESE VY Yy MEZRIE LT 5,

Acceptance criteria
The tester shall use the criteria described in Subsection 11.4.

AT LA ISR INT S 27 747 ) 72 L 2T 7R 6 72,

11.1.4.Exploitation of inaccuracy in encoding

Test 1: Intercept-resend attack on the monitoring basis

(Tentative)

The following procedure is used when the TOE decoy state BB84 protocol generates sifted keys from the Z-basis
only and the X-basis is only used to monitor eavesdropping.

TOE decoy-state BB84 7'm } 228 Z LR D L0 IFIRI N8 2 AR L, X HESFZ O RHRO I &
ha8a. UToFIEBMEHI NS,

The tester shall in advance determine the states of the optical pulse(s) emitted from the QKD transmitter for the
bit values 0 and 1 in the X-basis. The tester shall then construct the averaged density operator of a single photon in
the encoded degree of freedom to determine the two orthogonal modes that diagonalize the operator. The basis
formed by the two modes is called X'-basis henceforth.

AR I, XERICEF2E Y MEO & 1122w T, QKD A EH A o it & 41 5 6 30 X DIREE % F I IRE
T35, Ko, B 3, el n-BHEICE T 2 T o FEREEE T ZHE L, 2 oA 20 A1L
T2200ERE-FARRET S, COE—FHbidRid, DK XEELIFIIhS,

The tester shall choose the rate t at which the attack is conducted. During a QKD session consisting of M rounds,

the tester shall select Mt rounds and carry out the following attacks for each round.

Step 1. The tester shall measure the pulse(s) from the QKD transmitter on the X'-basis to distinguish the two
orthogonal modes.

Step 2. If the measurement at Step 1 has succeeded in the distinction, the tester shall prepare a bright pulse in
the corresponding mode and send it to the QKD receiver. If a sifted key bit was produced in the round, the
tester shall guess the bit value from the measurement outcome and record it.

Step 3. If the measurement at Step 1 has failed, the tester sends the vacuum to the QKD receiver.

WREIT, WEBE2FEMT 2HE 2ERT 2, M7V v FTHEEEINS QKD £y v a v, WREEEIMT 7 v

FEERL, %77 Y Pic L TN o B2 FEitid 5,
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27y 7 1. &I, oD ERE— FEZXAT 2 720 XK T QKD #EHK» S DV 2 ZHIET 3,
ATy 7 2. A7 v 7 1 OWECTKMNBEY L 7256, S 18T 2 E— FCTHL WAL R ZHEfHL, 21
% QKD ZEHICKET 2, J7 v Ty 7 bl y BRI NE5E, SBRE RNEHEE2 L €y Maz i
HL, 2hzidskd 5,

AT v 7 3. ATy 7 1 ORIEICKRKL 72856, WBRE 12 QKD ZERKICEZRELXE T 5,

Acceptance criteria
The tester shall use the criteria described in Subsection 11.4.

AR T LA ISR INT B 27 74 7V 72 AL 2T LR 6 72,

11.2. QKD receiver

11.2.1.Exploitation of detection efficiency mismatch for different degrees of freedom
Test: {time, polarization, wavelength} shift attack

Target of test

A set of the QKD transmitter and the QKD receiver that used in TOE

TOE icffifl T\ 3 QKD 4fEH L ZEWD 1 & v b

Test equipment and configuration

- QKD transmitter (TOE)

- QKD receiver (TOE)

-Shifting device; Timing controller for time shift attack, Polarization controller for polarization shift attack,
Wavelength controller for wavelength shift attack
— QKD %fEH (TOE)
— QKD %f5t (TOE)
—VITTAVITRNAR I ZRALY T VBRI O 4 v 7aviiae—F7 FXy 7 PHOREa v br—F
WEY 7 P RBHOKEa Y tr—F

Fiber spool
QKD Shifting QKD
transmitter device > receiver
(TOE)

Figure 11-1 Test configuration for {time, polarization, wavelength} shift attack

Test method

The tester chooses a degree of freedom from time, polarization, and wavelength for attack, and inserts the shifting
device for the degree of freedom on the optical channel between the transmitter and the receiver.

Step 1. The tester shifts the degree of freedom with an amount of shift.

Step 2. The tester sends bit strings from the transmitter and records the detection events.

Step 3. The tester set the bit value to a fixed value (0 or 1) for the detection events.
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Repeat Step 2 and Step 3 for M rounds.

The tester changes the amount of shift and continues step 2 and step 3.

BRI BB D 7= O REH]L Ve, WRD 5 b HHE ZEIR L, KEH L ZEHROM DT v A ~BHEERH D~
T4V ITTNARERAT B,

Stepl. HEBE L7 PEEZD > THHEZY 7 FT 5,

Step 2. FBRFLAGEHKD2 O €y MEEREF L. AT A 2 TRERT 5,

Step 3. HEBE IIMAIA R v MicxfL ey MEZEEM 0H20F 1) Ky 35,

Step2 &3 %M 77V v F#EYIES,

BRI 7 FEEZHEL Step2 & 3 2HiElT 5,

Acceptance criteria
The tester shall use the criteria described in Subsection 11.4.

AR 1IL4A IR INT B 27 747V 72 AL 2T LR 5 7R,

11.2.2.Exploitation of invalid security boundary of optical channel
Test 1: Back-flash attack

Target of test

A set of the QKD transmitter and the QKD receiver that used in TOE

TOE icffifl T\ 3 QKD AfEH L ZiEHWD 1 £ v b

Test equipment and configuration
- QKD transmitter (TOE)
- QKD receiver (TOE)
- Optical circulator
- Wavelength division multiplexing (WDM) filter
- Single photon detector (SPD)

— QKD %5 #
—OKD {5
—HY—Fa2lL—2%
— MR ESENM T 4 L&
—H e hriigs
Tester
trar%tn?tter—é—) Optical < —> re%eKi?er
(TOE) | circulator (TOE)
s N :
WDM —> SPD
filter /11> spD | |

Figure 11-2 Test configuration for Back-flash Attack
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Test method

The following is the procedure when the wavelength of backflash light differs for each photon detector. Let 1,(A;)

be the wavelength of the backflash light from the photon detector corresponding to bit value 0(1) in the TOE. If

degrees of freedom other than wavelength differ, conduct the test by replacing the WDM filter with an element
that separates the corresponding degrees of freedom.

U3y 27 7y v a e OBERIPIETRINGR S L IC R 2 5B OFHiE TH 5, TOED Ly MO0 (D ICHIG

TEHTFHEBRO OO Ny 777y v a D RER1,(,) & T 5, RSO AHEH Rk 2 54121 WDM 7

ANZENIGET 2 HHEZ 2T 2 R FicE 2 x CRBRz s 2,

Step 1. Establish a QKD link.

QKD V v 7 %1 i3 %,

Step 2. During an M-round QKD session, the tester uses a circulator, WDM filter, and photon detectors to detect

return light from the QKD receiver and record the bit value. The WDM filter can separate 1, and A, and
when a photon is detected by the photon detector connected to the output port corresponding to 1,(4,) of the
WDM filter, a bit value of 0(1) is assigned.
AEREF X, M7 7Y F 253 QKD kv v a vty —FaL—%, WDM 7 4 V&, H—1Htds
T QKD ZEHr o DR ezt L, vy MAZEHKT 5, WDM 7 4 VX Z &L 20 HECTE 2 9
DEL, WDM 7 4 A2 DA, (A ICxET 2R — Mgkt T T v 3 B ritiss ot ol s n
reEticiIey MEO(DZHEIY BT 5,

Acceptance criteria
The tester shall use the criteria described in Subsection 11.4.

HEF T 1LAEHICHEHINTHNBE 7294 TF ) TR FEHAL RFNIERS R0,

Test 3: Trojan horse attack

The following procedure is used when the TOE decoy-state BB84 protocol generates sifted keys from the Z-basis
only and the X-basis is only used to monitor eavesdropping.

TOE @ decoy-state BB84 7' v F a B ZHEDA L > 7 MEZAK L, X EESEREOEHO K I
286, UToOFEAFEHINS,

Step 1. The tester prepares a light source (probe light source, henceforth) for probing the internal state of the
QKD receiver to learn its choices of the basis.

B L. QKD ZEWONEIREL 7u — 7 LT, ZOREDOERLZILET 2700 (AT 7 n—7
) EHET 5,

Step 2. For each of the M rounds comprising a QKD session, the tester shall inject light from the probe light
source to the QKD receiver and make a measurement on the reflected light to obtain an outcome (probe
outcome, henceforth) . Then, depending on the outcome, the tester shall choose one from the following options.
OKD % v v avaHKTIMI 7Y FOENEFNICOWT, REEIZ 70— 725 QKD 2
ZIEAL, REPDLZREGE L CHER (7o — 78R, DUF) 200G L a0 id7e b2z, Ric, f#ERICG C T,
HBERUTOF 7> 2 vdb 1 DEERT 2,

i) Measure the encoded pulse(s) the QKD transmitter sends out for the round on the Z basis. If the bit value
was successfully determined, send the corresponding bright encoded pulse on the Z-basis to the QKD

receiver. Otherwise, sends no light to the QKD receiver.
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Note that this option is effective if, from the probe outcome, it is highly probable that the QKD receiver chose
the Z-basis.

QKD X G2 7 7 v F CEfE T /5 b v 2% ZEIECHIE T 5, €y MEDBIEFE ICHRE S N2 56.
IS 22 WL 2% Z KT QKD ZERICAET 5, £ 5 Thwvihaid, QKD ZERKISE
ZIEfE L 7R\,

CoATvaviz, 7u—70R» 5, QKD EEHS Z R ZER L 2 fetErs s W iGa a3 Td
LT LICEETLIL

ii) Block the encoded pulse(s) the QKD transmitter sends out for the round and sends no light to the QKD
receiver.

QKD #%fEHn 2 D7 v v FTEE T2 FH- v 2% 7m v 7 L, QKD ZEHICITNEERE L R,

Step 3. After following the procedure described in one of the above options, the tester shall determine a bit value
which is more likely and record it.

AR X LA T a v o FEML 2R, AREESE VY Yy MEZRIE LT 5,

Acceptance criteria
The tester shall use the criteria described in Subsection 11.4.

AT LA ISR INT 227 747 ) 72 L 2T 7R 56 7re,

11.2.3.Exploitation of single photon sensitivity attack
Test 1: Bright illumination attack

Target of test

A set of the QKD transmitter and the QKD receiver that used in TOE
TOE icflifl E T2 QKD %X [EH L ZEHD 1 £ v b

Test equipment and configuration
- QKD transmitter (TOE)
- QKD receiver (TOE)

- QKD receiver (Tester)
- Laser for blind

- Laser for control

- State modulator

- Optical coupler

- QKD i%{ZH (TOE)

- QKD %fst% (TOE)

- QKD %5t GAUEREL)

- Blind Hv—¥%

- Control HL—¥

- AT—FEVaL—ZX

- ATZ
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Tester

QKD. 3 o QK_D Laser .| Optical o QK.D
transmitter = [ECEIVEr frererssssssninn y for blind > coupler t > receiver
(TOE) | (Tester) i ; (TOE)
| 4 Iy |
Laser .| State
for control “| modulator

Figure 11-3 Test configuration for Bright [llumination Attack

Test method

The following procedure is used when the TOE decoy BB84decoy state BB84 protocol generates sifted keys from

the Z-basis only and the X-basis is only used to monitor eavesdropping.

The tester chooses the rate t at which the bright light attack is conducted. During a QKD session consisting of M

rounds, select Mt rounds and carry out the following attacks for each round

Step 1. The tester measures the optical pulses transmitted from the QKD transmitter (TOE) using the QKD
receiver (Tester) in the Z-basis and records the bit values.

Step 2. The tester uses the laser for Control and the State modulator to generate optical pulse based on the bit
values in Step 1.

Step 3. The tester injects a strong light into the QKD receiver (TOE) using the laser for Blind and the APD in
the QKD receiver is changed to linear mode.

Step 4. The tester injects optical pulses for control generated in Step 2 into the APD, which has been changed to

linear mode in Step 3.

LLF i, TOE ®F = 4 BB84decoy state BB84 7’1 b v, ZHED LS > 7 A ER L, X B2

DERIC O LA BBEDFRETH 5,

ABRE L, LR R T 2 B L FET 2 A2 ES, M7V Y Fhb%es QKD vy v a v, Mc7v7 v F

BEC, %77V FICowTU FOREETT,

Step 1. BBH 1E, QKD ZIFH(Tester) %\ T QKD MA{FH(TOE) 5 & (5 & fe <L 2 % 7 B CHITE
L. vy MAZT 5,

Step 2. WBH & Control L —# e AT — P £V a L =X &M\, Stepl Dy MEICEDWTa v br—n
DSV 2 EERKT 5,

Step 3. B 12 Blind L — ¥ % v T QKD Z{Z#(TOE) Ic 8\ e % A%t L. QKD Z{=HM D APD % U =
7E— FICBiTE4 5,

Step 4. BBAHEIE Step 3 TV =7 E— FICBITLA APD A L., Step 2 TAM L2 b a— A0k 1
VYN

Acceptance criteria
The tester shall use the criteria described in Subsection 11.4.

AT ILA KB INT 227 747V 72 L 2T L7 56 7w,

11.2.4.Exploitation of inaccuracy in demodulation
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Test 1: Intercept-resend attack on the monitoring basis

(Tentative)

The following procedure is used when the TOE decoy-state BB84 protocol generates sifted keys from the Z-basis

only and the X-basis is only used to monitor eavesdropping.

TOE 7= 4 BB84 7w t an Z BRD L iR S W2 Bl L, X BREPHEZOBEHO A IMEN I NS

L. UTOFIEMEM T N2,

The tester shall in advance determine the two orthogonal modes that are distinguished in the nominal X-basis

measurement of the QKD receiver. The basis formed by the two modes is called X'-basis henceforth.

ABRE X, QKD ZEHoHH Lo X HKICE W TR I NS 2 DOERE— F2RATICRET 5, ZDOE—F

2570 BHRIT, DR X BRI 5,

The tester shall choose the rate t at which the attack is carried out. During a QKD session consisting of M rounds,

the tester shall select Mt rounds and carry out the following attacks for each round.

WEEIT, WEB2FEMT 2 WE 2B RT 2, M7V Y FTHEREINS QKD £y v a v, WEFEIIMe 77

YIEERL, £V Vv FIC LU T OR B2 EfT 5,

Step 1: The tester shall measure the pulse(s) from the QKD transmitter on the X'-basis to distinguish the two
orthogonal modes.

Step 2: If the measurement at Step 1 has succeeded in the distinction, the tester shall prepare a bright pulse in
the corresponding mode and send it to the QKD receiver. If a sifted key bit was produced in the round,
the tester shall guess the bit value from the measurement outcome and record it.

Step 3: If the measurement at Step 1 has failed, the tester sends the vacuum to the QKD receiver.

27y 7 1. @BRE X, ZoDERE— FE2XIF % 70 XEE T QKD A G b 0 Vv 2% ES 2,

A7y 7 2. 27y 7 1 OWETKHDBEI L 7256, SUBREIICT 5 E— FCHL AL Z2HEHL, Zh

% QKD ZEHICEET 5, v v Py 7 e y P RERI NEEE, BEE IZHERRE» S €y MEZHE

HIL, Zhzidks 5,

ATy 73 A7y 71 OREICKRKL 72856, SBRE 13X QKD ZfEMIcEZIREZIX(E T 5,

Acceptance criteria
The tester shall use the criteria described in Subsection 11.4.

AT IL4A HICEEEINT 227 747 ) 72 L 2T TR 6 7R,

11.2.5.Exploitation of detector dead time

Target of test

A set of the QKD transmitter and the QKD receiver that are used in TOE
TOE Icfif T LT\ 5 QKD X fF5H L ZfEHD 1 & v b

Test equipment and configuration
- QKD transmitter (TOE)
- QKD receiver (TOE)
- Laser for blind
- State modulator
-Timing controller
- Optical coupler
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- QKD xf5# (TOE)

- QKD %f5# (TOE)

- Blind Hv—¥

- AT7T—PEVa2L—X
- EAIvIZaviu—37

- AT
Tester
Laser .| State .| Timing .| Optical ' - re(gsiger
, for blind modulator controller coupler (TOE)
! A !
o0 | |
transmitter ; |
(TOE) | !
Figure 11-4 Test configuration for Detector Dead-time Attack
Test method

The following procedure is used when the TOE decoy-state BB84 protocol generates sifted keys from the Z-basis

only and the X-basis is only used to monitor eavesdropping.

The tester chooses the rate rat which the bright light attack is conducted. During a QKD session consisting of M

rounds, select Mt rounds and carry out the following attacks for each round

Step 1. The tester uses the laser for blind and the State modulator to generate a strong optical pulse of the state
corresponding to the bit value 0 in Z-basis.

Step 2. The tester injects the optical pulse generated in Step 1 into the QKD receiver (TOE) at the time out of
the detection window of the QKD receiver (TOE) to change the APD for bit value 0 in the QKD to linear
mode.

Step 3. The tester records the detection events of the QKD receiver (TOE) and register the bit value of the key
as 1.

Step 4. The tester uses the laser for blind and the State modulator to generate a strong optical pulse of the state
corresponding to the bit value 1 in Z-basis.

Step 5. The tester injects the optical pulse generated in Step 3 into the QKD receiver (TOE) at the time out of
the detection window of the QKD receiver (TOE) to change the APD for bit value 1 in the QKD to linear
mode.

Step 6. The tester records the detection events of the QKD receiver (TOE) and register the bit value as 0.

AT i, TOE @ decoy-state BB84 7'u b a i, ZIHJKDOADH v 7 MERAERL, X HEIEEOERICO
S HEDOFRE TH 2,

ARERE X, BN T 2 WA ET 2 E G2 ESR, M7V Y F»57%% QKD vy v a v, Mt7 v v F
BER, FI7 Y FICOWTUTORREZITS,

Step 1. #BEF X blind AL —F e RT—rEV 2L —2ZH0, ZHEEDOE Y MAEO ICXIGT 2 IREEDIR

NN BT B,
Step 2. B X QKD {5 (TOE) T Stepl THEM L 7z v 2% AST L. QKD ZEHA D v v Ml 0 1<xt
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635 APD ) =T E— FNICHETEH 5,

Step 3. #EA#H 13X QKD Zf5H(TOE) o M HER 25k L, #ovy Mz 1 &35,

Step4. SERE X blind AL —F L AT — bV 2L —2%HA0, ZEEDO L Yy ME 1 IZxIGT 2 IREDIE NG
PNVATHENT B,

Step 5. FRERi#E 12 QKD ZfEH(TOE) IC Stepl THEM L 726 2% AHT L., QKD ZEWHND v > ME 1 ikt
J63 % APD %) =7 — NI T3¢ 5,

Step 6. B #F 1 QKD Zf5H(TOE) o e ER 2 5isk L, oy Mz 0 &35,

Acceptance criteria
The tester shall use the criteria described in Subsection 11.4.

AR LA ISR INT B 7 74 7V 72 AL 2T E7R 56 R,

11.3. Whole of the TOE

11.3.1.Exploitation of invalid calibration

The object to be calibrated and the method of calibration vary from device to device. The tester should obtain
information on TOE calibration and structure the test accordingly. As a simple example, this SD will treat the case
where the polarization is loaded with information and the detection timing is adjusted for each polarization.

Fr )7L —va VETINRETNRZEBICL>TRES, BREIXI TOED X ¥ ) 7L —va VicBT 218
WEAFL, ZHCESOTHBREZBKTRETH 2. 22 TRb2 YT ufle LURLicERy#EE ST
BY, ZNZNOfGICN L TR 24 2 v 7P 256200 .

Target of test

A set of the QKD transmitter and the QKD receiver that are used in TOE

TOE icffH & T\ % QKD %Gt & ZEHDo 1 & v b

Test equipment and configuration
- QKD transmitter (TOE)
- QKD receiver (TOE)
- Polarization beam splitter
- Optical delay
- Polarization beam combiner
- QKD i%f5H (TOE)
- QKD #%1{Z# (TOE)
- fWte—LARTY v &
- A TI
- e —Lavong
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Tester

- =

#

B
i

QK[.) ' _| Polarization Optical !
transmitter lbeam splitter > dela |
(TOE) i g Y 5
i v ;
| , s : QKD
e opea | pomton L} e
i Y i (TOE)
Figure 11-5 Test configuration for Invalid Calibration
Test method

The following procedure is used when the TOE decoy-state BB84 protocol generates sifted keys from the Z-basis

only and the X-basis is only used to monitor eavesdropping. The bit value 0 and 1 are assigned to be horizontal and

vertical polarization states, respectively. This assignment can be altered.

Step 1 In the calibration process, the tester sets a value for difference of optical delays, which should be determined
to maximize the difference of the photon detectors.

Step 2 In the key generation process, the tester sets the optical delays to yield the same delay value. Then, the test
proceeds Time-shift Attack which is described in Subsubsection 10.9.2.2 (see also reference below).

TOE decoy-state BB84 7'u t an s Z HEDOHZ S > 7 MEEZAERL, X HEIFIEEOERICORFEH I
256 AFOFIEAER I NS, €y MA 0 & 1 132 02 KCTHRBREE & TERFRIREBICE D Y Ton b,
DY B TIILEERETDH 5,

A7 v 71 RIET v 2T, SBRE DB DEDHZEET 5. ZOfEIF, S TMRINGRDOEIRKRICR S X
IICRES NG,

A7y 72 PER T v e X Cld, BERE XA CEEEIC R 2 X5 IOREBIERZRES 5, £ Dk, 10.9.2.2 iIZ5did
INTVBZA L7 PEBEETS (TREDSHOZ L),

Reference

Yi Zhao, Chi-Hang Fred Fung, Bing Qi, Christine Chen, and Hoi-Kwong Lo, "Quantum hacking: Experimental
demonstration of time-shift attack against practical quantum-key-distribution systems", Phys. Rev. A 78, 042333
(2008)

11.4. Acceptance criteria

Parameters, variables and functions are defined as follows:

a : Pre-defined significance level per single main test

€ : Security parameters set in the above QKD session

K N : Sifted key and its lengths generated by the TOE in the above QKD sessions.
Kqkp, K : QKD key generated by the TOE in the above QKD session and its length.

fra : The hush function used by TOE for privacy amplification in the above QKD session

N; : Number of rounds in which a bit value is recorded in the attack and a sifted key bit is generated by the TOE.
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Kqat : The Nj-bit string consisting of the bit values recorded in the above N; rounds.

Ngc : Number of bits transmitted by the TOE for error correction in the above QKD session.
wt(b): Number of '1's in bitstring b

H(x) = —x log, x — (1 — x) log,(1 — x) : binary entropy function

The tester chooses the largest possible non-negative integer N, to satisfy the following condition.

NiH(Nere/Np) + (N — Np) < K + Ngc + logz(a —€)
However, if the information transmitted by the TOE for error correction is encrypted and the formula for
determining the QKD key length after privacy amplification does not include Ngc, the above inequality with Ngc =
0 is used instead.

Note that if there is no non-negative integer N, satisfying the condition, the attack fails.

The tester determines the success or failure of the attack in one of the following ways

(1) Take the sifted key kg from the TOE and extract the bits corresponding to the N; rounds in which the above
attack was conducted to form the N; bit sequence Kk gr. The attack is successful if Wt(ry a0 — Ky gir) < Nepp- If
not satisfied, the attack fails.

(2) Take the QKD key Kqgp from the TOE. The sifted key kg actually generated by the TOE is not used. For
an N-bit string k, let f;(x) be the N,-bit string formed by concatenating the bits corresponding to the N;

rounds. The attack is successful if there exists an N -bit string K that satisfies fpa(k) = Kqgp and

wt (Kl’att -f (K)) < Ngpr- The attack fails if there are no such strings.

Notes

If the QKD key has e-security, then the probability of the successful attack is lower than a under the above decision
conditions.

In choosing the rate t at which to carry out the attack, note that as t is increased, N; increases, but K decreases

due to an increase in bit errors in the X-basis.

LUTF ki T A —2 28 BEERT 5 ¢
a:HO0COFEINLAHE 1 BH 72 ) OfFEKIE

e: LD QKD 2y v a YV THREI N F 2 VT 48T A =X

Kip N : FRE®O QKD v > 2 v CTOEBEKLZv 7 Mk 2z DR X

Kokp K @ EFC® QKD £ v 22 v ¢ TOE AR L7 QKD #te Z DR

foa : EFED QKD % v ¥ 2 v © TOE 28 fREMHERICH - 72~ v o 2 BIEK

Ny RIS Y ey MEDESR S, 220, TOEA Y 7 MiEe y PAAER L7 7 v FO
Kiae @ DRCDON; 7V Y FIZEWT, Iy ME» SRR L 2N, vy M
Nge © FREO QKD vy v a v T 7 —glIED 7291 TOE 25AfE L 728y MK
wt(b): € MibIcEEN 5T DOH

H(x)=—xlogyx — (1 —x)log,(1—x) : N F VTV nrvb—%E

REE L, ROEMFEHZT X IIC, TE B2 FKEVCIEADEEN,,, 7 EX,
NlH(Nerr/Nl) + (N - Nl) <K+ NEC + lng(a - 6)
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2L, =7 —E[IED 7291 TOE 25415 L 72 A M St & 4. MEMEREZ O QKD #R % kiE 3 2 2
NecZ & E VWA, FREAERX TNy =02 L0 2B bV ICHN 3,
k. FfFE T TIEA DBEN AL R T NEBERR IR TH 5,

REE X, UTowINr oL TRATA FORBOEE ZHIET 5,
(1) TOE 2>+ 7 bl IO HL ., FRLOKENEwBE NN, 7 7 v FICHIGT 28y F2KEZ L TN,
By Molliey g B RERT 20 Wt(ieyaee — Kogir) < Nepe 272 L CTOIVTBCR I BN, 7z & 720 AU BRI
(2) TOE %* 5 QKD #rqyp & X Y Hi3", TOE 23 EBFICAEK L 72> 7 b #rgeld 720 NE Y M llic i L,

Ny 7YY FIEHIET 8y P 2HREELENE Y PIIELGOET 5. foall) = Koup P P Wt (Ko — f(6)) <

Nen Z i 72 SN E w Ml SFIEST UTBB I, 2D X 5 ey ML L 72 dU B 3R,

Notes
QKD #E2%e-t ¥ 2V 7 4 227k b, LR OHESRECRELHEIN & 72 2R Zall T TH 5,

B % EfiT 2 EAtOBINICE LTI, tAKELT 28, NRKELR20, XEECBFZE Yy Fxs—n
BT 2 720K AT 5 LIcET 5,
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12. Calculating attack potential

The evaluator shall calculate the attack potential according to [CEM] Appendix B.6. This section presents specific
interpretations of attack potential calculations for the evaluation of QKD protocol implementation.

A (X, [CEM] @2 B.6 icft> CHEBENZFHEHL 2T NIE RS HR), COETIE, QKD 7'm } a3k
S 1 [E A D BUEE SRR D R IC O W TR S 5,

1. Elapsed Time

For FCS_QKD.1, the time required to overturn assumptions in security proofs. If the assumption(s) are overturned,
QKD protocol cannot enforce its security proof, the security parameters in FCS_QKD.1.1 is not maintained, and
FCS_QKD.1 is violated. Logically, this elapsed time is almost equal to the time it takes to fail the penetration test
in Section 11. In many cases, violations of this SFR are accompanied by violations of FPT_EMS.1 and FPT_PHP.1.
It is not required to consider the elapsed time until disclosure of the QKD key. The QKD key is of indefinite length,
and hence if QKD protocol is run continuously, the elapsed time become infinite. Or the elapsed time for a length
2L QKD key is twice of the elapse time for a length L QKD key. That is, the elapsed time until disclosure of the
QKD key only represent the QKD key length. If vulnerabilities are identified against other SFRs, the elapsed time
is as defined in [CEM].

FCS_QKD.1 icBIL Tld, ¥ =2V 7 4 itHHORE 2 E T D Ic Bz llE, EXEI NS L. QKD 7'm k=2
N Fa) T 42 EMTERL A, FCSOKD.11 k¥ 2V 7 457 A — & ([ & ¥,
FCS_QKD.1 if2EI NG, fHICId, < OFfEREIZ, 11 BORAT A MIC FAIL 3 % ¥ TORE & 1213%
L, <o, 2o SFRZFIL, FPT_EMS.1 < FPT_PHP.1 o2E% 5,

OKD $# 77 ¥ COFERE 4 EE T 2 L8 X\, QKDHOR X IIARETHY, H L, QKD 7'm b a2 %k
BEHNICEITT 5 &, Z OFTEREIZMERICR 2, 5wk, £X 2L © QKD $#oAofprEHEiZ, KX L o
QKD $#t D 2y DFFEERFE D 2 {5 TH %, 2 F ». QKD HEREE £ COMERREIL. QKD ORI 2 KW T 57210
TH 5, Mgtk o SFRICK L Calthl S e hdr, FrEdisfEliZ [CEM]CER I N T 280 TH 5,

2. Specialist Expertise

The specialist expertise is as defined in [CEM]. Attack methods against QKD protocol implementations require
optimization of attack methods based on knowledge of the QKD protocol and the implementation structures. At
last, experts-level knowledge is required for the known vulnerabilities identified in Section 9.

BPAERIE. [CEM]CERINTWBEY TH 2, QKD 7'u b a v LT+ 28 F3%iZ, QKD Fu b 2
V& TG DHFRICE D W T B FE 2 Rl T 2 003 5 5, V7 L b 9 BETHII S N DA DMaF5 1
DNTlE, TF A= F LRV DOHEMEMBETH B,

3. Knowledge of the TOE
The knowledge of the TOE is as defined in [CEM].
TOE o#li#iz. [CEM|ITERI N TV ThH 5,

4.  Window of opportunity
The window of opportunity is as defined in [CEM]. At least for the known vulnerabilities identified in Section 4,
attackers can attempt attacks by accessing the QKD link that are located in public area. Therefore, the attack

opportunity is "unlimited".
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213, [CEM]TERINTWBEY TH 2, 2R b 4ETHN I N LMD MaTEIc o WTiE, BBE L
NV TICHE QKD V)V v 7 ILT 7 AL CKEEZRAALL B TE S, fEo T, WEESIT [EFIR] ©h
%,

5. IT hardware/software or other equipment

The equipment is as defined in [CEM]. For example, equipment which may be required for attack methods
identified in Section 4 are classified as follows. This guide is based on price of each equipment.

et [CEMITERIN TV 2D TH S, Hlzid. 4 BECTHH E NABERTTEICLED S HALE SR I,
RORICHEIND, TOHA Fid, FEGROME LT3,

Table 12-1 List of equipment

Classification Equipment
Standard Optical amplifier YRz
Photodetector 7 + +7 4 7 7 &

Optical power meter J-X7 — A — &

Polarization analyser {7 + 7 4 %

Beam splitter € — LA 7Y v &

Polarizing beam splitter f@tt — L X 7Y v X
Circulator ¥ —F 2L — %

Delay interferometer FEIETP55!

Optical delay line J&IEILRR

Polarization controller f@}t= v b u—7

Phase modulator {7 HZ Fi%5

Intensity modulator 5552 3 %%

Variable Optical Attenuator A28 IR &4
Specialised Tuneable laser JFEF AL — %

Photon detector Hi—Y&F %R

High-end oscilloscope A =V FAvmRa—7
Optical spectrum analyser e A= 27 b 7 LT F 7 4
Spectrum analyser A=27 F 7 LT FF 4%

Time interval analyser X 4 LA vV X2 — VT F T 4 %

6. Example of ratings

In typical cases, expected rating for the known vulnerabilities identified in Section 4, the rating is shown below.

WA 56, 4 BCE SN2 OEsatto PRI L —T 4 V7 IZRDOE Y.,

Table 12-2 Example of ratings

Elapsed Time | <= 2weeks 2 In situations where an attack is successful,
the elapsed time is not so long. If we
estimate longer, it is two weeks.

WD BRI Tk, PrEREf iz z
NEER RV, ROICAFb 7L L
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VC%)\ Zﬁﬁﬂﬁﬁ% Z)o

Specialist experts 6 As in 2, the typical rating is experts.

Expertise 20X ) I AR L — MIzF R oN—
FTH B,

Knowledge of public 0 As in 3, the typical rating is public.

the TOE 3 oL, WAL —FRIAHTH
%o

Window  of | unlimited 0 As in 4, the typical rating is unlimited.

opportunity 40 X5 I L — FIXEFIRCH
%o

Equipment specialised 4 As in 5, the typical rating is specialised.
5 Dk yic, MARRL - MIFKRTH
%,

Total 12
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13. Rationale for waiving penetration test

13.1. QKD transmitter

At the moment, no rationale for waving penetration test has been provided in the context of vulnerability analysis
on the QKD transmitter.
BFE. QKD X fEHIC BT 2 ekt O URICHE T, RAT A P 2 Rfrs 2RI I TR0,

13.2. QKD receiver
13.2.1.Detection efficiency

Rationale: Success conditions for penetration tests exploiting detector efficiency mismatch
This section deals with a penetration test with attacks exploiting difference in the detection efficiencies between
the two photon detectors for bit values 0 and 1 used for generation of sifted key bits on the Z basis. Although this
section assesses the threat caused by innate efficiency mismatch, this rationale is written such to also address cases
where the mismatch arises from adversary intervention affecting the degrees of freedom of the optical pulses in the
quantum channel, as detailed in Subsection 9.2.1.
D7 vavTiE, ZHEEDY 7 MEvy MEBICHEHINS Yy MEO & 11T 5 2 DD Bilidgr ok
RO EZMP L K BICX 2RAT A MCOWTIIO S, DR 7> a v Tid, EROFEOREEIC X
2B A TGS 225, FIEEE 9.2.1 MicHHIhTwE X ic, CORMIBETF vy ALICTET - LRD
HHEICHEZ 5 2 2B 2 A AL DA —BBE L 25510 0T 2 X S Kt T3,
In the following, the probability for the TOE to fail the penetration test is estimated using conditions obtained from
functional tests and using a set of plausible assumptions. A concise sufficient condition for the failing probability
to be negligibly small is given. Here we consider a decoy-state BB84 protocol in which the sifted key is generated
from the Z basis only and the X basis is only used to monitor eavesdropping. The basis selection used in the QKD
receiver may be an active or a passive one.
ITFCid, REET A P ooz 5eth e ZYRRED Y P ZfEHL T, TOE BRZAT X MCAHIEL 5
MERZHEE T 2. AABMERLB TN WS BRE RSP GA 6N 5, 22Tl v 7 MED Z K
DAHDBLAER ST, X REZEBEOBEICO M I NS, decoy-state BB84 7 v t a1 %E 2%, QKD %15
PECREA 2 2 BHEEFUIREEIY 2 D D TH B2 b D TH L\,
Suppose that a penetration test is conducted on a QKD session. Define parameters, variables, and functions as
follows:
QKD v v a v TRAT A MBEMI N LIET S, T A -2, B BEBEZUTOX S ICERT 5,
M : Number of communication rounds in the QKD session
QKD kv v avicksF2HEET YV FK

ii: The mean photon number in a pulse (or a pair of pulses), averaged over the Z-basis signals.

ZIEDFEZICONTHI L7z, 1 VR (H B W Id S 2 ICE 15 LT
Qzo(1) : Probability for a round to produce a sifted key bit with a bit value 0(1)

vy MEO()Dy 7 MLy 281 7y FTERS SR
N : Length of the sifted key produced in the QKD session

QKD v v a vTHERINEZY 7 FROEX
b : N-bit sifted key produced in the QKD session

QKD+t vy v a v ThERINEZNEY Fov 7 M
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K : Length of the QKD key produced in the QKD session

QKD v v a v A K I NZ QKD ##D K X
Ngc : Length of the bit strings communicated for the error reconciliation that is accounted for in the privacy
amplification. If the string is encrypted and is not accounted for in the privacy amplification, assume Ngc = 0.
MERBTEEING =7 oL ICEfEEhsey MoEX, vy MBS S, BERERTEE
INHWEEIE, Ngc=0& AT,
H(x) = —x log, x — (1 —x)log,(1 — x) :Binary entropy function —fHxT ¥ kv v’ —B%k
D(x||y) = x log, f—] + (1 —x)log, g : Kullback-Leibler divergence #11-Nv 7 - 54 7 7 — &=
wt(a): Number of ‘1’s in bit string a.

vy Millath o'l D
This rationale takes the following assumptions. These assumptions are expected to be true for penetration tests in
Subsubsection. 11.2.1, but the evaluator should confirm the validity of them before applying this Rationale.
Z OMERIIRILIZ, AR 2 OE L LTw 2, T b DR, 1121 THORAT A P CiRIEL W e TRET D 2,
I (X DR BT 2HTIC, ZNODORZUMEHERT RETH 5,

(A1) The criteria for the TOE to fail the penetration test is given as direct or indirect confirmation of the N-bit
sifted key b belonging to a predicted set Q c {0,1}" satisfying |Q| < 2K+Nec,
TOE DMRAT A MGtk e 2 517, |Q] < 28+ HeciifiZe T PRI T W2 ERa c (O NICNE Y D> 7 i
bRJET 25 L 5 DEEE - XN ICHELTH 5,
(A2) The privacy amplification ratio determined by the TOE correctly accounts for the fact that a sifted key bit
may have leaked completely if the signal emitted from the transmitter included multiple photons.
TOE T X o THRIE I N2 MEHER T, AEH,: O I NG5 IcEBEOtFraEhTnwga, 7t
ey POERICIRE L CORAREED D B L v ) FEEEMICEEL T,
(A3) The probability for the TOE to produce a sifted key bit when the transmitter emits two or more photons in
an optical mode is no lower than that when it emits one or no photon in the same mode.
EEHD 2 DL EDYE T2 H 26— F O3 2556, TOE 232 7 ey b 24K 2L, RILUE—
FT12o%723 0fHoNT 2T 2 5AOMERL D KL 1Tk,
(A4) The photon number distribution in a signal emitted from the transmitter is well approximated by a Poisson
distribution.
EEED S I N2 E5 DTG IR, KTV voafitk il n s,
(A5) The mean photon number in every signal emitted from the transmitter does not exceeds unity.
KIS DL I N B E5 O FIPEFEIE. 1 2R R\,
In each round of a QKD session, the attacker may attack on the optical pulse(s) to modify the probabilities Q,
and Qj,. Suppose that a functional test assures that
Y _Qzn_1-v
7500 7
holds for a positive constant y < 1/2. Note that Q,, and Q,; may be different for different rounds.
QKD+t vy avo&I vy FIZBWT, HBFEIINH ANV ZAELE L ClEFEQyB X UQu 2 EHT 2 Lhd D,
HRET 2 iz kb
Q 1-
DIEDERyY < 1/21Cf LT Y V2 Z EMEEEINT WD EIRET B, Qb Q37 7 v F T L ITHE A 2 1]HE
WrdsdbiciEETsL,
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Suppose that after the QKD session, the QKD receiver has produced a sifted key b of length N from a specific
set of N rounds. On condition of those locations of the N rounds, we consider the conditional probability of the
N-bit string b = b1 ... pIN over the 2V values. Each bit is independent of the others, and Prob{hlUl = c} =
Qz./(Qz0 + Qz,) where the values of Q,, and Q,; are for the round at which the jth sifted key bit bUl was
produced. Define a constant bit ¢l by ¢l =0 for Q,, > Q,; and ¢l =1 for Q,y < Qz;. Then we have

QZC[J]

(Qzo0 + Qz1) 2Y

and hence the expectation value of wt(b — ¢) is no smaller than yN. From Hoeffding's inequality, we have, for all

6>0,

pUl = Prob{bU] * C[i]} =1-

Prob{wt(b — ¢) < (y — §)N} < exp(—252N).
On the other hand, for any N-bit string A with wt(A) = (y — )N,
Prob{b — ¢ = A} < y¥=ON(1 — y)A-¥+ON — 2=-ND¥Ily=8)+H(y-8),
where D(y|ly — &) > 0. Hence, according to (A1), the probability Pg,; for the TOE to fail the penetration test

satisfies
Pfail = Prob{b S .Q}
< Prob{b € Q,wt(b —c¢) < (y — §)N} + Prob{b € Q,wt(b —¢) = (y — )N}
< 728N 4 |2~ NOUlly=8)+H=8)) < =28°N 4 p=NO¥Ily=8)+H(y-)+K+Hrc,
Hence, if
K + Hgc
H - -
M >—

holds, we may choose § >0 such that NH(y — §) = K + Hg¢ holds, which shows that the probability Py is
negligibly small.

QKD & v v a vk, QKD ZEEIHEDON I 7V P2 LRI NDOY 7 bR AR L2 IRET 2, NT ¥
Y FORIEEZSMEE LT, 2VDfHicf 32N v Flb = b BN O R &R A E X 5, HE Y MXAWIC
AL TH Y. Prob{bUl = c} = Qz./(Qz0 + Q1) T T Ty Quol QuDffilE, jEHD > 7 MY v FpUl 23S h
79V EDbDTHDL, FHE Y+ Ul %, Q20408 E 1EcU =0, Q0 < Qu0H&H I =18 LTE
#95, RiC

Qz.u

(Qz0 + Qz1) =V
L72285 T, wt(b— c)DIHFHEIZYN X W /NE K 72 b 72\, Hoeffding DAEFX L Y, § > 0054,
Prob{wt(b — ¢) < (y — §)N} < exp(—252N).
—J. wt(A) = (y — )N %7z THEREONE v F STFEFIAICR L <,
Prob{b — c = A} < y =N (1 — y)(A-V+EN = 2=ND¥|ly=8)+H(y-8))
ZZTD|ly=8)>0. L7=2-oT, (ADIcXniE, TOE BMRAT A M ICTAE & 7o B HEHK P, 13
Pr.;; = Prob{b € Q}

< Prob{b € Q,wt(b—c) < (y —6)N} + Prob{b € Q,wt(b —¢) = (y — 6)N}
< 728N 4 |Q|2-NOUlly=8)+H=8)) < =28°N 4 p=ND¥Ily=8)+H(y-)+K+Hrc

L7235 T,

K + Hgc
H(y) >
) N

DY LD, NH(y —8) = K + Hgc SV 32D X 5 728 > 0% EIRT 2 2 L S TE, THITK D Py DHfER
FEMATZZIRE/NI W LRI NG,

We may further rewrite the condition by using assumptions (A2)-(A5). Let be the number of photons in the
pulse(s) sent out by the transmitter in a round. Let “¢ran_2" denote the event where the transmitter chooses the Z

basis, and “sif_ suc” denote the event where the TOE produces a sifted key bit. Then (A2) implies that
N — (K + Hgc) > N Prob{n = 2|sif _suc}
holds except a negligibly small probability. Since (A3) implies Prob{sif_suc|tran_Z, n>2}>
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Prob{sif_suc|tran_Z, n < 1}, we have Prob{sif_suc|tran_Z, n = 2} > Prob{sif_suc|tran_Z} and hence
Prob{n > 2|sif_suc} = Prob{n > 2|sif_suc,tran_Z} = Prob{n > 2| tran_Z}.
From (A4), we may write Prob{n > 2|tran_Z} = Y;p;f(u;) with f(u):=1—e #(1+ pu). Since f"(u) =0 for
0 < pu <1, (A5) implies that, for ji:= ¥,;p;u;,
Prob{n = 2| tran_Z} = f (i1).
Combining all the inequalities, we conclude that the probability Pgy; is negligibly small if
H@y) > e *(1+ .

o, BUE (A2) ~ (A5) VTR ZHZMRA 2L TE 2, EKEKME 1 7V v FTEET 291

(EE]) NONT DR Ent 32, XEHA Z BEAZENT 2FR% [wran_Z] & L, TOE 25&Ej S /-y

v P EERT 2ERE [sif suc) L3525, T5L. (A2)IF.
N — (K + Hgc) > N Prob{nn > 2|sif_suc}
2, BHECTE T E/NSBHELRERCCTRVILOZ EZ2EKET 5, (A3) X Y. Prob{sif_suc|tran_Z, n =2} >

Prob{sif_suc|tran_Z, n < 1}, Prob{sif_suc|tran_Z, n = 2} = Prob{sif _suc|tran_Z}H 5K Y 3z H, L7253 > T
Prob{n > 2|sif_suc} = Prob{n > 2|sif _suc,tran_Z} = Prob{n = 2| tran_Z}.
(A4) X b, Prob{n>2|tran_Z} = ¥;pif () with f(u):=1—e A +p)tFEL 2 ERNTE S, 0<pu<1iTxL
Tf'(W)=0TH 370, (A5) 1F, = Y;pucxfL T,
Prob{n > 2| tran_Z} = f (iv).
TRCOAEXZHIADED L,
H(y) > e (1 + .
D & E Py DIERIZEHETEZ 213 /NS iR ToNn3,

13.2.2.Single-photon sensitivity

Rationale: Success conditions for penetration test of bright illumination attacks.
R - PPEMBORAT X+ OISO WT

This section deals with the bright illumination attack of the type 2).
Dk v ay T, £472) OPRKEERI,
In the following, the probability for the TOE to fail the penetration test is estimated using conditions obtained from
functional tests and using a set of plausible assumptions. A concise sufficient condition for the failing probability
to be negligibly small is given. Here we consider a decoy-state BB84 protocol in which the sifted key is generated
from the Z basis only and the X basis is only used to monitor eavesdropping. The basis selection used in the QKD
receiver may be an active or a passive one. In the case of passive basis selection, the beam splitter for selecting the
Z- and X-basis is assumed to have a splitting ratio favourable for the Z-basis.
AT i, TOE BRAT A MCABHE T 2R %, BREET A P 200075 Fe, b2l b b LW REDE
v FEHOCTHEET 2, FABHEESEHETE 213 L/NS K %25 720 Offf# 7 +0 5% 7R3, decoy-state BB84
Zuband, ZEEDL»L 7 MR AERL, X BAERIEIBEEORHRICORH N2 &35, ZEHEEIL. AEH
BURGEIR & B EGER 2 5 . REREROS G, ZHEKE X BKZDIKT 28— L7 ) v 2050 HIE, Z
BRI RE LT 5,

Suppose that a penetration test is conducted on a QKD session. Define parameters, variables, and functions as
follows:
QKD vy v a VLWL TRATRA MBEMINZET L, AT XA—% ZH BBEEUTO LI ICERT S ¢
Pz, Px - Selection probabilities of the basis for the QKD transmitter
XfEH o B EIE R
15,1y . Coupling efficiency of the beam splitter for the passive basis selection of the QKD receiver
ZEROZELEER DO e —L 27 ) v 2 OfEEHE
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n2Mx : Quantum efficiency of the two photon detectors in each base of the QKD receiver (Assume that the two
have the same quantum efficiency.)

ZAEWOHIEED 2 o FRitd ORI (A CETIEELF>LT5)

M : Number of communication rounds in the QKD session

QKD oty v a VOIlE7 v v FE

t : Parameter indicating the frequency of Intercept-resend attacks (0 <t < 1)

Intercept-resend W Z T I HE LR T T A —X(0<t< 1),

Qz(x) : Probability of a successful Z(X)-basis detection for a round with no intercept-resend attacks.
Intercept-resend BB 72 \» 7 v v F T Z(X)FLE D i H IR,

Qz(x) : Probability of a successful Z(X)-basis detection for a round with intercept-resend attacks.
Intercept-resend W Tz 7 v v FTD Z(X)FEE DM H IR,

N : Length of the sifted key produced in the QKD session

QKD & v ¥ a v Tz 7 R,

b : N-bit sifted key produced in the QKD session

QKD kv vz vHICERINAZNEY F o7 M

K : Length of the QKD key produced in the QKD session

QKD & v ¥ = vHuc M T 7z QKD R

Hge : Length of the bit strings communicated for the error reconciliation that is accounted for in the privacy
amplification. If the string is encrypted and is not accounted for in the privacy amplification, assume Hgc = 0.
MERNETERING =7 —fRO-DIEEINI Ly MoKk E, vy MIRKSL I, BEEERTERE
INHWEEIE, Hge=0& A3,

H(x) == —x log, x — (1 — x) log,(1 — x) : Binary entropy function

“fHT v b v v —EER

v(t) : Fraction of the bits in the sifted key that could be compromised by an attacker.

Y7 MROS L, BRESDIRRSH VG5 FOHG

e(t) : Bit error rate in the X basis.

XEEDOE Yy b 27—

This rationale takes the following assumptions. These assumptions are expected to be true for penetration tests in
Subsection 11.2.3, but the evaluator should confirm the validity of them before applying this Rationale.

Z OHERARMLIE, DT Z2oEL LTwa, o DRifEIF 1123 HORAT A F ClIIEL w»wE PRI N5 55,
PTG X C ORI EH T 2 H1IC, 20O DRYEERMERT RETH S,

(A1) The criteria for the TOE to fail the penetration test is given as direct or indirect confirmation of the N-bit
sifted key b belonging to a predicted set Q c {0,1}" satisfying |Q| < 2K*Hec,

TOE 2MREAT A MCAEKE 2 HHEZ, Ny o> 7 MMEbA TIN50 c{0,1NICET 2 2 L DHE
B - RN ARHERETH Y, Q ORE X1F|Q| < 28723,

(A2) When the observed bit error rate in the X basis is e, the privacy amplification ratio determined by the TOE
satisfies K + Hgc < N(1 — H(e)).

X HEcHMllEnzey PR VEEREeL 35 L, TOE ITX o THIE S N2 HEMRIREK + Hge < N(1— H(e))
DKL T B

(A3) The photon detectors may have their quantum efficiencies modified due to the bright illumination attack, they
do not switch to linear mode and their response is well approximated by the standard model of an on-off detector:

the detection probability when a laser pulse with average photon number u is incident on an on-off detector with
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quantum efficiency n is given by nué (nu), where
$(x) =

Here, é(x) is a decreasing function and xé(x) is an increasing function of x.
ST PR IC X o TRTFIREMEIEI N ARl H 525, V=7 - FIicIhv BEb b 2 &1d7 <.
ZDIEIIA Vv - A 7RO EE T AT GEMI NG BRIy 2R OA4 Vv - A TSR I TR
puDL—HF =L 2B AP L7z & E DRHTERIIU T O & & nuéE(qu) THE R b5,

f) =
T 2T, EQ)IFDBEE. xE(x)ITx DEGMBAETH 5,

Suppose that among the M rounds in the QKD session, an attacker performs an intercept-resend attack for Mt

1—e*

rounds.

QKD Dty v avoM7 vy Ffic, WEEIIMtTZ 7 v FIiZ 2T Intercept-resend WEE 115 L33,

Round with no intercept-resend attack:

With probability p,Q,, the Z-basis communication succeeds and a sifted key bit is generated. The attacker has no
knowledge of this bit value.

With probability pyQx the communication in the X-basis succeeds and the occurrence of a bit errors is recorded.
Intercept-resend BER LT 7 v | ¢

EHp,Q, CZHEDME LI L, 7 MBIy MERING, HBEHFIZOE Y MEIZEHIDS R0,
R pyQy T X FJKDBEENKINIL, €y P 7 —0HENTREI NS,

Round in which the intercept-resend attack took place:

With probability p,Q, the communication in the Z-basis succeeds and a sifted key is generated.

With probability pyQy the communication in the X-basis succeeds and the occurrence of a bit errors is recorded.
Due to the intercept-resend attack, a bit error occurs here with probability 1/2.

Intercept-resend B TN/ 7V v F @

MEHp,Q, T ZIHEDBENEIIL, 7 MR 1 €y MERIND,

ERpy 0y T X HEDBELHIN L, €y b2 7 —DFENLHI NS, Intercept-resend WED 720, K 1/2
Tvy b7 =R ET 5,

In this QKD session,
N = Mtp,Q0, + M(1 — t)p,Q, bits of sifted keys are generated, of which at least M(1—t)p,Q, bits are not
compromised by the attacker at all. That is, the fraction of bits in the sifted key that may be compromised is at most

v(t) = ﬁ The probability of the sifted key b to take any specific N -bit string is no greater than
Z - yA

2-NA-v(®) and hence
Prob{b € Q} < |Q[2-N1-v(®),
The bit error rate observed in the X basis is at least e(t) = %ﬁ Hence, according to (A1) and (A2), the
X - X
probability P, for the TOE to fail the penetration test satisfies
Pry = Prob{b € Q} < 2K+Hec=N(1-v(8) < 2-N(H(e(t)-v(0)

ZDO QKD Dty avT,
N = Mtp,Q; + M(1 —t)p,Q, v b D> 7 MREPER I N, > HDHEDMA-t)p,Q,¥ v MIBEF T4
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WMLk Tabb, v 7 I TR TS5 3 € P OMAREDE D) = ol h 5,
Z Z

¥ 7 MREDHRFEDONE v M L BHERF2NAVOIITCH Y, LizdioT

Prob{b € Q} < |Q|27 VAV 235 Y 37D,

XEETBH Iy P T =K, Pl Lbel):= LI b bTh B, fEoT. (ANEAICL Y,

2 tQx+(1-t)Qx
TOE 2MRAT A MRS 2 M Py 1%
Py = Prob{b € Q} < 2K+Hec=N(1-v(®)) < p=N(H(e(t)-v(1))

Hence, if
H (e(t)) > v(t)

holds, the probability Pg;; is negligibly small. With ¢’ := 2e(t) and y = QZQX , it holds that v(t) = t+(1—,t,), which

leads to a necessary condition for a successful attack,

H v < e
2 t'+ (1 -ty

If y > 0.285, there is no t’ in [0,1] that satisfies this inequality, so the attack will fail no matter how the attack

frequency t is chosen. This means that the attack in a penetration test succeeds only if it holds that

QzQx < 0.285.
x0Qz
EoT, DL
H(e(®) < v()
D3R D VLD & EMEIR Py 1T TE 2138/ E 0,
Z T I= =QZQX 5 —— Iﬁﬁ T DA
T, t'=2e(t). y QXQZ&&( S(3) rvem t,)y%) JK YLD DT, BEBRY) D MG 1T

t’ t’
H <§><m
&b, y>0.285’6‘2%2}%0:]:‘\1@K%ﬁ%ﬁﬁj‘ét'@i[ql] CEEE L7\ DT, W R Pk 5 IGRATD
WEITRMT 5, 2F D, RAT A CTHEXRHEIT 51T, 27l Ed
QzQx

XZ

y = < 0.285

DAL S B DD B,

Relation to the functional test:

From the quantum efficiencies of the detectors without bright illumination attack,
& A

Qx  TxMx
holds. At the resending step, light with an average photon number greater than unity can also be used. When the

pulse intensity incident on the QKD receiver is y, it holds that

Q7 = 121721 (rznz10)
according to (A3). The two photon detectors in the X-basis may have their quantum efficiencies modified due to

the bright illumination attack. Denoting the modified quantum efficiencies by #fjysand 7jy,, the probability of

successful detection in the X basis is given by
A _ TxTixol ¢ (TxTxol rxTixil o (TxTx1it
Ox = 25(2)4—26(2)‘
The functional test of Sec. 10.9.2.1 guarantees that 7y, = kny and fjx; = Kk 1y using a parameter k(< 1), which

takes a value close to unity. It follows that
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TxK TIX.U),

Qx = rxk Uxﬂf( >

K QX N 3 (rxkznxﬂ)
="">k :
Qx0Qz §(rznz1)

Since &(x) is a decreasing function, y = k is assured if the ratio of passive basis selection probabilities in normal

which leads to

operation satisfies
Q zn 1
Z zNz >

Qx  TxNx 2
Therefore, it can be concluded that if the TOE has passed the functional test with x > 0.285, the probability Pe;

for the TOE to fail the penetration test is negligibly small.
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QX _ Txﬁzxo# £ (Txﬁzxo.u> n rXﬁZXl#f (TXﬁZXLU)
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T3, XokS5ch s,

TxK TIX.“)’

Qx = rxk TIXMS(( >

~ TxK Nyl
_ Qa0x § ()
= — = K .
Qx0Qz §(rzmz)
EQO)IZBPBEIELTH 5 720, W HHEERRF O Z BN L ESEIRMER O L3 LT 2 722 1dy > kdfRaEE L %,

&_Tzﬂz>1
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